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	Reason for change:
	In chapter 6.3.5 of TS 23.286, it menioned that VAE server will act as CAPIF's API exposing function or CAPIF's API invoker if CAPIF is supported. It is proposed to add description for SEAL server in the case that CAPIF is applied and V2X application specific server would like to invoke the service provided by SEAL server.

	
	

	Summary of change:
	Add the function of SEAL server if CAPIF is supported.

	
	

	Consequences if not approved:
	Invocation of SEAL capabilities may not be fully supported when CAPIF is supported.

	
	

	Clauses affected:
	6.3.7

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _GoBack]* * * First Change * * * *
[bookmark: _Toc37791029][bookmark: _Toc42003994][bookmark: _Toc50584337][bookmark: _Toc50584681][bookmark: _Toc50644868][bookmark: _Toc9812325][bookmark: _Toc9812569][bookmark: _Toc59203895]6.3.5	VAE server
The VAE server acts as a GCS AS as described in 3GPP TS 23.468 [7] or acts as a content provider as described in 3GPP TS 26.346 [10]. If CAPIF is supported, the VAE server acts as CAPIF's API exposing function to provide service APIs to the V2X application specific server or another VAE server as specified in 3GPP TS 23.222 [21], or acts as CAPIF's API invoker to consume the service APIs provided by another VAE server.
The VAE server provides the server side V2X application layer support functions as below:
-	communicating with the underlying 3GPP network systems (EPS, 5GS) for unicast and multicast network resource management;
-	receiving monitoring reports/events from the underlying 3GPP network systems (EPS, 5GS) regarding network situation corresponding to RAN and core network;
-	supporting registration of V2X UEs;
-	tracking the application level geographic location of the V2X UEs;
-	supporting V2X message distribution for the V2X applications;
-	supporting provisioning of 3GPP system configuration information (e.g. V2X USD, PC5 parameters);
-	perform the role of content provider for multicast file transfer using xMB APIs;
-	providing network monitoring reports to the V2X UEs;
-	communicating V2X service requirements to the underlying 3GPP network systems (EPS, 5GS);
-	maintaining the mapping between the V2X user ID and the V2X UE ID;
-	providing V2X service discovery;
-	supporting V2X service continuity; and
-	supporting V2X application resource adaptation.
[bookmark: _Toc528832070][bookmark: _Toc528832260][bookmark: _Toc536270565][bookmark: _Toc536270872][bookmark: _Toc9812326][bookmark: _Toc9812570][bookmark: _Toc59203896]6.3.6	SEAL client
[bookmark: _Toc528832071][bookmark: _Toc528832261][bookmark: _Toc536270566][bookmark: _Toc536270873]The following SEAL clients for V2X applications are supported:
-	Location management client as specified in 3GPP TS 23.434 [6];
-	Group management client as specified in 3GPP TS 23.434 [6];
-	Configuration management client as specified in 3GPP TS 23.434 [6];
-	Identity management client as specified in 3GPP TS 23.434 [6];
-	Key management client as specified in 3GPP TS 23.434 [6]; and
-	Network resource management client as specified in 3GPP TS 23.434 [6].
[bookmark: _Toc9812327][bookmark: _Toc9812571][bookmark: _Toc59203897]6.3.7	SEAL server
[bookmark: _Toc424654374][bookmark: _Toc428364963][bookmark: _Toc433209563][bookmark: _Toc453260081][bookmark: _Toc453260968][bookmark: _Toc453279705][bookmark: _Toc459375043][bookmark: _Toc468105277][bookmark: _Toc468110372][bookmark: _Toc525308934][bookmark: _Toc528832072][bookmark: _Toc528832262][bookmark: _Toc536270567][bookmark: _Toc536270874]If CAPIF is supported, the SEAL server acts as CAPIF's API exposing function and publish the SEAL service API to the V2X application specific server. Further, the SEAL service APIs are discovered by the V2X application specific server who acts as the API invoker during the service API discover procedure as specified in 3GPP TS 23.222 [21].
The following SEAL servers for V2X applications are supported:
-	Location management server as specified in 3GPP TS 23.434 [6];
-	Group management server as specified in 3GPP TS 23.434 [6];
-	Configuration management server as specified in 3GPP TS 23.434 [6];
-	Identity management server as specified in 3GPP TS 23.434 [6];
-	Key management server as specified in 3GPP TS 23.434 [6]; and
-	Network resource management server as specified in 3GPP TS 23.434 [6].
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