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	Reason for change:
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	Summary of change:
	Add informaiton flows to allow 1) VAL client request network connection status.  2) VAL server request network connection status from SEAL NRM server 3) report from NRM server back to VAL server

	
	

	Consequences if not approved:
	missing support for VAL service to monitor the network connection status

	
	

	Clauses affected:
	

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	




* * * First Change * * * *
[bookmark: _Toc3120673][bookmark: _Toc67961087]14.3.2.x	Network connection status request
Table 14.3.2.x-1 describes the information flow for network connection status request from the VAL client to the NRM server.
Table 14.3.2.x-1: network connection status request
	Information element
	Status
	Description

	Requester Identity 
	M
	The identity of the network management client performing the request.

	VAL user ID or VAL UE IDs
	M 
	The identity of the VAL user or VAL UE.

	VAL services requested
(see NOTE)
	M
	Servce(s) for which performing the network connection request such as bandwidth and connection testing.

	Timeout
	O
	VAL clients specify a timeout period when response is not received. 

	NOTE:	If 'VAL services requested' is not present, the network connection status is requested for all existing running VAL services on the client side.



* * * Next Change * * * *
14.3.2.y	Network connection status pulling
Table 14.3.2.x-1 describes the information flow for network connection status pulling from the VAL server to the NRM server.
Table 14.3.2.x-1: network connection status pulling
	Information element
	Status
	Description

	Requester Identity 
	M
	The identity of the VAL server performing the request.

	VAL user ID or VAL UE IDs
	M (NOTE)
	The identity of the VAL user or VAL UE.

	VAL services requested
(see NOTE)
	M
	Servce(s) for which performing the network connection request such as bandwidth and connection testing.

	Pulling Frequency
	O
	The indication how often of the network status pulling from VAL server. The default value can be 0 representing no pulling repeation. For numerical value other than 0, the unit can be second, minutes and etc. 

	Timeout
	O
	A timeout period when response is not received.

	NOTE:	Either of the information elements should be present.


	
* * * Next Change * * * *

14.3.2.z	Network connection status response
Table 14.3.2.y-1 describes the information flow for network connection status response from the NRM server to the VAL client and VAL server.
Table 14.3.2.x-1: network connection status response
	Information element
	Status
	Description

	Result
	M
	Result includes the current network connection status. The response can include texture or numerical value reflecting networking status. (ex, 0 for connection failure)
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* * * Next Change * * *
[bookmark: _Toc67961144]14.4	SEAL APIs for network resource management
[bookmark: _Toc67961145]14.4.1	General
Table 14.4.1-1 illustrates the SEAL APIs for configuration management.
Table 14.4.1-1: List of SEAL APIs for network resource management
	API Name
	API Operations
	Known Consumer(s)
	Communication Type

	SS_NetworkResourceAdaptation
	Reserve_Network_Resource
	VAL server
	Request /Response

	
	Request_Unicast_Resource
	VAL server
	Request /Response

	
	Update_Unicast_Resource
	VAL server
	Request /Response

	
	Request_Multicast_Resource
	VAL server
	Request /Response

	
	Notify_UP_Delivery_Mode
	VAL server
	Subscribe/Notify

	SS_NetworkConnectionMonitoring
	Network_Connection_Monitoring
	VAL Server
	Request/Response



[bookmark: _Toc67961146]14.4.X	SS_ NetworkConnectionMonitoring API
[bookmark: _Toc67961147]14.4.x.1	General
API description: This API enables the VAL server to communicate with the network resource management server for network connection monitoring over NRM-S.
[bookmark: _Toc67961148]14.4.x.2	Network_Connection_Monitoring operation
API operation name: Network_Connection_Monitoring
Description: Test network connections.
Known Consumers: VAL server.
Inputs: See subclause 14.3.2.y
Outputs: See subclause 14.3.2.z
See subclause 14.3.3 for the details of usage of this API operation.

