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1. Introduction
This contribution proposes editorial changes.
2. Reason for Change
Clause 7.16.1:
A space is needed in "proposedaction"; the verb form "is send" should be modified to "is sent"; "a" should be replaced with "an".
Clause 7.22.4:
The term FAES server is used without definition. This term should be replaced with FF application specific server to be consistent throughout the document.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.745 v1.4.0.
* * * First Change * * * *

7.16.1.1
General
This solution takes as input a trigger event based on the monitored QoS parameters (by SEAL / NRx or by the network) and based on this, it generates a trigger which may be in the form of a proposed action, which can be a policy related to the 1) adaptation of application requirements (e.g. survival time, TSC service area, mobility change) or 2) adaptation of port management policies (DS-TT, NW-TT policies). TSN system (FF application specific server which is equivalent to CNC) may then provide a request for adaptation of the configuration based on these requirements, and FAE server will send these policies to the corresponding Devices (FAE clients).

An example for TSN policy negotiation corresponding to port management policies and service requirements is when high jitter is monitored for an ongoing session, the hold & forward buffering parameters may be adapted to de-jitter the TSC flows. However, this will have impact on the survival time, since the delayed reception of the traffic, may lead to service termination (due to reaching the survival time threshold). In this case, FAE server interacts with the CNC for triggering the adaptation of the survival time/ tolerance to loss value, in combination with the hold & forward buffering parameters. 
7.16.1.2
Procedure

Pre-condition 1: UE is registered to 5GS and FAE client has established a connection with FAE server.

Pre-condition 2: FF application specific server has subscribed to FAE server to receive TSN related triggers. 
Pre-condition 3: FAE server has subscribed to the SEAL server / NRx (based on Solution #10 of TR 23.745) or to the PLMN (e.g. QoS monitoring for URLLC as specified in clause 5.33.3 of TS 23.501) for receiving QoS events.
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Figure 7.16.1.2-1: TSN Policy update negotiation
1a.
A QoS monitoring event is sent from either SEAL/NRx (based on Solution #10 of TR 23.745) or PLMN/NEF to the FAE server based on the subscription (e.g. event related to high jitter for TSC flow).

1b. Alternatively to 1a, a UE related monitoring event, which may relate to a UE related event (e.g. change of UE or group mobility/speed, inter-UE distance change, location reporting) or an application-related event (notification that maximum survival time is reached for the TSC service, high jitter, etc).
2.
FAE server upon receiving the QoS and/or UE-related monitoring event for one or more TSC flows, determines a trigger, which can be a proposed TSN policy update for all or subsets of the TSC flows within the FF application. The trigger may take the form of a new service requirement, QoS requirement or network requirement for the TSC flows, taking also into account the location of the UEs (which can be provided by LM server). 
3. The FAE server, acting as CUC, sends an abstracted report, enclosing a notification on an experienced/expected change of application requirement /application QoS metric based on the received event to FF application specific server / CNC. CNC may adapt the configuration, and then sends a TSN policy update to FAE server, including the new policy parameters based on the proposed policy parameters. The new policy update may take the form of a new QoS/network/service requirement for the TSC flows of the end devices. This exchanged is performed via User/Network protocol as being specified in IEEE 802.1Qdc.
4.
The FF application specific server sends a TSN flow configuration update to the NRz server (NRz server, acting as TSN AF, receives from FF application specific server, acting as CNC, policy parameters and related flow information according to IEEE 802.1Q), if the TSN policy update relates to the update of the QoS policies for the TSN flows. If the TSN policy update relates to NW-TT/DS-TT port management policy update, NRz interacts with NW-TT and DS-TT to apply the new policy (TSN AF to NW-TT/ DW-TT transfer of port or bridge management information, as defined in TS23.501, clause 5.28.3.2). NRz server has been defined in Solution #22 of TR23.745.
5.
The FAE server sends a service requirement update message to the involved FAE clients. This message includes the agreed policy update type and parameters. Then, further interaction with FF application specific client is needed for applying the new parameters (e.g. survival time increase).

Editor's note: In this solution, the transformed information may take the form of a proposal of a TSN policy / requirements update for the respective FF application. However, it is FFS what transformed information is needed for supporting such update.

* * * Next Change * * * *

7.22.4
IEEE-TSN TSC procedures

7.22.4.1
5GS TSN Bridge information reporting

Pre-conditions:
1.
VAL server (FAE server or FF application specific server) acts as TSN CNC.
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Figure 7.22.4.1-1: TSN Bridge information reporting procedure
1.
Acting as the TSN AF the NRz server collects 5GS TSN Bridge information by interaction with the 5GS via the N5 reference point, as described in in TS 23.502[12] Annex F.1. The NRz server stores the binding relationship between 5GS Bridge ID, MAC address of the DS-TT Ethernet port and also updates 5GS bridge delay as defined in clause 5.27.5 of TS 23.501 [2]. The NRz server retrieves txPropagationDelay and Traffic Class table from DS-TT and it also retrieves txPropagationDelay and Traffic Class table from NW-TT.

2.
The NRz server constructs the above received information as 5GS TSN Bridge information and sends them to the VAL server acting as CNC to register a new TSN Bridge or update an existing TSN Bridge.

3.
The VAL server stores the TSN Bridge information and returns a confirmation to the NRz server.

7.22.4.2
5GS TSN Bridge configuration procedure

Pre-conditions:

1.
VAL server (FAE server or FF application specific server) acts as TSN CNC and it has stored the 5GS TSN Bridge information received from the NRz server acting as TSN AF.
2.
The NRz server acting as TSN AF has stored the 5GS TSN Bridge information collected from the 5GS, as described in clause 7.22.4.1.
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Figure 7.22.4.2-1: TSN Bridge configuration procedure
1,
The NRz server receives from the VAL server acting as CNC per-stream filtering, policing parameters and related flow information according to IEEE 802.1Q [6] and it uses them to derive TSN QoS information and related flow information. The TSN AF uses this information to identify the DS-TT MAC address of the corresponding PDU session.
2.
NRz server triggers via N5 the AF request procedure as described in 3GPP TS 23.502 [12] Annex F.2. The AF request includes the Stream ID, the UE-DS-TT port MAC address, TSC QoS information, TSC Assistance Information, flow bit rate, priority, Service Data Flow Filter containing flow description including Ethernet Packet Filters. 
3.
NRz server sends a TSN Bridge configuration response.
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