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1. Introduction
It is proposed to introduce an API to enable an EAS to make a request for information from the EES regarding automated ACR support and ECSP network service availability.
2. Reason for Change
With the Automated ACR procedure, which was introduced through S6-210732, an EAS may select that the Edge Enabler Layer (EEL) takes full control of performing ACR operations on its behalf in a fully automated way so long at the EEL supports the procedure. As part of the introduction of the procedure it was highlighted that connectivity between entities in EDNs may traverse different paths, for instance via the public internet or via an ECSP network service (reference S6-210732). Such a network service would be expected to provide preferential service levels as compared to the public internet, for instance higher reliability and availability. It was also highlighted that access to such an ECSP network service may only be available via the EEL, therefore providing a distinct advantage of Automated ACR since with that procedure ACT is performed via the EEL between source and target EES (rather than directly between source and target EAS). Based on this, it is considered that whether such an ESCP network service is available for ACT via the EEL could be a critical factor used by an EAS to decide whether or not to utilise the optionally supported Automated ACR procedure. Therefore, this contribution proposes an API that the EAS is able to employ to firstly determine the Automated ACR Service Status (i.e. whether the service is enabled and therefore currently available to the EAS or disabled) and secondly whether an ESCP network service is currently available at the EEL. It is considered that access to ESCP network service could be subscriber specific, like the Automated ACR service itself, and therefore it is proposed that the UE identifier is provided in the request from the EAS, along with the EAS ID. This enables an EAS to make appropriate subscriber specific decisions regarding Automated ACR selection based on the current Automated ACR information.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v2.0.0.
* * * First Change * * * *

8.8.2.5
S-EES executed ACR

Figure 8.8.2.5-1 illustrates the procedure for the S-EES to detect, decide and execute the ACR from the S-EAS to the T-EAS. This procedure may support automated ACR by S-EES when initiated by S-EAS as per clause 8.8.3.7. The S-EAS may query for automated ACR information (e.g. Status, ACT Network Service support) from the S-EES prior to initiating automated ACR as per clause 8.8.3.8.

Pre-condition:

1.
The AC at the UE already has a connection to the S-EAS; and

2.
The EEC is able to communicate with the S-EES.


[image: image1.emf]EEC

S-EAS S-EES T-EES T-EAS

4. Decision of 

application context relocation

ECS

5. Determination of T-EAS

8. App Context 

Relocation Notify

9. Application context is transferred between S-EAS and T-EAS

11. App Context Relocation complete

10. App Context Relocation 

complete

2. Detection

3. Inform S-EES

Phase I: ACR Detection

Phase II: ACR Decision

Phase III: ACR Execution

Phase IV: Post-ACR Clean up

2. Detection 2. Detection

6. Target information notification

1. Initiate Automated ACR

7. Initiate application traffic 

influence


Figure 8.8.2.5-1: S-EES executed ACR procedure

1.
The S-EAS may initiate Automated ACR with S-EES as specified in clause 8.8.3.7. In this step, the S-EAS and S-EES negotiate an address of the Application Context storage to S-EES. The S-EAS puts the Application Context at this address which can be further accessed by the S-EES when the ACT is required.

In this case, the S-EES executes steps 2, 4, 5, 6, 7, 8, 9 and 11. Rest of steps are skipped.

Phase I: ACR Detection

2.
Detection entities (S-EAS, S-EES, EEC) detects that ACR may be required as described in clause 8.8.1. The detection by the S-EES may be triggered by the User Plane path change notification received from the 3GPP Core Network due to S-EAS request for "ACR facilitation" event (see clause 8.6.3).

3.
The detection entity informs the S-EES that ACR is required as in clause 8.8.3.4.

Phase II: ACR Decision

4.
The S-EES authorises the received message from step 2. The S-EES decides to execute ACR based on the information received in step 2 and the information of EEC context or EAS profile, and then proceed the below steps.

Phase III:
ACR Execution

5.
The S-EES determines T-EES and T-EAS via the Discover T-EAS procedure in clause 8.8.3.2 of the present document. If this procedure is used for service continuity planning, then UE Location and Target DNAI values provided in the Retrieve T-EES procedure contain the expected UE Location and expected Target DNAI. The S-EES may decide not to perform ACR if T-EAS is not available.
6.
The S-EES sends the target information notification to the EEC as described in clause 8.8.3.6.

7.
The S-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable).

8.
The S-EES sends the ACR Notify message (e.g. as notification for "ACR facilitation" event) to the S-EAS to initiate ACT between the S-EAS and the T-EAS.

9.
The Application Context is transferred from S-EAS to the T-EAS at implementation specific time. In the case of automated ACR, the S-EES accesses the Application Context from the address as per step 1 and the S-EES and T-EES engage in the ACT from S-EAS to the T-EAS (obtained as per step 5) in a secure way. Further the T-EAS accesses the Application Context made available by the T-EES. If S-EAS performs the ACT directly with T-EAS, the specification of such process is out of scope of the present document.

NOTE 1:
The Application Context is encrypted and protected by the application layer. The S-EES and the T-EES engage in the packet level transport of the Application Context and they have no visibility to the content of the Application Context.

NOTE 2:
If used for service continuity planning, post-ACR clean up would only be performed after the UE moves to the expected location.

Phase IV:
Post-ACR Clean up 

10.
The S-EAS sends the ACR Complete message to the S-EES to confirm that the ACR has completed.

11.
The S-EES sends the ACR Complete message to the EEC to confirm that the ACR has completed.

NOTE 3:
The Application Client mechanism to support switchover of the application traffic to T-EAS is out of scope of the specification.

* * * Next Change * * * *

<Proposed change in revision marks>

8.8.3.x
Automated ACR information procedure

8.8.3.x.1
General
This clause introduces a procedure that enables a consumer to query for information relating to support for Automated ACR by an EES prior to initiating a request for automated ACR, clause 8.8.3.7. The information includes for example whether Automated ACR is enabled and whether the EES is able to offer ACT through an ECSP offered Network Service.

8.8.3.x.2
Procedure
Figure 8.8.3.x.2-1 illustrates the procedure for automated ACR performed by the EESs.
Pre-conditions:

1.
Information related to the EES is available with the EAS.
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Figure 8.8.3.x.2-1: Automated ACR information procedure

1. The EAS sends an automated ACR information request (EAS ID, UE identifier) to the EES for information relating to automated ACR procedure support.
2.
The EES checks whether the requesting EAS is authorized to perform the operation. If it is authorized, the EES responds with an automated ACR information response.
* * * Next Change * * * *

8.8.4.y
Automated ACR information request

Table 8.8.4.y-1 describes information elements for the automated ACR information request from the EAS to the EES.

Table 8.8.4.y-1: Automated ACR information request

	Information element
	Status
	Description

	EAS ID
	M
	The identifier of the EAS 

	UE identifier
	M
	Identifies the UE for which ACR is requested

	Security credentials
	M
	Security credentials of the source EAS


8.8.4.z
Automated ACR information response

Table 8.8.4.z-1 describes information elements for the automated ACR information response from the EES to the EAS.
Table 8.8.4.z-1: Automated ACR information response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the ACR information request was successful.

	> Service Status
	M
	The status of the Automated ACR service (enabled, disabled)

	> Network Service availability
	O
	Indicates support for EES ACT via ESCP network service if the Automated ACR Service Status is enabled.

	Failure response
	O
	Indicates that the automated ACR information request failed.

	> Cause
	O
	Indicates the cause of request failure


* * * Next Change * * * *

8.8.5.1
General

Table 8.8.5.1-1 illustrates the APIs for ACR.

Table 8.8.5.1-1: ACR APIs

	API Name
	API Operations
	Operation

Semantics
	Consumer(s)

	Eees_TargetEASDiscovery
	Request
	Request/Response
	EAS, EES

	Eecs_TargetEESDiscovery
	Request
	Request/Response
	EES

	Eees_AppContextRelocation
	Request
	Request/Response
	EEC

	Eees_ACREvents
	Subscribe
	Subscribe/Notify
	EEC

	
	Notify
	
	

	
	UpdateSubscription
	
	

	
	Unsubscribe
	
	

	Eees_AutomatedACR
	Request
	Request/Response
	EAS

	Eees_AutomatedACRInfo
	Request
	Request/Response
	EAS


* * * Next Change * * * *

8.8.5.a
Eees_AutomatedACRInfo API

8.8.5.a.1
General
This clause describes the Eees_AutomatedACRInfo API and its operations.

8.8.5.a.2
Eees_AutomatedACRInfo_Request operation
API operation name: Eees_AutomatedACR_Request

Description: The consumer requests for automated ACR information available at the EES, for example whether the EES supports the Automated ACR service and whether it is able to offer ACT via a Network Service. 

Inputs: See clause 8.8.4.y.

Outputs: See clause 8.8.4.z.
See clause 8.8.3.x for details of usage of this operation.

* * * End of Change * * * *

EEC
S-EAS
S-EES
T-EES
T-EAS
4. Decision of 
application context relocation
ECS
5. Determination of T-EAS
8. App Context Relocation Notify
9. Application context is transferred between S-EAS and T-EAS
11. App Context Relocation complete
10. App Context Relocation complete
2. Detection
3. Inform S-EES
Phase I: ACR Detection
Phase II: ACR Decision
Phase III: ACR Execution
Phase IV: Post-ACR Clean up
2. Detection
2. Detection
6. Target information notification
1. Initiate Automated ACR
7. Initiate application traffic influence



