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1. Introduction
This contribution provides a proposal for general fixes and enhancements.
2. Reason for Change
· Replace reference [23] with the English name 
· Replace ‘analyses’ by ‘analysis’ and remove duplicate phrase in Solution 2

· Replace ‘by SA2’ with the correct reference in Solution 22

· Replace ‘VAE’ server with ‘FAE’ server in KI 14

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v1.4.0.
* * * First Change * * * *

2 
References

[23]
DIN SPEC 91345:2016-04: " Reference Architecture Model Industry 4.0 (RAMI4.0)".

* * * End First Change * * * *

* * * Second Change * * * *

7.2
Solution #2: Establishing communication with FF application service requirements
7.2.1
Solution description

This solution corresponds to the key issue #8 on communication of FF application requirements with 5GS and key issue#11 on QoS coordination. 
In this solution, an FF application enabler client and FF application enabler server (acting as an AS) are involved in the exchange and analysis of the desired service requirements (e.g. packet size, packet transmission interval, reliability, packet loss rate) for the communication amongst the FF application UEs when not using TSN.
The procedure for establishing communication with FF application service requirements is as illustrated in figure 7.2.1‑1.

Pre-condition:
-
The FAE client 1 and FAE client 2 are configured with the information of the FAE server.

-
The FF application specific clients associated with FAE client 1 and FAE client 2 have triggered the establishment of connectivity.
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Figure 7.2.1-1: Establishing communication with FF application service requirements

1.
The FAE client 1 sends the FFAPP connectivity request (source identity and IP address, destination identities, service requirements) to the FAE Server. The service requirement from the source includes, packet size, packet transmission interval, packet processing latency, allowed packet loss rate/packet loss amount/packet error rate, etc. The destination may be multiple UEs (devices). The identity of source and destination may be the application user identity or the MAC address.

2.
The FAE client 2 sends the FFAPP connectivity request (destination identity and IP address, source identity, service requirements) to the FAE server. The service requirements from the destination includes the transport latency of the packet, processing latency at the destination.

3.
Based on the service requirements received in step 1 and step 2, the FAE server determines the transport requirements, i.e., QoS requirements for the 3GPP system (e.g. 5GS).

4.
The FAE server triggers 3GPP system to establish connectivity between the FAE client 1 and FAE client 2 with required QoS as specified in 3GPP TS 23.501 [7].

5.
The FAE server sends the FFAPP connectivity response (connectivity/session information) to FAE client 1 indicating successful establishment of the connectivity. The connectivity/session information may contain the accepted destination identities.

6.
The FAE server sends the FFAPP connectivity response (connectivity/session information) to FAE client 2 indicating successful establishment of the connectivity.

7.2.2
Solution evaluation

This solution addresses key issue#8 and key issue#11 to address application requirement communication and QoS coordination. The solution#2 needs to be enhanced to be a viable technical solution.
* * * End Second Change * * * *
* * * Third Change * * * *
Solution #22: SEAL support for TSC services
7.22.1
Introduction
This solution addresses architectural aspects related to Key Issue #4 on TSN support and Key Issue #11 on QoS coordination.
This contribution proposes an architecture to expose Time Sensitive Communication (TSC) capabilities of the 5G system which supports integration with an IEEE TSN system as well as 5G-native (i.e. non-TSN) TSC services. Due to the common nature of these TSC capabilities (which can be used by various verticals), it is proposed to enhance SEAL in a way similar to the Solution #10 for QoS monitoring, i.e. we identify two possible ways to add support for TSC services to SEAL including:

a)
Enhancing the existing Network Resource Management service enabler by adding support for TSC capabilities;
b)
Defining a new service enabler, e.g. Network Resource Reservation enabler.
Here we propose a solution where a SEAL service enabler (enhanced or new) is used for TSC services - NRz for short. The NRz service will make use of the 5GS TSC capabilities available via the N5 reference point. 
In the Rel-16 specification 3GPP TS 23.501 [7] 5GS supports integration with IEEE 802.1 TSN networks applicable for the fully centralized configuration model as defined in IEEE Std 802.1Qcc [25]. In that model the Centralized Network Configuration (CNC) server sets up the TSN flows across the 5GS virtual bridges based on the TSN stream requests from CUC and the 5GS virtual bridge capabilities provided by the TSN AF. 

For the case of TSN integration, this solution proposes that the NRz server will act as a TSN AF and will interact with the CNC via the NRz-S reference point using the IEEE 802.1Qcc management protocol. The NRz server will interact with the 5GC via N5 reference point as specified in 3GPP TS 23.501 [7]..

For the case of 5G-native TSC services, this solution proposes that the NRz server will support management of the end-to-end QoS flows in the 5GS. This will enable an FF application to request configuration of TSC QoS flows between UEs within the 5GS via the NRz-S reference point. The NRz server will perform QoS coordination for the set of UEs and their respective QoS flows referred-to in KI#11. In this case the NRz-S reference point will specify a 3GPP protocol for this interaction. The NRz server will also configure the NRz clients with the TSC parameters for their QoS flows. The NRz server will interact with the 5GC via N5 reference point as specified in 3GPP TS 23.501 [7]..

* * * End Third Change * * * *
* * * Fourth Change * * * *
Key Issue 14 – Device monitoring
In Factories of the Future setting, the application require reliable and accurate operations from the onboarded devices. Hence, it is required that each device or group of devices are monitored and any change in its status is notified to the application layer (e.g. connectivity status, location change).

Further study is required to investigate whether the SEAL service(s) APIs specified in 3GPP TS 23.434 [4] towards the FF application specific layer are sufficient or additional events (e.g. establishment or change in connectivity, change in location, availability in group) from FAE layer/SEAL are required.

* * * End Fourth Change * * * *
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