
3GPP TSG-SA WG6 Meeting #41-e
S6-210304
e-meeting, 18th – 26th January 2021
(S6-210133)
Source:
Huawei, Hisilicon
Title:
AF influence at ECS to enable efficient EES traffic routing
Spec:
3GPP TS 23.558 v1.2.0
Agenda item:
7.6
Document for:
Approval
Contact:
Cuili Ge (gecuili@huawei.com)
1. Introduction
The contribution introduces the AF traffic influence handling at the ECS to enable efficient EES traffic routing, along with clarifications related to issues concerned in the last e-meeting.
2. Reason for Change
In the last e-meeting, the SA6 group discussed whether to have the ECS to influenc the EEC traffice routing. some issues were raised includeing (1) the necessity, (2) EES selection issues, (3) potential invalid influence at the network.
For issue (1), the EAS discovery is also an very important aspect of EDGE during the study. so it is necessary for SA6 to provide some mechanism to speed up the EAS discovery by triggering a shorter user path configuration in advance.

For issue (2), as indicated in the last reversion, it is limited to the case that ECS selects the EES. Now we have “UE-select” solution and “server-select” solution, we should allow each of them to be optimized seperatedly.
for issue (3), which is also related with (2), as agreed in WG SA2, the SMF may perform UL CL/BP or local UPF insertion before DNS resolution or after receiving DNS response (please see TR 23.748 clause 6.22). Both cases, the moment of insertion are earlier than UE “selecting” the EAS, and there is no way to evalute how “early” it is. That means ECS influencing the EES traffic as proposed in this paper will not bring new issue to the network.

As a result of analysis above, we consider AF influence at ECS is reasonable and beneficial.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.2.0.
* * * First Change * * * *

8.3.2.3
Request-response model

Figure 8.3.2.3-1 illustrates service provisioning procedure based on request/response model.
Pre-conditions:

1.
The Edge Enabler Client has been pre-configured or has discovered the address (e.g. URI) of the Edge Configuration Server;

2.
The Edge Enabler Client has been authorized to communicate with the Edge Configuration Server;

3.
The UE Identifier is either preconfigured or resulted from a successful authorization and

4.
The ECS is configured with ECSP's policy for service provisioning.

NOTE 1:
Details of ECSP's policy are out of scope.

Editor's Note:
Whether the UE's subscription data may contain the endpoint information of ECS is FFS and requires SA2 and SA3 coordination.

Editor's Note:
The authorization procedure required to enable communication with the Edge Configuration Server is FFS.
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Figure 8.3.2.3-1: Service provisioning – Request/Response

1.
The Edge Enabler Client sends a service provisioning request to the Edge Configuration Server. The service provisioning request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, UE location and Application Client profile(s) information.

2.
Upon receiving the request, the Edge Configuration Server performs an authorization check to verify whether the Edge Enabler Client has authorization to perform the operation. The ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.2. If Application Client profile(s) are provided by the EEC, the ECS identifies the EES(s) based on the provided Application Client profile(s) and the UE location. When Application Client profiles(s) are not provided, then:

-
if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location;

-
ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location);

NOTE 2:
Details of the UE-specific service information and how it is available at the ECS is out of scope.

NOTE 3:
Both steps are evaluated prior to sending a response.
The Edge Configuration Server also determines other information that needs to be provisioned, e.g. identification of the Edge Data Network, topological service area information (for LADN), Edge Enabler Server endpoints.
NOTE: 
The Edge Configuration Server can apply AF traffic influence with the DNAI(s) of the determined Edge Enabler Server(s), as described in 3GPP TS 23.501, clause 5.6.7.1. This enables influence of SMF routeing decisions for EES traffic.

If the ECS is unable to determine the EES information using the inputs in service provisioning request, UE-specific service information at the ECS or the ECSP's policy, the ECS shall reject the service provisioning request and respond with an appropriate failure cause.

3.
If the processing of the request was successful, the Edge Configuration Server responds to the Edge Enabler Client's request with a service provisioning response which includes a list of Edge Data Network configuration information, e.g. identification of the Edge Data Network, topological service area information (for LADN), and the required information (e.g. URI, IP address) for establishing a connection to the Edge Enabler Server.

* * * Next Change * * * *

8.3.2.4.3
Notify

Figure 8.3.2.4.3-1 illustrates the service provisioning notification procedure between the Edge Enabler Client and the Edge Configuration Server.

Pre-conditions:

1.
The Edge Enabler Client has subscribed with the Edge Configuration Server for the provisioning information as specified in clause 8.3.2.4.2.
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Figure 8.3.2.4.3-1: Service provisioning notification

1.
An event occurs at the Edge Configuration Server that satisfies trigger conditions for updating service provisioning of a subscribed Edge Enabler Client. If UE's location information is not available, the ECS may obtain the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.9.2. If Application Client profile(s) were provided by the EEC during subscription creation, the ECS identifies the EES(s) based on the provided Application Client profile(s) and the UE location. If Application Client profiles(s) were not provided, then:

-
if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location;

-
ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location);

NOTE 1:
Details of the UE-specific service information and how it is available at the ECS is out of scope.

NOTE 2:
Both steps are evaluated prior to sending a response.
The Edge Configuration Server also determines other information that needs to be provisioned, e.g. identification of the Edge Data Network, Topological service area information (for LADN), Edge Enabler Server endpoints.
NOTE: 
The Edge Configuration Server can apply AF traffic influence with the DNAI(s) of the determined Edge Enabler Server(s), as described in 3GPP TS 23.501, clause 5.6.7.1. This enables influence of SMF routeing decisions for EES traffic.
2.
The Edge Configuration Server sends a provisioning notification to the Edge Enabler Client with the list of EDN configuration information determined in step 1. 
* * * Next Change * * * *

8.8.3.3
Retrieve Target Edge Enabler Server procedure

Figure 8.8.3.3-1 illustrates the procedure for the source Edge Enabler Server to retrieve the target Edge Enabler Server information from the Edge Configuration Server.

Pre-condition:

1.
The source Edge Enabler Server has been pre-configured with the address of the Edge Configuration Server; and

2.
The Application Client at the UE already has on-going application traffic with the source Edge Application Server.
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Figure 8.8.3.3-1: Retrieve target Edge Enabler Server procedure

1.
The source Edge Enabler Server sends the Retrieve Edge Enabler Server request (UE location information or UE identity, EAS ID of the source Edge Application Server, target DNAI) to the Edge Configuration Server in order to identify the target Edge Enabler Server which has an Edge Application Server available to serve the given Application Client in the UE.

2.
If the request contains the UE identity (e.g. GPSI) but the UE location is not known to the Edge Configuration Server, then the Edge Configuration Server interacts with 3GPP core network to retrieve the UE location. The Edge Configuration Server determines target Edge Enabler Server(s) as per the parameters (e.g. EAS ID, target DNAI) in the request and the UE location information.
NOTE: 
The Edge Configuration Server can apply AF traffic influence with the DNAI(s) of the determined Edge Enabler Server(s), as described in 3GPP TS 23.501, clause 5.6.7.1. This enables influence of SMF routeing decisions for EES traffic.
3.
The Edge Configuration Server sends the Retrieve Edge Enabler Server response (EAS ID of the source Edge Application Server, list of target Edge Enabler Server(s) information) to the source Edge Enabler Server. The list of target Edge Enabler Server(s) information includes the endpoint for each of the target Edge Enabler Server(s), e.g. IP address determined in step 2.

* * * End of Change * * * *
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