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1. Introduction

This contribution closes the following EN related to target EES and target EAS selection:

Editor's Note:
How Edge Enabler Server is selected from the list of Edge Enabler servers and whether the EEC needs to be notified when this selection happens is for further study.

2. Reason for Change

The target EES and target EAS selected by the source EES can be in a different EDN than the source EAS. Connecting to the target EES and target EAS can require the UE to establish a new PDU session incurring additional delay. If EEC is informed after the application context transfer is complete then the additional delay can result in lags and even service continuity failure. To avoid any unnecessary delay due to PDU session establishment after the application context is transferred, an early notification to the EEC is required providing details of the target EES and target EAS is required.
Also, this early notification can be used by the AC to throttle the UE resources or adjust the services being provided to the user to accommodate the changes in performance of the EAS, if any. 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.2.0.

* * * First Change * * * *

8.8.2.4
Source EAS decided application context relocation scenario

The procedure in this clause illustrates the scenario for source EAS decided application context relocation.

In this procedure, the source EAS may detect the need of application context relocation locally or is notified by the source Edge Enabler Server. The source EAS make the decision about whether to perform the application context relocation, and starts the application context relocation at a proper time.

Editor's Note:
It is FFS for the various events notified by S-EES.
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Figure 8.8.2.4-1: Source EAS decided application context relocation scenario 

The source Edge Application Server decided application context relocation scenario is outlined with four main phases: detection, decision, execution and clean up.

Phase I: Application context relocation detection

1.
The source Edge Application Server either receives notifications from source Edge Enabler Sever indicating that application context relocation may be required, or self detects the need for application context relocation (e.g. User Plane path change). The notification may contain the target Edge Application Server information.

NOTE 1:
How the source Edge Application Server self detects the local need for application context relocation is outside the scope of this specification.

Editor's Note:
Whether and what kind of EEC detection can be provided to EAS via EES is FFS.

Phase II: Application context relocation decision

2.
The source Edge Application Server makes the decision to perform the application context relocation 

NOTE 2:
How the source Edge Application server determines when to start the application context relocation is outside the scope of this specification.

Phase III:
Application context relocation execution

3.
If no target Edge Application Server is available at the source Edge Application Server, the source Edge Application Server discovers the target Edge Application Server as described in clause 8.8.3.2. 

4.
The source Edge Enabler Server sends the target information notification to the Edge Enabler Client as described in clause 8.8.3.x.

5.
The source Edge Application Server may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable) and transfers the application context to the target Edge Application Server selected in step 3. This process is out of scope of the present specification.

Editor's Note:
It is FFS whether application context can be transferred via the Edge Enabler Layer.

Phase IV:
Post clean up after application context relocation

6.
All required entities perform clean-up. The source Edge Application Server informs the source Edge Enabler Server of the complete of application context transfer and the source Edge Enabler Server informs the Edge Enabler Client of the completion of application context relocation as described in clause 8.8.1.

8.8.2.5
Source EES executed application context relocation

Figure 8.8.2.5-1 illustrates the procedure for the S-EES to decide and execute the application context relocation from the S-EAS to the T-EAS

Pre-condition:

1.
The AC at the UE already has a connection to the S-EAS; and

2.
The EEC is able to communicate with the S-EES.
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Figure 8.8.2.5-1: S-EES executed application context relocation procedure

1.
Detection entities (S-EAS, S-EES, EEC) detects that application context relocation may be required as described in clause 8.8.1. The detection by the S-EES may be triggered by the User Plane path change notification received from the 3GPP Core Network.

2.
The detection entity informs the S-EES that application context relocation is required as in clause 8.8.3.5.

3.
The S-EES authorises the received message from step 2. The S-EES decides to execute application context relocation based on the information received in step 2 and the information of EEC context or EAS profile, and then proceed the below steps.

4.
The S-EES determines T-EES and T-EAS via the Discover target Edge Application Server procedure in clause 8.8.3.2 of the present document. The S-EES may decide not to perform application context relocation if T-EAS is not available.
5.
The source Edge Enabler Server sends the target information notification to the Edge Enabler Client as described in clause 8.8.3.x.
6.
The S-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable) and sends the Application Context Relocation Notify message to the S-EAS to initiate application context transfer between the S-EAS and the T-EAS.

7.
The S-EAS transfers the application context to the T-EAS at implementation specific time. This process is out of scope of the present specification.

8.
As per clause 8.8.3.4, the T-EAS sends the Application Context Relocation Complete message to the T-EES to confirm that the application context relocation has completed.

9.
As per clause 8.8.3.4, the S-EAS sends the Application Context Relocation Complete message to the S-EES to confirm that the application context relocation has completed.

10.
The S-EES sends the Application Context Relocation Complete message to the EEC to confirm that the application context relocation has completed.

Editor's note: The relationship of scenario specified in clause 8.8.2.5 and building block procedure specified in clause 8.8.3.4 and its representation is FFS

* * * Next Change * * * *

8.8.3.2
Discover target Edge Application Server

Figure 8.8.3.2-1 illustrates the interactions between the source Edge Application Server and the source Edge Enabler Server and optionally between the source Edge Enabler Server and the Edge Configuration Server and between the source Edge Enabler Server and target Edge Enabler Server for fetching target Edge Application Server information. This procedure may be utilized by a source Edge Application Server which undertakes the transfer of application context information to a target Edge Application Server directly.


Pre-conditions:

1.
Information related to the Edge Enabler Server is available with the source Edge Application Server.
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Figure 8.8.3.2-1: Discover target Edge Application Server

1.
The Edge Application Server invokes the Edge Application Server Discovery request on the source Edge Enabler Server. The Edge Application Server discovery request includes the requestor identifier [EAS ID] along with the security credentials and includes EAS discovery filter matching its Edge application Server profile. If target DNAI is available at the source Edge Application Server via UP path management event notification, the source Edge Application Server provides the source Edge Enabler Server with the target DNAI.

NOTE:
The trigger condition to invoke the Discover target Edge Application Server API is up to application service logic, which is out of scope of this specification.

2.
Upon receiving the request, the source Edge Enabler Server checks if the requesting Edge Application Server is authorized to perform the discovery operation. If it is authorized, the source Edge Enabler Server checks if there exists a target Edge Application Server information (registered or cached) that can satisfy the requesting Edge Application Server information and additional query filters. If the source Edge Enable Server discovers the target Edge Application Server(s), the flow continues with step 5, else the source Edge Enabler Server retrieves the target Edge Enabler Server address from the Edge Configuration Server as specified in clause 8.8.3.3.

3.
The source Edge Enabler Server invokes the Edge Application Server Discovery request on the target Edge Enabler Server. The source Edge Enabler Server discovery request includes the requestor identifier [EES ID] along with the security credentials and includes EAS discovery filter obtained in step 1.

4.
The target Edge Enabler Server discovers the target Edge Application Server(s) and responds with the discovered target Edge Application Server information to the source Edge Enabler Server. The source Edge Enabler Server may cache the target Edge Application Server information.

Editor's Note:
How the target Edge Application Server is selected from the list of Edge Application Servers received in step 4 is for further study.

5.
The source Edge Enabler Server responds to the Edge Application Server with the target Edge Application Server Information.

* * * Next Change * * * *

8.8.3.x
Target information notification
The EES uses this procedure to notify the EEC with the target EAS and target EES information during the ACR procedures. 
Figure 8.8.3.x-1 illustrates the target information notification procedure.
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Figure 8.8.3.x-1: Target information notification procedure

1.
The EES sends the target information notification message to the EEC. The target information notification message includes the details of the selected target EAS and target EES. 
2.
Upon receiving this notification, the EEC responds with the target information notification acknowledgement message. The target EAS and target EES information may be used to establish the PDU session(s) providing connectivity to the target EAS and the target EES.
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