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1. Introduction
1. 1. Introduction to the contribution set

A set of 3 contributions are proposed to introduce and clarify inter-related functionality and seeks to address the following:

[8.4.2.1] Editor's Note:
It is FFS to determine which EES functionality (e.g., discovery) needs to rely upon maintaining EEC context in the system.

[8.8.2.2.] Editor's note:
Evaluate the need of an appropriate step for supporting EEC context transfer from S-EES(s) to T-EES(s)

[8.8.2.3] Editor's Note:
Gathering consent from other EDGEAPP entities is FFS.

In addition, changes are proposed to address the following:

[8.8.2.1] Editor's note:
whether the scenarios are overlapping and how to solve any co-existence issues are FFS.

The following summarizes the set and the inter-dependence of changes/ concepts:

i. Contribution on EEC context, containing:

· (8.4.2.3.a) 
EEC context request and (8.4.2.3.b) 
EEC context response information flows, which also describe the IEs defining the concept of EEC context.
· (8.4.2.2.z1)
EEC context retrieval and (8.4.2.2.z2)
EEC context relocation procedures using the information flows above.
· Update to clause 6.4.10 reflecting the support of EEC context retrieval and relocation over EDGE-9.
· Updates to EEC registration to enable the EEC context relocation at re-registration.
Note that some aspects of this contribution have been introduced earlier via S6-201963.
ii. Contribution on EEC context relocation at ACR, containing updates to each of the ACR scenarios to show how EEC context relocation procedures introduced in contribution (i) 8.4.2.2.z1 can be applied for ACR. All scenarios except S-EAS initiated scenario are covered, with the assumption that the last scenario will be covered in the future.
iii. Contribution on adding ACR indicator to the EAS discovery request. This is an update to S6-201817.  This update to the EAS discovery request enables the update to contribution (ii) clause 8.8.2.3
1.2. Introduction to this contribution

This contribution describes:

·  What is contained in the EEC context? It is clarified that the information may be structured in several sets of IEs termed “components”. Given the focus on ACR, the most detail is provided for the “EAS-specific component” which consists of a set of IEs related to the services provided by an EAS. Given past discussions about other aspects of the EEC context, other components are also introduced, with the expectation that further details may be provided in future releases. At the same time, having an understanding of the modularity of the information helps clarify the functionality.
· The retrieval and relocation procedures for the EEC context. The difference between retrieval and relocation is made to address the issue of which entity is in charge of updating context components: relocation changes the “master EES” from one EES to another, whether retrieval simply provides a snapshot of the information.

It is important to emphasize that because the current SA6 focus in EDGEAPP is on finalizing ACR aspects for Rel 17, the following restriction applies: “EEC context relocation is specified only for the EAS specific context component and other EEC context management operations are subject to implementation choices.” Therefore, other aspects are not ignored, but merely postponed for the appropriate time.

· What “context component tokens” are and their role in EEC context operations. While within a deployment all EESs may be authorized to perform EDGE-9 operations, the context component tokens provide a method for the context to be exchanged within a specific usecase. For example, the ECSP policy is to provide all EESs in the deployment the security credentials to exchange EEC context retrieval requests for ACR purposes. Meanwhile, an EEC may choose not to provide tokens to EESs when moving between two specific EDNs. 

2. Reason for Change
To provide clarity on EEC context and enable EEC context relocation for ACR.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.2.0.
* * * First Change * * * *

6.4.10
EDGE-9
EDGE-9 reference point enables interactions between two Edge Enabler Servers. EDGE-9 reference point may be provided between EES within different EDN (Figure 6.4.10-1) and within the same EDN (Figure 6.4.10-2).
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Figure 6.4.10-1: Inter-EDN EDGE-9
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Figure 6.4.10-2: Intra-EDN EDGE-9

EDGE-9 supports:

a) discovery of target Edge Application Server information to support application context transfer; and
b) Edge Enabler Client context retrieval and relocation procedures.
* * * Next Change * * * *

8.2.A
EEC Registration Context
The EEC Registration context includes information about the EEC and the services it receives after registration.
Table 8.4.A-1: EEC registration context 

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Edge Enabler Client context ID
	M
	Identifier of the EEC Context information available at the EES that performed the registration.

	Manager EES ID
	M
	Identifier of the EES which maintains the information of this context 

	Registration EES ID
	M
	Identifier of the registrar EES.

	UE location
	O
	Location of the UE hosting the EEC


8.2.B
EEC EAS Session Context

The EEC EAS Session context includes information maintained by the EES for an EAS session of the EEC.
Table 8.2.B-1: EEC EAS session context 

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Edge Enabler Client context ID
	M
	Identifier of the EEC Context information available at the EES that performed the registration.

	Manager EES ID
	M
	Identifier of the EES which maintains the information of this context 

	EAS ID 
	M
	Identifier of the EAS 

	 Edge UE ID
	O
	Edge UE ID used with the EAS 

	 List of EAS subscriptions
	O
	Data related to the EAS subscriptions related to the given EEC or Edge UE ID, e.g., UE location. 

	Application Client Service KPIs
	O
	KPIs required for providing services from the EAS, as described in Table 8.2.3-1


8.2.C
EEC ECSP Specific Context

The EEC ECSP Specific context includes information maintained by the EES for a specific EEC, based on ECSP policies.
Table 8.2.C-1: EEC ECSP specific context 

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Edge Enabler Client context ID
	M
	Identifier of the EEC Context information available at the EES that performed the registration.

	Manager EES ID
	M
	Identifier of the EES which maintains the information of this context 

	ECSP IDs
	M
	Identifiers for the ECSP associated with the EEC.

	 List of ECSP-specific context IEs
	O
	List of ECSP-specific IEs stored in the context

	ECSP context policy
	O
	Identifier of the applicable ECSP policy


* * * Next Change * * * *

8.4.2.2
Procedures

8.4.2.2.1
General

Following are supported for EEC registration:

-
EEC registration procedure;

-
EEC registration update procedure; 
-
EEC de-registration procedure; 

-
EEC context retrieval procedure; and
- 
EEC context relocation procedure
8.4.2.2.2
EEC registration

Figure 8.4.2.2.2-1 illustrates EEC registration procedure.

Pre-conditions:

1.
The Edge Enabler Client is authorized to access the Edge Enabler Server for the purpose of performing registration and has received relevant security credentials as specified in clause 8.10; and 

2.
The Edge Enabler Client has received service provisioning information from the Edge Configuration Server, including information for accessing the Edge Enabler Server.
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Figure 8.4.2.2.2-1: Edge Enabler Client registration procedure

1.
The Edge Enabler Client sends Edge Enabler Client registration request to the Edge Enabler Server. The request from the client includes the security credentials received after successful authorization for edge computing services and may include a proposed expiration time. The request also optionally includes information indicating to the Edge Enabler Server how the Edge Enabler Client expects to use the services of the Edge Enabler Server. 


If the Edge Enabler Client is moving to this Edge Enabler Server from the purview of another Edge Enabler Server, called source Edge Enabler Server, the request from the Edge Enabler Client may include the identity and endpoint of the source Edge Enabler Server and an Edge Enabler Client context ID that was provided by the source Edge Enabler Server to maintain continuity of the EEC context. The request may also include context tokens used to authorize EEC context retrievals or relocation.
2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server validates the registration request and verifies the security credentials. The Edge Enabler Server further determines whether the requirements that were indicated in the Application Client Profile(s) can be fulfilled. 

3.
Upon successful validation of the request, if the received Edge Enabler Client registration request contains an Edge Enabler Client context ID, a source Edge Enabler Server ID and Edge Enabler Server endpoint, the Edge Enabler Server retrieves the Edge Enabler Client's context from the source Edge Enabler Server as specified in clause 8.x.y.z. Otherwise, this step is skipped.

4.
The Edge Enabler Server sends a successful registration response, which includes the registration ID and may include a newly assigned Edge Enabler Client context ID. The Edge Enabler Client stores the new Edge Enabler Client context ID and uses it if and when it registers with another Edge Enabler Server. If the Edge Enabler Client registration request contains Edge Enabler Client context ID, then the Edge Enabler Client registration response shall include an EEC context retrieval result indicating if the Edge Enabler Server was successful in retrieving the Edge Enabler Client context or not. The Edge Enabler Server may also provide an expiration time to indicate to the Edge Enabler Client when the registration will automatically expire. To maintain the registration, the Edge Enabler Client shall send a registration update request prior to the expiration. If a registration update request is not received prior to the expiration time, the Edge Enabler Server shall treat the Edge Enabler Client as implicitly de-registered.
* * * Next Change * * * *

8.4.2.2.z1
EEC context retrieval

Figure 8.4.2.2.z1-1 illustrates the procedure used by an Edge Enabler Server to retrieve EEC context from a source Edge Enabler Server.

Pre-conditions:

1. The source Edge Enabler Server has provided the EEC with an EEC context ID and context token(s).
2. A target Edge Enabler Server has received the EEC context ID, the source EES ID and corresponding context tokens from the EEC.
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Figure 8.4.2.2.z1-1: EEC context retrieval procedure

1.
The Edge Enabler Server sends EEC context request to the source Edge Enabler Server with “EEC content request indicator” equal to “retrieve”. The request includes the EEC context ID and context tokens.
2.
Upon receiving the request from the Edge Enabler Server, the source Edge Enabler Server uses the security credentials to determine whether the requesting Edge Enabler Server is authorized to perform the operation. The source Edge Enabler Server uses the EEC context ID and the EEC context IEs list provided to identify the EEC context to be provided (e.g., EEC EAS Session Context, EEC ECSP-specific context, etc.). The tokens are used by the source Edge Enabler Server to verify that the target Edge Enabler Server is authorized by the EEC to retrieve the EEC context IEs. 
3.
If the EEC context retrieval is authorized, the source Edge Enabler Server sends an EEC context response including the requested EEC context IEs. The target Edge Enabler Server stores the received EEC context.
8.4.2.2.z2
EEC context relocation

EEC context is relocated via an EEC context request when the Master EES, which maintains the corresponding information, changes.

NOTE 1: In the current version of specification EEC context relocation is specified only for the EAS context and other EEC context management operations are subject to implementation choices.
Figure 8.4.2.2.z2-1 illustrates the procedure to relocate EEC context initiated by the target Edge Enabler Server
Pre-conditions:

1. The source Edge Enabler Server has provided the EEC with an EEC context ID and context token(s).

2. A target Edge Enabler Server has received the EEC context ID, the source EES ID and corresponding context tokens from the EEC.

.
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Figure 8.4.2.2.z2-1: EEC context relocation procedure initiated by target EES.
1. The Edge Enabler Server sends EEC context request to the source Edge Enabler Server with “EEC content request indicator” equal to “retrieve with relocation”. The request includes the EEC context ID and context token(s).
NOTE 2: Since in the current version of specification EEC context relocation is specified only for the EAS Session context, it is assumed that “EEC context IEs list” contains only “EAS Session context”
2.
Upon receiving the request from the Edge Enabler Server, the source Edge Enabler Server uses the security credentials to determine whether the requesting Edge Enabler Server is authorized to perform the operation. The source Edge Enabler Server uses the EEC context ID and the EEC context IEs list provided to identify the EEC context data to be provided. The tokens are used to authorize exchange of the specific, individual EEC context IEs. 
3.
If the context retrieval for the given EEC is authorized, for each EAS context to be relocated, the “Master EES ID” is changed to the EES ID or the requester. The source Edge Enabler Server sends an EEC context response including the identified EEC context IEs. The receiving Edge Enabler Server stores the received EEC context.
Figure 8.4.2.2.z2-2 illustrates the procedure to relocate EEC context initiated by the source Edge Enabler Server. 

Pre-conditions:

1. The source Edge Enabler Server and the EEC have exchanged information about the EEC context, including an EEC context ID and context token(s). 

2. Another Edge Enabler Server has received the EEC context ID, the source EES ID and corresponding context tokens from the EEC.

.
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Figure 8.4.2.2.z2-1: EEC context relocation procedure initiated by source EES.
1. The source Edge Enabler Server determines to forward EEC context for relocation to a target Edge Enable Server. The source Edge Enabler Server determines the target and the IEs to be forwarded.
NOTE 1: Since in the current version of specification EEC context relocation is specified only for the EEC EAS Session context, it is assumed that “EEC context IEs list” contains only “EEC EAS Session context”.
2. The source Edge Enabler Server sends EEC context request to the target Edge Enabler Server with “EEC content request indicator” equal to “forwarding with relocation”. The request includes the EEC context ID and the context IEs.

3. Upon receiving the request from the source Edge Enabler Server, the target Edge Enabler Server uses the security credentials to determine whether the requesting Edge Enabler Server is authorized to perform the operation. The target Edge Enabler Server uses the EEC context ID to identify corresponding context tokens. The tokens are used to authorize exchange of the EEC context IEs. If the context relocation for the given EEC is authorized, the target Edge Enabler Server stores the received content and sends an EEC context response indicating success.
4. Upon receipt of a successful response, for each EAS context relocated, the source Edge Enabler Server modifies the “Master EES ID” to the EES ID or the target. 
* * * Next Change * * * *

8.4.2.3
Information flows

8.4.2.3.1
Edge Enabler Client registration request

Table 8.4.2.3.1-1 describes information elements in the Edge Enabler Client registration request from the Edge Enabler Client to the Edge Enabler Server. 

Table 8.4.2.3.1-1: Edge Enabler Client registration request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	UE Identifier
	O
	The identifier of the hosting UE (i.e., GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Application Client Profile(s)
	O
	Profiles of Application Clients for which the EEC provides edge enabling services. Application Client Profiles are further described in Table 8.2.2-1. 

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	Edge Enabler Client context ID
	O
	Identifier of the EEC context obtained from a previous registration. 

	EEC context token(s)
	O
	May be present only if Edge Enabler Client context ID is present. Used to authorize the EES to retrieve EEC context from the source EES. 

	Source EES ID
	O
	Identifier of the EES that provided Edge Enabler Client context ID.

	Source EES Endpoint
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided Edge Enabler Client context ID.


8.4.2.3.2
Edge Enabler Client registration response

Table 8.4.2.3.2-1 describes information elements in the Edge Enabler Client registration response from the Edge Enabler Server to the Edge Enabler Client.
Table 8.4.2.3.2-1: Edge Enabler Client registration response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.



	> Registration ID
	M
	Identifier of the EEC registration.

	> Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	> Context retrieval result
	O
	Present if an Edge Enabler Client context ID was included in the request. It indicates if the Edge Enabler Client context was successfully retrieved from the source Edge Enabler Server or not. 

	> Edge Enabler Client context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.

	Failure response
	O
	Indicates that the registration request failed.



	> Cause
	M
	Provides the cause for registration request failure.


* * * Next Change * * * *

8.4.2.3.a
EEC context request

Table 8.4.2.3.a-1 describes information elements in the EEC context request between two Edge Enabler Servers. The content of information exchanged is subject to authorization based on the context token provided. The context token also provides information whether the operation results in the context being relocated, i.e., whether the recipient Edge Enabler Server becomes the master of the EEC context.
NOTE 1: This version of specification supports EEC context request-response only for the purpose of EEC context relocation supporting Edge Enabler Client registration (clause 8.4.2.2.2) or Service Continuity procedures (clause 8.8).
NOTE 2:
The EEC context stored at the EES may be temporary. In this version of specification, the validity period of the EEC context is configured locally based on ECSP pre-provisioning.
Table 8.4.2.3.a-1: EEC context request 

	Information element
	Status
	Description

	EES ID
	M
	Unique identifier of the requesting EES.

	EEC context ID
	M
	Identifier of the EEC context

	EEC context request indicator
	M
	Indicates whether the type of the request as either “retrieve”, “retrieve with relocation” or “forward with relocation”.

	EEC context IEs list 
	O
	This IE is mandatory when the EEC context request indicator is “retrieve” or “retrieve with relocation”. It provides a list of context IEs to be retrieved 

	EEC context token(s)
	O
	This IE is mandatory when the EEC context request indicator is “retrieve” or “retrieve with relocation”. When present, the tokens incorporate end user’s consent and keys and are used for authorizing exchange of individual EEC context IEs

	>Context list
	O
	This IE is mandatory when the EEC context request indicator is “forward”. 

	Security credentials
	M
	Security credentials for authorizing a request from the requesting EES. 


8.4.2.3.b
EEC context response

Table 8.4.2.3.b-1 describes information elements in the EEC context response between two Edge Enabler Servers.
Table 8.4.2.3.b-1: Retrieve EEC context response.
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the request was successful.

	>Context list
	O
	List of EEC context IEs. Each IE is provided conditionally, if included in the “EEC context IEs list” of the request and authorized via the context token.

	Failure response
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of request failure
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