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1. Introduction
This contribution proposes illustration of how a cloud application co-exists with the application enabled at the edge.
2. Reason for Change
Excerpts from TS 23.558 clause 6.3.6:

	It is possible that the server functions of an application are available only as an Edge Application Server. 

However, it is also possible that certain server functions are available both at the edge and in the cloud, as an Edge Application Server and an Application Server resident in the cloud respectively. The server functions offered by an Edge Application Server and its cloud Application Server counterpart may be the same or may differ; if they differ, the Application Data Traffic exchanged with the Application Client may also be different.


It is evident from the above text that application could be deployed only at the edge or in a combination of edge and cloud.
SA6 group is specifying multiple application enabler layers (e.g. V2XAPP, UASAPP, FFAPP) along with application frameworks (e.g. SEAL, CAPIF). It is required to understand how such application enabler layers and application framework can work when the application is enabled at the edge. 
This contribution proposes to include an illustration of a generic layered application architecture with certain server functions available both at the edge and in the cloud.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.2.0.
* * * First Change * * * *

A.4
Deployment of EES in relation with SEAL services and Application Enabler Services

A.4.1
General
The illustration of generic layered application architecture with the server functions available in the cloud is shown in Figure A.4.1-1.
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Figure A.4.1-1: Illustration of a generic layered application architecture with server functions of an application available in the cloud

The examples of application specific client are V2X application specific client, FF application specific client, UAS application specific client, MCX client or any other vertical application specific client residing on the UE. Similarly, the application specific server coulld be V2X application specific server, FF application specific server, UAS application specific server, MCX server or any other vertical application specific server.

The UE may consist of an application enabler client. The examples of application enabler client include V2X application enabler client, FF application enabler client, UAS application enabler client or any other vertical application enabler client residing on the UE. Similarly, the application enabler server coulld be V2X application enabler server, FF application enabler Server, UAS application enabler server or any other vertical application enabler server.
The illustration of generic layered application architecture with server functions of an application available in the edge amd the cloud is shown in Figure A.4.1-2.
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Figure A.4.1-2: Illustration of generic layered application architecture with server functions of an application available in the edge amd the cloud
While the server functions of an application specific server can be made available only as an Edge Application Server, it is also possible that certain application specific server functions are available both at the edge and in the cloud. Similarly, the server functions of an application enabler server can be made available only as an Edge Application Server, it is also possible that certain application enabler server functions are available both at the edge and in the cloud. When the server functions of an application are offered by an edge and cloud, there may be a need for interaction between the two corresponding application servers, which is out of scope of this specification.
NOTE:
The details of a specific vertical architecture based on the generic layered application architecture with server functions of an application available in the edge amd the cloud (as shown in Figure A.4.1-2) is out of this specification.
A.4.2
Deployment of SEAL services

There are several options to support SEAL service APIs to be exposed to the Edge Application server. 

The Edge Enabler server can act as the CAPIF core function, and the SEAL servers acting the AEF and publish the SEAL service API to the Edge Enabler server. Further, the SEAL service APIs is discovered by the Edge Application Servers acting as the API invoker during the service API discover procedure as specified in 3GPP TS 23.222 [6]. 

The Edge Enabler server can act as the API topology hiding entry and re-expose SEAL service APIs as specified in 3GPP TS 23.434 [13] to Edge Application server via EDGE-3 which utilizes the CAPIF-2/2e reference point as specified in 3GPP TS 23.222 [6].

A.4.3
Deployment of Application Enabler services

There are several options to support vertical application enabler server (e.g., V2X application enabler server) APIs to be exposed to the Edge Application server. 

The Edge Enabler server can act as the CAPIF core function, and the vertical application enabler server acting the AEF and publish the vertical application enabler server APIs to the Edge Enabler server. Further, the vertical application enabler server APIs is discovered by the Edge Application Servers acting as the API invoker during the service API discover procedure as specified in 3GPP TS 23.222 [6]. 

The Edge Enabler server can act as the API topology hiding entry and re-exposes vertical application enabler server APIs, e.g., VAE server APIs as specified in 3GPP TS 23.286 [14] to Edge Application server via EDGE-3 which utilizes the CAPIF-2/2e reference point as specified in 3GPP TS 23.222 [6].

* * * Next Change * * * *
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