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* * * First Change * * * *
[bookmark: _Toc59224517][bookmark: _Toc59224672]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GS	5G System
5GVN	5G Virtual Network
CAPIF	Common API Framework for northbound APIs
CRUDN	Create, Retrieve, Update, Delete and Notify
EPC	Evolved Packet Core
NEF	Network Exposure Function
NR	New Radio
PCC	Policy and Charging Control
SCEF	Service Capability Exposure Function
SEAL	Service Enabler Architecture Layer for Verticals
VAL	Vertical Application Layer


* * * Next Change * * * *
10.2.2	On-network functional model description
Figure 10.2.2-1 illustrates the generic on-network functional model for group management.



Figure 10.2.2-1: On-network functional model for group management
The group management client communicates with the group management server over the GM-UU reference point. The group management client provides the support for group management functions to the VAL client(s) over GM‑C reference point. The VAL server(s) communicate with the group management server over the GM-S reference point. 
The group management server interacts with the NEF of the underlying 3GPP network system via N33 reference point to perform group management procedures for 5G Virtual Network (5GVN) groups.

* * * Next Change * * * *
[bookmark: _Toc59224630]10.2.5.X	N33
For group management procedures pertaining to a 5GVN group the group management server interacts with the NEF of the underlying 3GPP network using the dynamic 5G Virtual Network group management procedures exposed by the NEF via the N33 reference point, as specified in TS 23.501 [10] clause 5.29.2 and in TS 23.502 [11] clause 4.15.6. The group management server may also use the procedures of the event monitoring of PDU Session Status specified in 3GPP TS 23.502 clause 4.15.3.2.3 to keep track of the connectivity status of the group member UEs.

* * * Next Change * * * *
[bookmark: _Toc59224713]10.3.2.26	Configure VAL group request
Table 10.3.2.26-1 describes the information flow for configure VAL group request from a VAL server to a group management server.
Table 10.3.2.26-1: Configure VAL group request
	Information element
	Status
	Description

	Requester Identity 
	M
	The identity of the VAL server performing the request.

	VAL group ID
	M
	The group ID used for the VAL group.

	VAL group description (see NOTE x)
	M
	Information related to the VAL group e.g. group definition including communication type, policy, group size, group leader.

	VAL service ID list (see NOTE 1)
	O
	List of VAL services whose service communications are to be enabled on the group.

	Geo ID list (see NOTE 1)
	O
	List of geographical areas to be addressed by the group.

	Identity list (see NOTE 1)
	O
	List of VAL UE IDs who are invited to be member of the group.

	Identity list subscription
	O
	Indicates interest to receive notifications of newly registered or de-registered VAL UE IDs.

	NOTE 1:	At least one of these IEs shall be present.
NOTE x:	Group communication type may indicate 5G LAN-Type communication using either Ethernet or IP (IPv4 and/or IPv6) transport.




* * * Next Change * * * *
[bookmark: _Toc59224715]10.3.2.28	Group announcement
Table 10.3.2.28-1 describes the information flow for a group management server to announce a VAL group to the group management clients.
Table 10.3.2.28-1: Group announcement
	Information element
	Status
	Description

	VAL group ID
	M
	The group ID used for the VAL group.

	VAL group description (see NOTE x)
	M
	Information related to the VAL group e.g. group definition including communication type and connection parameters, policy, group size, group leader.

	VAL service ID list (see NOTE 1)
	O
	List of VAL services whose service communications are to be enabled on the group.

	Geo ID list (see NOTE 1)
	O
	List of geographical areas to be addressed by the group.

	Identity list 
(see NOTE 1, NOTE 2)
	O
	List of VAL UE IDs who are invited to be member of the group.

	Group registration skip option
	O
	Indication whether the group management client may skip explicit registration/de-registration with the group. (see NOTE y)

	NOTE 1:	At least one of these IEs shall be present. 
NOTE 2:	This element is not present if it results in privacy concerns.
NOTE x:	Group communication type may indicate 5G LAN-Type communication using either Ethernet or IP (IPv4 and/or IPv6) transport. Group connection parameters may include DNN and S-NSSAI.
NOTE y:	For some groups, e.g. groups with 5G LAN-Type communication, the group management server may not require the group management client to send a group registration/de-registration request to register/de-register in/from the group.




* * * Next Change * * * *
[bookmark: _Toc59224734]10.3.8	Group announcement and join
[bookmark: _Toc59224735]10.3.8.1	General
This subclause describes the procedures for establishing group communication from the group management server to the group management clients. 
[bookmark: _Toc59224736]10.3.8.2	Procedure
Pre-conditions:
1.	The group management client, group management server, VAL server and the VAL clients belong to the same VAL system.
2.	The VAL server is aware of the users' identities and is authorized to form a VAL group.



Figure 10.3.8.2-1: Procedure for establishing VAL group communication between the group management server and group management client1.
1.	The VAL server determines group information and the identity list to which the group announcement shall be sent. The decision can be based on the list of authorized UEs and other criteria (e.g. user consent, service, or vehicle driving profile).
2.	The VAL server configures VAL group for Uu communication defined by VAL Group ID for one or more VAL services with list of VAL Service ID with the group management server.
3.	The group management server creates an empty group based on the information provided in the Configure VAL group request. The group management server also determines whether the group is for 5G LAN-Type communication and whether Ethernet or IP (IPv4 and/or IPv6) transport shall be used for the 5G LAN-Type communication.
4.	If 5G LAN-Type communication is to be used, the group management server creates a 5GVN group in the 5GS via N33 using the create group procedure specified in 3GPP TS 23.501 [10] clause 5.29.2 and 3GPP TS 23.502 [11] clause 4.15.6. The group management server creates the 5GVN group data and the 5GVN group membership data defined in 3GPP TS 23.502 [11] clause 4.15.6.3b to be configured in the 5GS. To create the 5GVN group data the group management server uses the 5G LAN-Type communication type information provided by the VAL server to set the PDU session type (Ethernet or IP) and maps the VAL server requester identity to DNN/S-NSSAI combination and maps the VAL service IDs to Application descriptors. To create the 5GVN group membership data the group management server maps the VAL group ID to the External Group ID and makes a list of GPSIs corresponding to the identity list provided by the VAL server.
NOTE 1:	This step is skipped for the case that a 5G LAN-Type communication is not being used.
NOTE 2:	The PDU session type, DNN, S-NSSAI provided within 5GVN group data cannot be modified in the 5GS after the create procedure.
NOTE 3:	The 5GS supports only a 1:1 mapping between DNN/S-NSSAI combination and 5GVN group.
NOTE 4:	The 5GS delivers 5GVN group configuration (DNN, S-NSSAI, PDU session type) to each UE in the GPSI list, i.e., for each GPSI that belongs to the group. The 5GVN group configuration information is delivered to the UEs in the UE Route Selection Policy (URSP) using the UE Configuration Update procedure for transparent UE Policy delivery described in TS 23.502 [11] clause 4.2.4.3.
5.	If 5G LAN-Type communication is to be used, following the creation of the 5GVN group in step 4, the group management server may subscribe to PDU Session Status events of the 5GVN group via N33 using the procedures specified in 3GPP TS 23.502 [12] clause 4.15.3.2.3 in order to be notified of the connectivity status of the VAL UEs belonging to the 5GVN group.
NOTE 5:	This step is skipped for the case that a 5G LAN-Type communication is not being used.
64.	The group management server announces the VAL group to the group management clients. For a 5GVN group the announcement includes the communication type (IP or Ethernet), DNN, and S-NSSAI corresponding to the 5GVN group, The group management server may indicate in the announcement that client registration is not required if it subscribed to the PDU Session Status events in step 5.

7	5.	The group management client registers to VAL group communication using the VAL Group ID. If the group management client in the VAL UE determines that the announced group is for 5G LAN-Type communication it triggers the establishment of a PDU session corresponding to the 5GVN group. If the group announcement provides the group registration skip option, the group management client may skip sending the registration request.
86.	The group management server records the users who have registered to be the members of the group. If the group management server subscribed to PDU Session Status events in step 4, it is notified once the VAL UE establishes a PDU session to the 5GVN group. Receiving this event can be used by the group management server to determine that the VAL UE is a member of the group.
97.	The group management server sends a VAL group registration response to the group management client.
[bookmark: _GoBack]NOTE 6:	Step 9 is applicable only as a response to an explicit group registration request in step 7.
108.	The group management server sends a configure VAL group response to the VAL server.
NOTE 5:	Step 8 may occur anytime after step 64.
119.	The group management server sends identity list notification about the newly registered users to the other members of the group and VAL server, whose subscription to receive notifications of newly registered VAL UE IDs is successful in step 97 and step 108 respectively.
120.	The group management client may inform VAL client about the updated identity list.
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