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1. Introduction

This contribution adds procedures to Solution #22 which addresses support for TSC services in SEAL.

2. Reason for Change

This contribution adds procedures to Solution #22.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v1.2.

* * * First Change * * * *
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7.22
Solution #22: SEAL support for TSC services
7.22.1
Introduction
This solution addresses architectural aspects related to Key Issue #4 on TSN support and Key Issue #11 on QoS coordination.
This contribution proposes an architecture to expose Time Sensitive Communication (TSC) capabilities of the 5G system which supports integration with an IEEE TSN system as well as 5G-native (i.e. non-TSN) TSC services. Due to the common nature of these TSC capabilities (which can be used by various verticals), it is proposed to enhance SEAL in a way similar to the Solution #10 for QoS monitoring, i.e. we identify two possible ways to add support for TSC services to SEAL including:

a)
Enhancing the existing Network Resource Management service enabler by adding support for TSC capabilities;
b)
Defining a new service enabler, e.g. Network Resource Reservation enabler.
Here we propose a solution where a SEAL service enabler (enhanced or new) is used for TSC services - NRz for short. The NRz service will make use of the 5GS TSC capabilities available via the N5 reference point. 
In the Rel-16 specification 3GPP TS 23.501 [7] 5GS supports integration with IEEE 802.1 TSN networks applicable for the fully centralized configuration model as defined in IEEE Std 802.1Qcc [25]. In that model the Centralized Network Configuration (CNC) server sets up the TSN flows across the 5GS virtual bridges based on the TSN stream requests from CUC and the 5GS virtual bridge capabilities provided by the TSN AF. 

For the case of TSN integration, the NRz server will act as a TSN AF and will interact with the CNC via the NRz-S reference point using the IEEE 802.1Qcc management protocol. The NRz server will interact with the 5GC via N5 reference point as specified by SA2.

Editor's note: Whether TSN AF role can be played by an Application Layer entity is FFS.

For the case of 5G-native TSC services, the NRz server will support management of the end-to-end QoS flows in the 5GS. This will enable an FF application to request configuration of TSC QoS flows between UEs within the 5GS via the NRz-S reference point. The NRz server will perform QoS coordination for the set of UEs and their respective QoS flows referred-to in KI#11. In this case the NRz-S reference point will specify a 3GPP protocol for this interaction. The NRz server will also configure the NRz clients with the TSC parameters for their QoS flows. The NRz server will interact with the 5GC via N5 reference point as specified by SA2.
7.22.2
Solution description

The architecture for integration of the 5G with TSN is depicted in Figure 7.22.2-1. The SEAL NRz server acts as a TSN AF. Upon request from an FF Application layer server acting as a TSN CNC via the NRz-S reference point it configures the TSN flows in the 5GS. In this case the NRz-S supports the IEEE 802.1Qcc management protocol. As a TSN AF the SEAL NRz server interacts with the 5GS PCF over the N5 reference point to configure the 5G QoS and TSCAI parameters in the 5GS.
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Figure 7.22.2-1: Functional model to support TSN in the SEAL layer
The architecture for the 5G-native TSC is depicted in Figure 7.22.2-2. The SEAL NRz server acts as an AF (referred to as TSC AF) towards the 5G Core Network and performs coordination of QoS flows to fulfill the end-to-end QoS requirements for the UEs involved in the TSC communication. Upon request from an FF Application layer server via the NRz-S reference point it configures the TSC end-to-end QoS flows in the 5GS. In line with other SEAL service enablers the SEAL NRz server provides a RESTful interface on the NRz-S reference point. The SEAL NRz server configures the NRz clients via NRz-UU reference point with TSC parameters (e.g. gate control information) for their respective QoS flows. As a TSC AF the SEAL NRz server interacts with the 5GS PCF over the N5 reference point to configure the 5G QoS and TSCAI parameters in the 5GS. UE-TSC corresponds to DS-TT in the TSN integration case.

[image: image2.emf]FF Application 

Enabler Client

FF Application 

Enabler Server

FF Application Specific 

Client(s)

Using 5G-native TSC caps

FF Application Specific Server

Using 5G-native TSC caps

UE

FAE-1

FFA-1

FAE-S

FAE-C

N5

N33

NRz server

acting as TSC-AF and

end-to-end QoS 

coordinator

FAE layer

FF application 

specific layer

5GS

FAE-E

NRz client

SEAL

NRz-S

NRz-UU

N5

NRz-S

NRz-C NRz-C

UE-TSC



Figure 7.22.2-2: Functional model to support 5G-native TSC in the SEAL layer
7.22.3
5G-native TSC procedures
7.22.3.1
TSC stream discovery procedure
Pre-conditions: 
1.
UE-TSCs are assigned to a VLAN and each UE has an established Ethernet PDU session.
2.
The TSC-AF has populated the NRz server management information base (defined in IEEE 802.1Qcc [25] with the 5G bridge management and port management information. The latter is related to the Ethernet ports located in the UE-TSCs including bridge delay per UE-TSC Ethernet port pair per traffic class.
3.
NRz server acting as TSC AF has calculated the bridge delay for each port pair, i.e. composed of (ingress UE-TSC Ethernet port, egress UE-TSC Ethernet port) including the UE-TSC residence time, UPF/bridge residence time and propagation delay for both UL from sender UE and DL to receiver UE. 
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Figure 7.22.3.1-1: TSC stream discovery procedure
1.
The NRz server receives a request from a VAL server on NRz-S reference point to discover the connectivity and available QoS characteristics between UE-TSCs identified by their MAC addresses. The request includes Stream ID (as defined in IEEE 802.1CB [ref X]), source UE-TSC port MAC address and destination UE-TSC port MAC address.
2.
The NRz server validates the connectivity between the UE-TSCs connected in the same VLAN based on the stored managed objects info base, identifies the traffic classes supported by the UE-TSCs and calculates the end-to-end latency (including the residence time of the UE-TSCs, UPF/bridge forwarding time, and propagation delay).
3.
NRz server responds to the VAL server with the Stream ID and the available end-to-end latency and the traffic classes supported by the UE-TSCs.
7.22.3.2
TSC stream creation procedure
Pre-conditions:
1.
Each UE has an established Ethernet PDU session for its UE-TSC port MAC address.
2.
Each NRz Client has an established connection with the NRz server.

3.
Connectivity between the UE-TSCs has been validated by the TSC stream discovery procedure.

4.
NRz server maintains mapping from the traffic class to TSC QoS (including latency).
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Figure 7.22.3.2-1: TSC stream creation procedure
1.
NRz server receives a TSC stream creation request from a VAL server (FAE or FFAS server) to create a TSC stream identified by a Stream ID, between UE-TSC ports for a traffic class (e.g. scheduled traffic) and traffic specification including Cycle time, MaxFrameSize, MaxIntervalFrames, etc.
2.
NRz server calculates the schedule for the Stream ID. It provides per-stream filtering and policing parameters according to IEEE 802.1Q [6] used to derive the TSC QoS information and related flow information. NRz server  also provides the forwarding rule according to IEEE 802.1Q [6] used to identify the UE-TSC MAC address of the corresponding PDU session. Based on the 5GS bridge delay information it determines the TSC QoS information and TSC Assistance information for the stream.
3.
NRz server triggers via N5 the AF request procedure as shown in 3GPP TS 23.502 annex F.2 for the TSC stream for both UL QoS flow (sender UE to UPF/bridge) and DL QoS flow (UPF/bridge to receiver UE). The AF request includes the Stream ID, the UE-TSC port MAC address, TSC QoS information, TSC Assistance Information, flow bit rate, priority, Service Data Flow Filter containing flow description including Ethernet Packet Filters. The QoS flow will be assigned for the PDU session for the source MAC address for the UL direction and for the PDU session for the destination MAC address for the DL direction.
NOTE: In step 3 the 5GS does not configure the UE-TSC stream parameters described in step 4.
4.
NRz server sends a TSC stream configure request to every NRz client involved in the stream via NRz-UU reference point. The configuration includes the gate control list (including AdminControlList, AdminBaseTime, AdminCycleTime and Tick Granularity) for the Stream ID. The gate control parameters are for the hold and forward buffering by the UE-TSC for the respective TSC flow.
5.
NRz client configures the UE-TSC with gate control parameters. In case of the sender UE the NRz client configures the sender UE-TSC. In case of the receiver UE the NRz client configures the receiver UE-TSC.
6.
NRz client sends TSC stream configure response to NRz server for the Stream ID.

7.
NRz server sends TSC stream creation response to the VAL server with the result of TSC stream creation for the Stream ID.
7.22.3.3
TSC stream activation procedure

Pre-conditions:

1.
TSC stream is configured in the 5GS and in the UE-TSCs (sender and receiver UEs).
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Figure 7.22.3.3-1: TSC stream activation procedure
1.
NRz server receives a request from the VAL server to activate a TSC stream. The request includes the Stream ID.

2.
NRz server identifies the UE-TSCs and the NRz clients based on the stored information for the Stream ID.

3.
NRz server sends a TSC stream activate request to all the NRz clients involved in the stream in order to activate the stream in their respective UE-TSCs.
4.
NRz client activates the stream in the UE-TSC.

5.
NRz client sends TSC stream activate response to NRz server for the Stream ID.
6.
NRz server sends TSC stream activation response to the VAL server with the result of TSC stream activation for the Stream ID.
7.22.3.4
TSC stream deactivation procedure
Pre-conditions:

1.
TSC stream is configured and activated in the 5GS and in the UE-TSCs (sender and receiver UEs).
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Figure 7.22.3.4-1: TSC stream deactivation procedure
1.
NRz server receives a request from the VAL server to deactivate a TSC stream. The request includes the Stream ID.

2.
NRz server identifies the UE-TSCs and the NRz clients based on the stored information for the Stream ID.

3.
NRz server sends a TSC stream deactivate request to all the NRz clients involved in the stream in order to deactivate the stream in their respective UE-TSCs.

4.
NRz client deactivates the stream in the UE-TSC.

5.
NRz client sends TSC stream deactivate response to NRz server for the Stream ID.

6.
NRz server sends TSC stream deactivation response to the VAL server with the result of TSC stream deactivation for the Stream ID.

7.22.3.5
TSC stream deletion procedure
Pre-conditions:

1.
The TSC stream is configured in the 5GS and the UE-TSCs.
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Figure 7.22.3.5-1: TSC stream deletion procedure
1.
NRz server receives a request from VAL server to delete a TSC stream for with a Stream ID.

2.
NRz server identifies the MAC addresses of the UE-TSCs and the NRz clients involved in the stream based on the stored information for the Stream ID. 
3.
NRz server triggers via N5 the AF session modification procedure defined in 3GPP TS 23.502 clause 4.15.6.6 for MAC address and Stream ID. NRz server uses the procedure to delete both UL and DL QoS flows from the PDU sessions carrying the TSC stream with the Stream ID.

4.
NRz server sends a TSC stream delete request to every NRz client involved in the stream via NRz-UU reference point. This means that the sender and the receiver NRz clients receive the delete request.
5.
NRz client deletes the stream configuration in the UE-TSC. In case of the sender UE the NRz client deletes the sender UE-TSC configuration. In case of the receiver UE the NRz client deletes the receiver UE-TSC configuration.
6.
NRz client sends TSC stream delete response to NRz server for the Stream ID.
7.
NRz server sends TSC stream delete response to the VAL server with the result of TSC stream deletion for the Stream ID.
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