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1. Introduction
This pCR provides a procedure for Application Client information reporting from EEC to EES and proposes to .

2. Reason for Change
For Application Client information notification procedure in clause 8.6.4, the step 1 (triggered for Application Client information updates) of Fig. 8.6.4.2.3-1 is not specified. This pCR thus provides a procedure for Application Client information reporting from EEC to EES.
Additionally, this pCR proposes to include AC status information in the AC information reporting from EEC to EES. The AC status information contains the set of states where each state indicates whether the AC is available or not, whether it is running or not, whether it is visible to the user or not. The AC traffic status includes a set of traffic states where each state can present the information whether the AC traffic is not ready, the AC traffic is ready, AC traffic is coming, AC traffic is exchanging. The EES may use this AC status information to make a decision for triggering EAS instantiation corresponding to the Application Client as in clause 8.11 for the efficient resource utilization of EHE. 
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.2.0.
* * * First Change * * * *

8.6.4
Application Client information exposure API

8.6.4.1
General

Application Client information exposure enables Edge Application Servers to obtain information about capabilities or AC events (e.g. AC status or AC traffic status) of Application Clients from the Edge Enabler Servers. This information may facilitate communications between Edge Application Servers and Application Clients, e.g. push notifications. The information shared is subject to access control as well as privacy and security mechanisms.
The events of Application Clients may include the change of Application Client information, AC status and/or AC traffic status. The AC status contains the set of states where each state indicates whether the AC is available or not, whether it is running or not, whether it is visible to the user or not. The AC traffic status includes a set of traffic states where each state can present the information whether the AC traffic is not ready, the AC traffic is ready, AC traffic is coming, AC traffic is exchanging.
8.6.4.2
Procedures 
8.6.4.2.1
General

8.6.4.2.2
Subscribe

Figure 8.6.4.2.2-1 illustrates the Application Client information subscription procedure between the Edge Application Server and the Edge Enabler Server.

Pre-conditions:

1.
The Edge Application Server is registered with the Edge Enabler Server; and

2.
The Application Client Profiles or Application Client Event on the UE are available at the Edge Enabler Client on the UE.
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Figure 8.6.4.2.2-1: Application Client information subscription

1.
The Edge Application Server sends an application client information subscription request to the Edge Enabler Server. The request may contain filters to retrieve information about particular Application Clients e.g. Application Client profile parameters or parameter ranges to be matched, specific UE Identifiers, location ranges, Application Client status or Application Client traffic status) etc.

NOTE:
The trigger conditions of the Application Client information API (e.g. resource load predictive analytics) are up to service logic, which is out of scope of this specification.

2.
Upon receiving the request from the Edge Application Server, the Edge Enabler Server performs an authorization check to verify whether the Edge Application Server has authorization to perform the operation. The Edge Enabler Server determines the matching Application Client information corresponding to the filter provided and composes a result. The Edge Enabler Server stores the subscription information for future processing.

3.
The Edge Enabler Server sends an application client information subscription response to the Edge Application Server with the result composed in step 2.

8.6.4.2.3
Notify

Figure 8.6.4.2.3-1 illustrates the Application Client information notification procedure between the Edge Enabler Server and the Edge Application Server.

Pre-conditions:

1.
The Edge Application Server subscribed for Application Client information at the Edge Enabler Server.
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Figure 8.6.4.2.3-1: Application Client information notification

1. The Edge Enabler Server is triggered for Application Client information updates, e.g. it receives an Edge Enabler Client registration request or Application Client event reporting as described in clause 8.6.4.2.x, it determines if it matches the filter provided by the Edge Application Server, e.g. if the Application Client Geographical Service Area is included in the Edge Application Server provided Geographical Service Area. 

2. The Edge Enabler Server sends an Application Client information notification to the Edge Application Server.
8.6.4.2.x
Application Client event reporting procedure
Pre-condition:

1. EEC receives the triggering condition of AC event reporting from the Edge Enabler Server. 
2. EEC detects if the triggering condition of AC event reporting is met.
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Figure 8.6.4.2.x-1: Application Client event reporting procedure
1. The EEC sends the event reporting the EES. The reporting message includes the AC information, AC status and/or AC traffic status.
2. If the Application Client Information reporting was subscribed by the EAS as in clause 8.6.4.2.2, the EES reports the Application Client Information including the Application Client event (i.e. AC status or AC traffic status) to the EAS. The EES may use this information for making a decision to trigger (de)instantiating the EAS corresponding to the Application Client as in clause 8.11.

3. The EES responds the EEC with sending Acknowledgement. 

8.6.4.3
Information flows 
8.6.4.3.1
Application Client information subscription request

Table 8.6.4.3.1-1 describes the information flow for an Application Client information subscription request from the Edge Application Server to the Edge Enabler Server.
Table 8.6.4.3.1-1: Application Client information subscription request

	Information element
	Status
	Description

	EAS ID 
	M
	The identifier of the EAS

	Subscription type


	M


	Choice of "One time", "Event based", "Unsubscribe", determining the type of processing requested

	Filter
	O
	List of characteristics for discovery purposes, as detailed in Table 8.6.4.3.1-2. 

	Event conditions
	O
	Parameters indicating event conditions e.g. number of notifications instances, subscription timeout, etc.


Table 8.6.4.3.1-2: Filter

	Information element
	Status
	Description

	Application Client Type
	O
	Category or type of Application Client (e.g. V2X) to be matched

	ECSP IDs
	O
	Identifiers for the ECSP associated with the EEC.

	Operation Schedule
	O
	EAS operation schedule (e.g. time windows) to be matched

	Geographical Service Area
	O
	EAS service area for identifying UEs with matching expected geographical location(s) (e.g. route). This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	Topological Service Area
	O
	EAS service area for identifying UEs with matching expected topological location(s). See possible formats in Table 8.2.7-1.

	EAS Service KPIs
	O
	EAS KPIs (Table 8.2.5-1) for identifying the EEC and Application Clients to be matched, 

	Application Client Profile Parameter Ranges
	O
	Parameter ranges to be matched to Profiles of Application Clients for which the request applies. 

	AC ID(s)
	O
	List of identities of Application Client(s) to be matched

	UE ID(s)
	O
	List of UE identifiers to be matched

	UE location(s)
	O
	List of locations (e.g. routes) of the UE(s) for which the request applies

	Application Client event
	O
	

	>Application Client status
	O (NOTE) 
	List of AC states (e.g. whether the AC is available or not, whether it is running or not, whether it is visible to the user or not)

	>Application Client traffic status
	O (NOTE)
	List of AC traffic states (e.g. whether the AC traffic is not ready, the AC traffic is ready to be transmitted, AC traffic is exchanging)

	NOTE:
At least one of the information elements shall be included.


8.6.4.3.2
Application client information subscription response

Table 8.6.4.3.2-1 describes the information flow for the Application Client information subscription response from Edge Application Server to the Edge Enabler Server. 
Table 8.6.4.3.2-1: Application Client information subscription response

	Information element
	Status
	Description

	Result
	M
	Indicates success or failure of the subscription.

	Subscription Identifier (NOTE)
	M
	Subscription identifier for the corresponding subscription request.

	NOTE:
The Subscription Identifier IE is included when Result IE indicates success.


8.6.4.3.3
Application Client information notification

Table 8.6.4.3.3-1 describes the information flow for an Application Client information notification from the Edge Enabler Server to the Edge Application Server. 
Table 8.6.4.3.3-1: Application Client information notification

	Information element
	Status
	Description

	Subscription Identifier
	M
	Subscription identifier for which the notification is generated.

	List of clients
	O
	List of clients matched based on the given filtering criteria, with elements listed below

	>Application Client Profile(s) 
	M
	Profiles of Application Clients as described in Table 8.2.2-1.

	>UE ID(s)
	O
	UE identifier for the UE hosting the AC

	>UE location(s)
	O 
	UE location for the UE hosting the AC


* * * Next Change * * * *

8.4.2.3.2
Edge Enabler Client registration response

Table 8.4.2.3.2-1 describes information elements in the Edge Enabler Client registration response from the Edge Enabler Server to the Edge Enabler Client.
Table 8.4.2.3.2-1: Edge Enabler Client registration response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.



	> Registration ID
	M
	Identifier of the EEC registration.

	> Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	> Edge Enabler Client context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.

	> Application Client Event Reporting Info
	O
	AC Event Reporting information, which includes the reporting triggering condition (e.g. AC state change, AC traffic state change for each AC), and termination conditions (e.g. period) 

	Failure response
	O
	Indicates that the registration request failed.



	> Cause
	M
	Provides the cause for registration request failure.


* * * End of Change * * * *
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1. Application Client information subscription request


1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



