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1. Introduction
Solution #8 need some follow-up due to linkage with ongoing work in SA2. In addition to this, the solution is not yet evaluated against KI #5.
2. Reason for Change
As the solutions in SA2 are completed and the conclusions are available, the solution #8 can also be completed and evaluated.
3. Proposal

This pCR lists all gaps mentioned in KI #5, it identifies relevant pointers to SA2s technical report 3GPP TR 23.754 and evaluates the solution #8 against KI #5.
It is proposed to agree to the following change to 3GPP TR 23.755, v 1.0.0.
* * * First Change * * *

8.8
Solution #8: QoS requirement retrieval during C2 connectivity establishment

8.8.1
Solution description

8.8.1.1
General

This solution aims to address the following gaps identified in Key Issue #5 "UAV Application Server QoS Provisioning":

a)
Whether and how the application layer QoS requirements are provided to the 3GPP system?

b)
Whether and how QoS differentiation can be supported for UAV operations (e.g. for C2 communication mode, mission type, C2 communication types)?
c)
Whether and how UAE/SEAL layer needs to be enhanced to support the QoS monitoring/provisioning?

d)
Whether and how UAE/SEAL layer needs to be enhanced to support modifying QoS requirements as requested by the UAV-controller or the USS/UTM?

The prerequisites for this solution are:

-
The UAV has been authenticated and authorized by both 3GPP system and USS/UTM for UAS services.

-
The UAV has been authorized by the USS/UTM for pairing and C2 communication with the UAV-C.

NOTE 1:
The solution is described from the perspective of UAV, but it also applies to UAV-C.

NOTE 2:
UAV/UAV-C authentication and authorization by USS/UTM, pairing, and C2 communication setup procedures are specified in 3GPP TR 23.754 [15].

The solution is dependent on enhancements in 3GPP TR 23.754 [15] which assumes that the QoS requirements for UAS communication are not static and can change depending on the mission that the UAV is engaged in. Therefore, the solution proposes that the 3GPP system retrieves the up-to-date QoS requirements from the USS/UTM during the UP connectivity establishment procedure for C2 communication.

8.8.1.2
Procedure for QoS requirement retrieval during C2 connectivity establishment
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Figure 8.8.1.2-1: Procedure for QoS requirement retrieval during C2 connectivity establishment

1.
The UAV is authenticated by the USS/UTM and authorized for pairing with the UAV-C and for C2 communication.

2.
The UAV initiates connection establishment procedure for C2 communication. In the establishment request, the UAV indicates that the connection is used for C2 communication, and includes a UAS information container which includes its UAV identifier, UAE Server address, etc. The connection can be for C2 communication with USS/UTM or UAV-C (not shown). Step 2 (and Step 5) is existing NAS procedures (see 3GPP TS 23.502 [13] clause 4.3.2) with enhancement for UAS service.

NOTE 1:
Signaling enhancements are captured in 3GPP TR 23.754 [15].
3.
The 5GC (e.g., SMF/PCF) recognizes that the connection establishment request is for UAV C2 communication If it determines that additional QoS input is needed from the USS/UTM, it locates the UAE Server and queries the UAE-S for initial QoS requirements via the NEF using UAV-provided UAV information container. The UAE-S may retrieve the QoS requirements from the specific UAS application server. Besides the normal QoS requirement metrics such as DL/UL data rate requirements, DL/UL latency requirements, the UAE-S may provide additional filters for differentiating different C2 message types. For example, various C2 message types (e.g., flight control commands vs. location reports) may have different QoS requirements and Traffic Classes or DSCP codes may be assigned to these various message types to help QoS differentiation.

NOTE 2:
UAE-S discovery can use the USS/UTM discovery mechanism described in Solution 5 (Clause 6.5) of 3GPP TR 23.754 [15].

NOTE 3:
5GC initiated QoS requirement request can occur during the SMF-USS/UTM interaction for PDU Session secondary authentication as described in Figure 6.5.3.1-2 (Step 18) of 3GPP TR 23.754 [15].
4.
The UAE-S returns the requested QoS requirements, such as UL/DL data rate requirements, UL/DL latency requirements, additional filters for differentiating various C2 communication types, etc.

5.
Based on received QoS requirement information from the UAE-S, the 5GC provides the initial QoS configuration to the UE for the connection for C2 communication.

6.
The UAV or UAV-C monitors the QoS performance (e.g. latency, data loss, etc.) and sends QoS reports to the UAE-S/UAS Server.


7-8.
Based on received QoS report, the UAE-S may modify the resource requirement via the NRM service as described in 3GPP TS 23.434 [11].
8.8.2
Solution evaluation

Key Issue #5 outlines the following to be studied:
a)
Whether and how the application layer QoS requirements are provided to the 3GPP system?

b)
Whether and how QoS differentiation can be supported for UAV operations (e.g. for C2 communication mode, mission type, C2 communication types)?

c)
Whether and how UAE/SEAL layer needs to be enhanced to support the QoS monitoring/provisioning?

d)
Whether and how UAE/SEAL layer needs to be enhanced to support modifying QoS requirements as requested by the UAV-controller or the USS/UTM?
This solution addresses Key Issue #5. The solution outlines how QoS requirements for C2 communication are provided between the UAV/UAV-C and the UAS Server as described by bullet a) and bullet b), with the UAE-S enhancements to provide QoS requirements and traffic filters to 3GPP system. Further, how U1-AE supports QoS reporting and how the SEAL layer is updated to support modification of the QoS reporting as described by bullet d).
For bullet c), existing functionality in 3GPP TS 23.434 [11] seems sufficient, but this must be confirmed during the normative work.

This solution applies to network-assisted C2 communication link. Only the network-assisted C2 communication link is currently covered by SA2.
This solution is to be aligned with the normative SA2 work as per the principles of solution 5 and the conclusions of 3GPP TR 23.754 [15]. The exact changes in SA2 will be outlined during the normative work.
NOTE:
As the details in SA2 will be defined during the normative work, the corresponding aspects in SA6 are also FFS and will have to be specified in cooperation with SA2. 
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