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1. Introduction
Currently, the application context relocation flows and IEs do not cover the messages sent between S-EES and S-EAS in the EEC executed ACR (clause 8.8.2.3) and S-EES executed ACR (clause 8.8.2.5).
2. Reason for Change
This pCR extends the application context relocation procedures and information flows to include these messages.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.1.0.
* * * First Change * * * *

8.8.2.3
EEC executed application context relocation

Figure 8.8.2.3-1 illustrates the procedure for the EEC to execute the application context relocation from the S-EAS to the T-EAS

Pre-condition:

1.
The AC at the UE already has a connection to the S-EAS; and

2.
The EEC is able to communicate with the S-EES.
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Figure 8.8.2.3-1: EEC executed application context relocation procedure

1.
The EEC detects that application context relocation may be required as described in clause 8.8.1.

2.
The EEC decides to proceed required procedures for triggering application context relocation.


3.
The EEC determines the T-EES by using the provisioned information or performing service provisioning procedure per clause 8.3 of the present document. Upon selecting T-EES the UE may need to establish a new PDU connection to the target EDN. The EEC can then discover and select T-EAS by performing EAS Discovery with the T-EES per clause 8.5.2 of the present document.

4.
As per clause 8.8.3.4, the EEC sends the Application Context Relocation Request message (including the need to notify the EAS) to the S-EES to initiate application context transfer between the S-EAS and the T-EAS. The S-EES authorises the request from the EEC. The S-EES decides to execute application context relocation based on the information received by the EEC and the information of EEC context or EAS profile, and then proceed the below steps.

5.
The S-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable) and, as per clause 8.8.3.4, sends the Application Context Relocation Notify message to the S-EAS to initiate application context transfer between the S-EAS and the T-EAS.

6.
The S-EAS transfers the application context to the T-EAS at implementation specific time. This process is out of scope of the present specification.

7.
The T-EAS sends the Application Context Relocation Complete message to the T-EES to confirm that the application context relocation has completed.

8.
As per clause 8.8.3.4, the S-EAS sends the Application Context Relocation Complete message to the S-EES to confirm that the application context relocation has completed.

9.
As per clause 8.8.3.4, the S-EES sends the Application Context Relocation Response message to the EEC to confirm that the application context relocation has completed.


* * * Next Change * * * *

8.8.3.4
Application context relocation procedure

Figure 8.8.3.4-1 illustrates the procedure for the EEC triggered application context relocation procedure.

Pre-condition:

1.
The Edge Enabler Client has the Target Edge Application Server information that will be used for application traffic; and

2.
The Edge Enabler Client has been authorized to communicate with the source Edge Enabler Server. 
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Figure 8.8.3.4-1: Application Context Relocation procedure

1.
The Edge Enabler Client sends an Application Context Relocation request message (UE identity, target EAS endpoint, DNAI of the target EAS, EAS notification indication) to the source Edge Enabler Server in order to start application context relocation (e.g. influence the application traffic, notify the EAS).

2.
The source Edge Enabler Server checks if the Edge Enabler Client is authorized for this operation for the UE. If authorized, then the source Edge Enabler Server applies the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501 [2], clause 5.6.7.1.

3.
If the EAS notification indication is set in step 1 and the source Edge Application Server has subscribed to receive such notification, the source Edge Enabler Server shall notify the source Edge Application Server about the need to start application context relocation.
4.
The source Edge Application Server responds to the Edge Enabler Client's notify message with an Application Context Relocation complete message to the Edge Enabler Server.
5.
The source Edge Enabler Server responds to the Edge Enabler Client's request with an Application Context Relocation response message (result) to the Edge Enabler Client.
* * * Next Change * * * *

8.8.4.4
Edge Application Server discovery response

The information elements specified in the Table 8.5.3.2-1 is used for the Edge Application Server discovery response sent from the Edge Enabler Server to the Edge Application Server with the following differences:

-
The EAS available resources (e.g. memory) indicates the maximum resources available for the Application Client(s) connected to the source EAS.
* * * Next Change * * * *

8.8.4.5
Application Context Relocation notify
Table 8.8.4.5-1 describes information elements for the Application Context Relocation notify sent from the S-EES to the S-EAS. 

Table 8.8.4.5-1: Application Context Relocation notify
	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	UE identifier
	M
	The identifier of the UE (i.e. GPSI).

	Target EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the target EAS.

	DNAI of the target EAS
	O
	DNAI information associated with the target EAS.


* * * Next Change * * * *

8.8.4.6
Application Context Relocation complete
Table 8.8.4.6-1 describes information elements for the Application Context Relocation complete sent from the S-EAS to the S-EES and from the T-EAS to the T-EES. 

Table 8.8.4.6-1: Application Context Relocation complete
	Information element
	Status
	Description

	Result
	M
	Indicates whether the operation is successful or failure

	Cause information (NOTE)
	O
	Indicates the cause information for the failure

	NOTE:
The Cause information IE is included when the Result indicates failure.


* * * End of Changes * * * *
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