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1. Introduction
This contribution proposes a new solution to address Key Issue #5 "UAV Application Server QoS Provisioning".
2. Reason for Change
This solution aims to address the following gaps identified in the Key Issue #5 "UAV Application Server QoS Provisioning":

-
Whether and how the application layer QoS requirements are provided to the 3GPP system?

-
Whether and how QoS differentiation can be supported for UAV operations (e.g., for C2 communication mode, mission type, C2 communication types)?
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.755 v0.9.0.
* * * First Change * * * *

8.X
Solution #X: QoS requirement retrieval during C2 connectivity establishment
8.X.1
Solution description

8.X.1.1
General

This solution aims to address the following gaps identified in Key Issue #5 " UAV Application Server QoS Provisioning ":

-
Whether and how the application layer QoS requirements are provided to the 3GPP system?

-
Whether and how QoS differentiation can be supported for UAV operations (e.g. for C2 communication mode, mission type, C2 communication types)?
The prerequisites for this solution are:

· The UAV has been authenticated and authorized by both 3GPP system and USS/UTM for UAS services.

· The UAV has been authorized by the USS/UTM for pairing and C2 communication with the UAV-C.

NOTE 1:
The solution is described from the perspective of UAV, but it also applies to UAV-C.

NOTE 2:
UAV/UAV-C authentication and authorization by USS/UTM, pairing, and C2 communication setup procedures are specified in 3GPP TR 23.754 [10].

The solution assumes that the QoS requirements for UAS communication are not static and may change depending on the mission that the UAV is engaged in. Therefore, the solution proposes that the 3GPP system retrieves the up-to-date QoS requirements from the USS/UTM during the UP connectivity establishment procedure for C2 communication.

The key building blocks of the solution are:

-
The UAV includes a transparent UAV information container in the PDU Session Establishment request. The UAV information container may contain the UAV information such as the UAV identifier (e.g., CAA-Level UAV ID).

-
The 3GPP system (e.g., SMF/PCF) recognizes that the PDU Session Establishment request is for UAV C2 communication, so it locates the corresponding USS/UTM and queries the USS/UTM for QoS requirements using UAV-provided UAV information container The USS/UTM may provide APIs for the QoS requirement queries. Besides the normal QoS requirement metrics such as DL/UL data rate requirements, DL/UL latency requirements, the USS/UTM may provide additional filters for differentiating different C2 message types. For example, various C2 message types (e.g., flight control commands vs. location reports) may have different QoS requirements and Traffic Classes or DSCP codes may be assigned to these various message types to help QoS differentiation.

-
Based on the QoS requirements provided by USS/UTM, and combined with 3GPP system native policy control information, the 3GPP system may construct the appropriate PCC rules for the PDU Session.
8.X.1.2
Procedure for QoS requirement retrieval during C2 connectivity establishment
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Figure 8.X.1.2-1: Procedure for QoS requirement retrieval during C2 connectivity establishment
1. The UAV is authenticated by the USS/UTM and authorized for pairing with the UAV-C and for C2 communication.
2. The UAV initiates PDU Session establishment procedure for C2 communication. In the establishment request, the UAV indicates that the PDU Session is used for C2 communication, and includes a UAS information container which includes its UAV identifier, etc. The PDU Session may be for C2 communication USS/UTM or UAV-C (not shown).

3. The SMF performs the SM policy association establishment with the PCF and includes the C2 communication indication and UAS information container in the request.

4. The PCF locates the USS/UTM and queries the UTM for the QoS requirements.

NOTE:
How 3GPP system locates UTM depends on SA2 solutions. E.g., the UAV identifier can contain routing information that points to a USS/UTM (e.g., FQDN).

5.  The USS/UTM returns the requested QoS requirements, such as UL/DL data rate requirements, UL/DL latency requirements, additional filters for differentiating various C2 communication types, etc.

6. Based on received QoS requirement information from the USS/UTM, the PCF provides the combined policy control information to the SMF.

7. The SMF enforces the policy control information and confirm the establishment of the PDU Session for C2 communication.
8.X.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.
* * * End Change * * * *
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