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1. Introduction
For IPv6 multi-homed PDU Session of SSC mode 3, the UE is notified by the SMF of change of the PSA UPF. This can be utilized to detect if application context relocation is required. 
2. Reason for Change
The Edge Enabler Client can detect if application context relocation is required by utilizing the following operation for change of SSC mode 3 PSA with IPv6 multi-homed PDU Session, which is specified in clause 4.3.5.3 of 3GPP TS 23.502 as follows: 

	“The SMF notifies the UE of the availability of the new IP prefix. This is performed using an IPv6 Router Advertisement message (RFC 4861 [6]). The SMF sends a Router Advertisement to the UE via the new PSA with a new prefix (IP@2) and sends another Router Advertisement to the UE via the old PSA with the old prefix (IP@1) and zero value in the preferred lifetime field and a value in the valid lifetime field according to RFC 4862 [8]. The UE shall update the valid lifetime of the old prefix (IP@1) to the signalled value regardless of the remaining lifetime. The valid lifetime value indicates the time how long the SMF is willing to keep the old prefix. The valid lifetime value may be decided by SMF based on local configuration. 

The UE starts using IP@2 for all new traffic and may also proactively move existing traffic flow (where possible) from IP@1 to IP@2.

NOTE 2:
The mechanisms used by the UE to proactively move existing traffic flows from one IP prefix to another are outside the scope of 3GPP specifications.


As described in the above NOTE 2, when the UE receives IPv6 prefix configuration for old and new prefixes (availability of new prefix and update of old prefix valide time), it is assumed that the UE’s upper layer is aware of the necessity to move existing traffic flow from one IP prefix to another. This assumption can hold for the Edge Enabler Client to detect the UP path change event based on the UE implementation. 
Additionally, clarification on the mobility event detection at the EEC is proposed as per the supported scenario, LADN-related UE mobility, which is described in clause 8.8.1.1. 

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.4.0.
* * * First Change * * * *

8.8.1.2
Roles of Entities

There are a number of roles that need to be performed in the course of application context relocation.

A detection entity makes the determination that application context relocation may be needed. The following entities can potentially perform the detection role:

-
Application Client;

-
Edge Enabler Client;

-
Edge Enabler Server; and

-
Edge Application Server.

Editor's note:
Application Context definition is FFS.

A decision-making entity determines that application context relocation is required.

Editor's note:
It is FFS if there is more than one entity involved in the decision-making, and if decision-making is a distributed process.

Editor's note:
It is FFS if a decision-making entity executes application context relocation.

Editor's note:
It is FFS if a decision-making entity determines that application context relocation is in progress.

Editor's note:
It is FFS if triggered entities are required, where a triggered entity is an entity that is explicitly instructed to start the procedure for application context relocation. If triggered entities are required, it is FFS if they can be categorised as UE-triggered (edge-aware AC and EEC) and EDN-triggered entities (target Edge Enabler Server, source Edge Enabler Server or source Edge Application Server).

The Edge Application Server may utilize the following capabilities provided by the Edge Enabler Server for supporting service continuity at the application layer:

-
Provide notifications of service continuity related events;

-
Fetch the target Edge Application Server;

-
Application context relocation from a source Edge Application Server to a target Edge Application Server.

Each of the above capabilities to the Edge Application Server may be provided as individual API, or combined to be offered as a new service API with higher level of abstraction. Example, application context relocation service API which fulfils all the above capabilities to hide the implementation complexity from the application layer.

Editor's note:
The details of the APIs for the above capabilities is FFS

The Edge Configuration Server provides the following capabilities to the Edge Enabler Server for supporting service continuity at the application layer:

-
Fetch the target Edge Enabler Server.

The Edge Enabler Client may determine if the application context relocation is required by detecting that the UE moves outside the service area (i.e., EAS service area if the EAS is not global accessible and/or EDN service area if LADN is configured). For the PDU Session of SSC mode 3, if the UE receives PDU Session Modification Command as specified in clause 4.3.5.2 of 3GPP TS 23.502 [3], the Edge Enabler Client may determine that the application context relocation is required. For IPv6 multi-homed PDU Session of SSC mode 3, the Edge Enabler Client may determine that application context relocation is required if the UE is notified of the existence and availability of a new IPv6 prefix as specified in clause 4.3.5.3 of 3GPP TS 23.502 [3].
NOTE:
For IPv6 multi-homed PDU Session of SSC mode 3, the Edge Enabler Client can be aware of the notification about the IPv6 prefix configuration due to change of PSA UPF based on the UE implementation. 

Editor's note:
It is FFS whether and what additional service area information can be used by the UE to determine if the application context relocation is required.

The following clauses specify procedures for relocating UE's application context from the source Edge Application Server to the target Edge Application Server for ensuring service continuity and are within the scope of the application architecture for enabling Edge Applications as specified in clause 5.
* * * End of Change * * * *

