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1. Introduction

This contribution is proposed to introduce new procedures which enable that the Edge Enabler Server exposes the Traffic Influence API to the Edge Application Server in order to influence SMF routeing decisions for User Plane traffic of PDU Sessions required by Edge Application Server..
2. Reason for Change

This procedures enable the Edge Enabler Server to expose the Traffic Influence API to the Edge Application Server, in order to influence SMF routeing decisions for User Plane traffic of PDU Sessions required by Edge Application Server.The requests sent by Edge Application Server may influence UPF (re)selection and allow routeing of user traffic to a local access (identified by a DNAI) to a Data Network.

3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.4.0.

* * * First Change * * * *

8.6.X.2
Traffic Influence Procedures

Figure 8.6.X.2-1 illustrates the traffic influence create operation between the Edge Application Server and the Edge Enabler Server. It is used to request User Plane traffic routing (re)selection for a data session between Application Client and Edge Application Server.
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Figure 8.6.X.2-1: Traffic Influence API: create operation

The Edge Application Server requests traffic influence of a data session between the Application Client and the Edge Application Server with traffic routing (re)selection information (e.g. DNAI(s), routing profile ID(s)). The Edge Application Server shall include the UE's IP address and may include the Edge UE ID, the DNN and S-NSSAI used for the data session between Application Client and Edge Application Server. With the same request the Edge Application Server subscribes to receive certain session with user plane management event notifications.

2.
The Edge Enabler Server checks if the Edge Application Server is authorized for this operation for the UE. If authorized, then the Edge Enabler Server invokes the Policy Authorization Create service or the Traffic Influence Create service with the 3GPP Core Network (PCF or NEF, respectively) as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3], providing traffic routing (re)selection information (e.g. DNAI(s), routing profile ID(s)) to the PCF as described in 3GPP TS 23.503 [12]. Additionally the Edge Enabler Server may subscribe to notifications of user plane management event described in clause 8.6.3.
3.
If the operation is successful, the Edge Enabler Server responds with a Context ID and a Result. The Context ID is to be used by the Edge Application Server for further requests (e.g. traffic influence update requests) pertaining to the same UE. If the Edge Application Server is not authorized or any other failure happens during the operation, the Edge Enabler Server provides a rejection response with cause information.

Figure 8.6.X.2-2 illustrates the traffic influence update request operation between the Edge Application Server and the Edge Enabler Server. It is used to request a modification of the traffic routing of the data session between Application Client and Edge Application Server.
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Figure 8.6.X.2-2: Traffic Influence API: update operation

The Edge Application Server requests a modification of traffic influence of a data session between the Application Client and the Edge Application Server, e.g. by including a different traffic routing information. The Edge Application Server shall include the Context ID.The Edge Application Server may also request a modification of the event monitoring by subscribing to new events and updating or removing subscriptions to existing events.

The Edge Enabler Server checks if there is a context for the Context ID available and whether the Edge Application Server is authorized for this operation. If yes, the Edge Enabler Server invokes the Policy Authorization Update service or Traffic Influence Update service with the 3GPP Core Network (PCF or NEF, respectively) as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3], providing the updated information to the PCF or NEF, respectively. The Edge Enabler Server may subscribe to additional events or unsubscribe to certain events, if necessary.

3.
If the operation is successful, the Edge Enabler Server responds with a Context ID and a Result. If the Edge Application Server is not authorized or any other failure happens during the operation, the Edge Enabler Server provides a rejection response with cause information.

Figure 8.6.X.2-3 illustrates the traffic influence revoke operation between the Edge Application Server and the Edge Enabler Server. It is used to revoke an existing traffic influence request between Application Client and Edge Application Server and to unsubscribe to the related user plane management event notifications.
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Figure 8.6.X.2-3: Traffic Influence API: revoke operation

1.
The Edge Application Server requests a revoke of traffic influence of a data session between the Application Client and the Edge Application Server. The Edge Application Server shall include the Context ID.

2.
The Edge Enabler Server checks if there is a context for the Context ID available and whether the Edge Application Server is authorized for this operation. If yes, then the Edge Enabler Server invokes the Policy Authorization Delete service or Traffic Influence Delete service with the 3GPP Core Network (PCF or NEF, respectively) as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]. This deletes the application session context at the PCF or NEF and removes the subscription to any session with user plane management event notifications.

3.
If the operation is successful, the Edge Enabler Server responds with a Context ID and a Result. If the Edge Application Server is not authorized or any other failure happens during the operation, the Edge Enabler Server provides a rejection response with cause information.
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