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1. Introduction
This contribution provides a proposal for decoupling EEC registration with EAS discovery.
2. Reason for Change
Currently, EEC registration request may include EAS ID:
Table 8.4.2.3.1-1: Edge Enabler Client registration request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Application Client Profile(s)
	O
	Profiles of Application Clients for which the EEC provides edge enabling services. Application Client Profiles are further described in Table 8.2.2-1. 

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	Edge Enabler Client context ID
	O
	Identifier of the EEC context obtained from a previous registration. 

	Source EES ID
	O
	Identifier of the EES that provided Edge Enabler Client context ID.

	EAS Identifiers
	O
	Identifiers of already discovered EAS which can support the services needed by the EEC. 


And the EEC registration response may include a list of detailed EAS information as follows:

Table 8.4.2.3.2-1: Edge Enabler Client registration response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.



	> Registration ID
	M
	Identifier of the EEC registration.

	> Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	> Edge Enabler Client context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.

	> EAS Information List
	O
	Optional information for the EASs specified in the request or those to which the client information is being forwarded. Each element may include the information detailed below

	>> EAS ID 
	M
	The identifier of the EAS

	>> EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) that Application Clients use to send requests to the EAS

	>> EAS Provider Identifier 
	O
	The identifier of the EAS Provider

	>> EAS Available Compute
	O
	The maximum compute resource available for the Application Client

	>> EAS Available Graphical Compute
	O
	The maximum graphical compute resource available for the Application Client

	>> EAS Available Memory
	O
	The maximum memory resource available for the Application Client

	>> EAS Available Storage
	O
	The maximum storage resource available for the Application Client

	Failure response
	O
	Indicates that the registration request failed.



	> Cause
	M
	Provides the cause for registration request failure.


There is no procedure describing how those information are handled in EES in cl.8.4.2.2. The EES may return the detailed EAS info to EEC based on the “already discovered EAS“ via the following steps:

1) EEC initial registration w/o any discovered EAS IDs

2) EEC discovers EAS info via EAS discovery procedure

3) EEC de-registration

4) EEC re-registration w/ previously discovered EAS IDs
If the EEC already discovered the EAS list via EAS discovery but still wants to retrieve the detailed EAS info for the already discovered EAS ID, it can directly use EAS discovery procedure, coupling “retrieval of already discovered EAS information” with EEC registration function is confusing since it is already covered by EAS discovery.
TS 23.501, cl.7.2.1 provides the following requirement for the service design:

Network Functions may offer different capabilities and thus, different NF services to distinct consumers. Each of the NF services offered by a Network Function shall be self-contained, reusable and use management schemes independently of other NF services offered by the same Network Function (e.g. for scaling, healing, etc).

Therefore, having a service including a feature/function which is equivelant to another service is violating above requirement.

It is proposed to remove those EAS info from the EEC registration.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.0.0.
* * * First Change * * * *

8.4.2.3.1
Edge Enabler Client registration request

Table 8.4.2.3.1-1 describes information elements in the Edge Enabler Client registration request from the Edge Enabler Client to the Edge Enabler Server. 

Table 8.4.2.3.1-1: Edge Enabler Client registration request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Application Client Profile(s)
	O
	Profiles of Application Clients for which the EEC provides edge enabling services. Application Client Profiles are further described in Table 8.2.2-1. 

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	Edge Enabler Client context ID
	O
	Identifier of the EEC context obtained from a previous registration. 

	Source EES ID
	O
	Identifier of the EES that provided Edge Enabler Client context ID.

	
	
	


* * * Next Change * * * *

8.4.2.3.2
Edge Enabler Client registration response

Table 8.4.2.3.2-1 describes information elements in the Edge Enabler Client registration response from the Edge Enabler Server to the Edge Enabler Client.
Table 8.4.2.3.2-1: Edge Enabler Client registration response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.



	> Registration ID
	M
	Identifier of the EEC registration.

	> Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	> Edge Enabler Client context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	Failure response
	O
	Indicates that the registration request failed.



	> Cause
	M
	Provides the cause for registration request failure.



* * * Next Change * * * *

8.6.4.2.2
Subscribe

Figure 8.6.4.2.2-1 illustrates the Application Client information subscription procedure between the Edge Application Server and the Edge Enabler Server.

Pre-conditions:

1.
The Edge Application Server is registered with the Edge Enabler Server; and

2.
The Application Client Profiles of the Application Clients on the UE are available at the Edge Enabler Client on the UE.
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Figure 8.6.4.2.2-1: Application Client information subscription

1.
The Edge Application Server sends an application client information subscription request to the Edge Enabler Server. The request may contain filters to retrieve information about particular Application Clients e.g. Application Client profile parameters or parameter ranges to be matched, specific UE Identifiers, location ranges, etc.
NOTE:
The trigger conditions of the Application Client information API (e.g. resource load predictive analytics) are up to service logic, which is out of scope of this specification.

2.
Upon receiving the request from the Edge Application Server, the Edge Enabler Server performs an authorization check to verify whether the Edge Application Server has authorization to perform the operation. The Edge Enabler Server determines the matching Application Client information corresponding to the filter provided and composes a result. The Edge Enabler Server stores the subscription information for future processing.

3.
The Edge Enabler Server sends an application client information subscription response to the Edge Application Server with the result composed in step 2.

* * * Next Change * * * *

8.6.4.3.1
Application Client information subscription request

Table 8.6.4.3.1-1 describes the information flow for an Application Client information subscription request from the Edge Application Server to the Edge Enabler Server.
Table 8.6.4.3.1-1: Application Client information subscription request

	Information element
	Status
	Description

	EAS ID 
	M
	The identifier of the EAS

	Subscription type


	M


	Choice of "One time", "Event based", "Unsubscribe", determining the type of processing requested

	Filter
	O
	List of characteristics for discovery purposes, as detailed in Table 8.6.4.3.1-2. 

	Event conditions
	O
	Parameters indicating event conditions e.g. number of notifications instances, subscription timeout, etc.


Table 8.6.4.3.1-2: Filter

	Information element
	Status
	Description

	Application Client Type
	O
	Category or type of Application Client (e.g. V2X) to be matched

	ECSP IDs
	O
	Identifiers for the ECSP associated with the EEC.

	Operation Schedule
	O
	EAS operation schedule (e.g. time windows) to be matched

	Service Area
	O
	EAS service area for identifying UEs with matching expected location(s) (e.g. route). This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	EAS Service KPIs
	O
	EAS KPIs (Table 8.2.5-1) for identifying the EEC and Application Clients to be matched, 

	Application Client Profile Parameter Ranges
	O
	Parameter ranges to be matched to Profiles of Application Clients for which the request applies. 

	AC ID(s)
	O
	List of identities of Application Client(s) to be matched

	UE ID(s)
	O
	List of UE identifiers to be matched

	UE location(s)
	O
	List of locations (e.g. routes) of the UE(s) for which the request applies
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1. Application Client information subscription request


1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



