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1. Introduction
S6-201127 introduced in SA6#38 a new solution to enable the MSGin5G Service to support store-and-forward, addressing the 3GPP TS 22.262 requirement:

[R-5.1.2-005] The MSGin5G Service shall support storage of a message if a UE is unavailable (disconnected or power off) for future delivery once the UE becomes available.

In order to fulfil this requirement, the MSGin5G Service requires the capability to store messages when a targeted UE is unavailable to receive the messages and then forward the messages to the UE when it becomes available.  

S6-201127 was postponed in order to address 3 questions (4-6) to SA1 via S6-201315 LS to SA1. The relevant input provided by SA1 in S6-201698 (Response LS on 5GMSG requirement clarifications) follows :

Based on the inpt provided by SA1, the solution proposes:
· Message differentiation to be available to be provided optionally by the message originator, as well as via local policies. The differentiation provided by the message originator is proposed as a message priority which may include criteria such as latency and reliability. 
· Storage expiration time to be available to be provided optionally by the message originator, as well as via local policies.

2. Reason for Change

The current MSGin5G Service is not able to support store-and-forwarding of non-IMS messages. By supporting store-and-forwarding of messages, the MSGin5G Service can improve the overall performance and efficiency of the system. 
3. Conclusions

Message delivery by the MSGin5G Service may be optimized via this solution.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-24 v 1.0.0.
* * * First Change * * * *

6.X
Solution X: Store-and-forwarding of MSGin5G messages 
6.X.1
Description

6.X.1.1
General

This solution enables a MSGin5G Service to support store-and-forwarding of MSGin5G messages. 
6.X.1.2
Store-and-forwarding of MSGin5G messages

Figure 6.X.1.2-1 shows the procedure for store-and-forwarding of MSGin5G messages.

Pre-conditions:

1. A UE hosts a 5GMSGS Client and/or Application Specific Client which are supported by the MSGin5G Service. 
2. For non-IMS messaging, the 5GMSGS Client registers with the MSGin5G Server and shares UE contact information. 
3. The UE becomes unreachable by the MSGin5G Server. 
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Figure 6.X.1.2-1: Store-and-Forward Procedure of non-IMS messages
1. An Application Server sends a message to a MSGin5G Server to forward to a targeted 5GMSGS Client or Application Client on a UE.  

2. The MSGin5G Server determines that the message target is not available to receive the message based on one or more of the following methods: 

a. Detecting that a targeted UE does not have a network connection established or active. The MSGin5G Server may interwork with 5GS to collect this information.

b. Using the availability information that the 5GMSGS Client provides to the MSGin5G Server in the 5GMSGS Client Profile (Table 6.2.1.2-1).  

3. The MSGin5G Server stores the message until the message target become available. To determine the availability of the message target, the MSGin5G Server may use the availability information as described in step #2. Alternatively, the MSGin5G Server may interwork with an access network to determine whether the targeted UE has an access network connection established or active in order to determine availability. 
If the message target does not become available for a long time, the MSGin5G Server may discard the message and returns an error to the message originator.  To determine whether messages may be discarded, the MSGin5G Server uses a storage expiration time based on:
a.  optional storage expiration time parameter, as defined in Table 6.X.1.2-1, if provided by the message originator

b. storage expiration time local policies
Table 6.X.1.2-1: MSGin5G Message Storage expiration time
	Information element
	Status
	Description

	Storage expiration time
	O
	Indicates when the message should be discarded, if stored


4. The MSGin5G Server detects that the message target is available using the same availability determination method as in step #2.
5. The MSGin5G Server forwards any messages that are stored for the message target. When forwarding stored messages, the MSGin5G Server may use:

a. Message priority, if an optional forwarding priority parameter, as defined in Table 6.X.1.2-2, is provided in the MSGin5G message. 
b. Message differentiation rules provided in local policies, e.g. based on latency and reliability, if provided.

c. Combinations of a and b to be applied subject to implementation.
After taking into account message differentiation rules, higher priority messages are forwarded before lower priority message regardless of the order in which they were received and stored by the MSGin5G Server.    

Table 6.X.1.2-2: MSGin5G Message Forwarding Priority Parameter

	Information element
	Status
	Description

	Forwarding piority
	O
	Indicates the priority of a message (e.g. High, Med, Low) for forwarding purposes.  


NOTE: Message prioritization levels are to be determined in the normative phase.
6. The targeted 5GMSGS Client and/or Application Client on the UE receives the MSGin5G message.  
6.X.2
Impacts on existing nodes and functionality

The solution introduced in clause 6.X.1.2 enables a MSGin5G Server to provide store-and-forward capabilities for non-IMS messages, with no backwards compatibility issues or impacts.  

6.X.3
Solution evaluation

The solution introduced in clause 6.X.1.2 enables the MSGin5G Service to support store-and-forwarding of MSgin5G messages when a targeted UE is unavailable to receive the messages. By supporting store-and-forwarding of messages, the MSGin5G Service can improve the overall performance and efficiency of the system. 
* * * Next Change * * * *

6.2.1.2
5GMSGS Client Registration

The signalling flow for 5GMSGS Client registration is illustrated in figure 6.2.1.2-1. The solution assumes that the 5GMSGS Client is responsible for triggering the registration to the MSGin5G Server.  

NOTE 1:
The trigger for registering is based on application service logic and is out of scope of this specification.

Pre-conditions:

1.
The UE on which the 5GMSGS Client resides is connected to an access network that provides connectivity to the MSGin5G Server.

2.
The 5GMSGS Client has been configured with the MSGin5G Server Identity.

3.
The 5GMSGS Client has been configured with the address (e.g. URI) of the MSGin5G Server.

4.
Both the 5GMSGS Client and MSGin5G Server have been configured with the necessary credentials to enable authenticating one another.

NOTE 2:
The structure and definition of the credentials required by the 5GMSGS Client and MSGin5G Server to authenticate are left for SA3 to define.


[image: image2.emf]5GMSGSClient

MSGin5G

Server

1. Registration Request

3.Registration Response

2. Request validation


Figure 6.2.1.2-1: MSGin5G Client registration

1.
The 5GMSGS Client sends a 5GMSGS Client registration request (5GMSGS Client Profile) to the MSGin5G Server. The request includes security credentials required for the 5GMSGS Client to register to the MSGin5G Server.  The request also includes a 5GMSGS Client Profile for the 5GMSGS Client initiating the registration request.  The 5GMSGS Client Profile includes the information listed in Table 6.2.1.2-1.

Table 6.2.1.2-1: 5GMSGS Client Profile

	Information element
	Status
	Description

	UE ID
	M
	Identity of the UE hosting the 5GMSGS Client (e.g. the External Identifier defined in TS 23.682 [x], or an MSISDN)

	5GMSGS Client Ports
	M
	List of port numbers that the 5GMSGS Client listens on for messages (e.g. device triggers) from the MSGin5G Server and that target the 5GMSGS Client. Also included with each port number is an associated protocol (e.g. SMS, NIDD, etc.).  

	5GMSGS Client ID
	O
	5GMSGS Client identifier assigned to the 5GMSGS Client by the MSGin5G Server upon initial registration.

	5GMSGS Client Capabilities
	O
	A list of the MSGin5G capabilities supported by the 5GMSGS Client (e.g. MOMT, AOMT, MOAT, Group, Broadcast)

	MSGin5G Client Availability
	O
	Availability information (availability status indicator, schedule, etc.) of the MSGin5G Client to receive MSGin5G messages.


2.
Upon receiving the request from the 5GMSGS Client, the MSGin5G Server validates the registration request and verifies the security credentials. The MSGin5G Server also checks if a 5GMSGS Client ID is present within the 5GMSGS Client Profile of the request to determine if the request is a new registration or an update to an existing registration. A registration update may be used to send a new or updated 5GMSGS Client Profile to the MSGin5G Server. The MSGin5G Server also checks if the 5GMSGS Client Capabilities are compatible with its own MSGin5G Server Capabilities.

3.
The MSGin5G Server sends a 5GMSGS Client registration response to the 5GMSGS Client. If the registration is a new registration, the MSGin5G Server assigns a unique 5GMSGS Client ID to the 5GMSGS Client and returns it in the response. The 5GMSGS Client stores the identifier and uses it in all future MSGin5G communication with the MSGin5G Server. If the MSGin5G Server is not able to fulfil, or provide, the MSGin5G services that are indicated within the 5GMSGS Client Profile, then the MSGin5G Server will indicate this in the 5GMSGS Client registration response. If the registration is successful, the MSGin5G Server stores the profile information such that this information can be later used by the MSGin5G Server to deliver MSGin5G messages to/from the 5GMSGS Client and Application Clients.

Question 4: Does MSGin5G service require to support priority among messages to meet low latency requirement?


Answer 4: In terms of latency, SA1 would like to point out [R-5.5.2-001] which states that “The MSGin5G Service shall support broadcasting a text or data message with end-to-end latency less than [500] ms”. Given that the MSGin5G service is required to support a variety of latencies and reliability levels, it should support a way of differentiating between these levels. It is up to SA6 to determine how differentiating between these levels is implemented, (e.g. priority).


Question 5: If priority is required to be supported among messages, then on what basis the priority is set for the messages? 


Answer 5: See also Answer 4. Message delivery differentiation shall be based on criteria including (but not limited to) latency and reliability. 


Question 6: If priority among messages are not required to be supported, then does SA1 have a recommendation to differentiate messages that needs to be sent periodically (e.g. hourly basis) and messages that are time sensitive?





Answer 6. See also answers 4 and 5. It is out of SA1 scope to specify message delivery mechanisms.
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