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1. Introduction
According of various key issues and solutions, the FF application layer consumes the 5G core network capabillities using SEAL. These use cases need SEAL server’s interaction with SCEF/NEF identifying a group of UEs, which is currently not supported by SEAL.
Modifications in this latest version shown in changes-over-changes:

When supported by the SCEF/NEF, the key issues and solutions described above may be able to invoke the SCEF/NEF APIs. The SCEF/NEF APIs (like Monitoring API), support ‘External Group Identifiers’, as specified in TS 23.682 [AA] (clause 4.6.3), to identify a group of UEs in the request. An External Group Identifier maps to an IMSI-Group Identifier(s) (defined in TS 23.003 [BB]) that are stored in the HSS/UDM. Currently SEAL is not utilizing the 3GPP CN identification (external group ID) for group of UEs to invoke NEF/SCEF APIs. 
Open issue:

- How SEAL uses external group identifier managed by 3GPP CN for VAL groups is FFS?
- SEAL needs a mechanism to manage (create, modify, delete) a group of FFAP UEs in the Core Network for API invocations.
2. Reason for Change
Propose new key issue to study how SEAL layer supports FF application layer requirements involving invocation of SCEF/NEF APIs.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v1.0.0.
* * * First Change * * * *
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* * * Next Change * * * *

5.X
Key Issue X – Using 5G CN capabilities for SEAL Groups
Various key issues and solutions of this document, as listed below, illustrate leveraging SEAL services to fulfil the FF application layer requirements with assistance of core network. 

Key Issues

· Key issue 6 - 5GLAN group management
· Key Issue 14 – Device monitoring
· Key Issue 15 – Support for group communication
Solutions

· Solution #1: FF application layer functional model
· Solution #7 Geographic location and positioning information support
· Solution #8: QoS monitoring
· Solution #9: 5GLAN group management
· Solution 15: Time Synchronization Management
· Solution #18: Device monitoring
These solution alternatives require SEAL server’s interaction with 5GC via NEF as specified in TS 29.522 [11]. To invoke any NEF/SCEF APIs by the SEAL layer to fulfill the FF application layer requirements, the SEAL layer needs to identify the UE or a group of UEs, for which the NEF/SCEF APIs are to be invoked. SEAL layer can use external identifier of the UE (as specified in 3GPP TS 23.682 [AA]) to invoke the NEF/SCEF APIs. 

When supported by the SCEF/NEF, the key issues and solutions described above may be able to invoke the SCEF/NEF APIs. The SCEF/NEF APIs (like Monitoring API), support ‘External Group Identifiers’, as specified in TS 23.682 [AA] (clause 4.6.3), to identify a group of UEs in the request. An External Group Identifier maps to an IMSI-Group Identifier(s) (defined in TS 23.003 [BB]) that are stored in the HSS/UDM. Currently SEAL is not utilizing the 3GPP CN identification (external group ID) for group of UEs to invoke NEF/SCEF APIs. 
Open issue:

- How SEAL uses external group identifier managed by 3GPP CN for VAL groups is FFS?
- Whether current mechanisms provided by 3GPP CN are sufficient to manage group of FFAPP UEs to enable SEAL to invoke 3GPP CN APIs for the group is FFS.
* * * End of Changes * * * *
