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1. Introduction
This pCR proposes a new solution to the key issue (Using 5G CN capabilities for SEAL groups). The solution enables the SEAL GMS to support the 3GPP defined external group identifier, identifying a group of UEs.
Proposal modifications in this version shown with changes over changes:

7.X
Solution #X: Enabling 5G CN capabilities for SEAL Groups
7.X.1
Solution description

This solution corresponds to the Key issue #X – Using 5G CN capabilities for SEAL Groups. The solution proposes that the SEAL server obtains the external group identifier for a group of UEs, from the core network and includes it the SEAL group document at the time of group creation. This provides a mapping of the SEAL group to a core network known external group identifier, which can then be be used by the SEAL servers or the FF application layer servers for invoking any SCEF/NEF APIs related to the SEAL group.
SEAL GMS then stores this external group identifier within the SEAL group document. Further, any SEAL server or the FF application server can fetch the external group identifier from the SEAL GMS using the VAL Group ID and use it for any NEF/SCEF invocations like monitoring APIs for UE reachability, location etc.


This solution is also applicable for other verticals like UASAPP, V2XAPP etc, where SEAL or VAL has to to invoke SCEF/NEF APIs related to the group of UEs to fufill the vertical specific requirements.

2. Reason for Change
New solution proposal to the key issue on enabling 5G CN capabilities for FFAP.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v1.0.0.
* * * First Change * * * *

7.X
Solution #X: Enabling 5G CN capabilities for SEAL Groups
7.X.1
Solution description

This solution corresponds to the Key issue #X – Using 5G CN capabilities for SEAL Groups. The solution proposes that the SEAL server obtains the external group identifier for a group of UEs, from the core network and includes it the SEAL group document at the time of group creation. This provides a mapping of the SEAL group to a core network known external group identifier, which can then be be used by the SEAL servers or the FF application layer servers for invoking any SCEF/NEF APIs related to the SEAL group.
SEAL GMS then stores this external group identifier within the SEAL group document. Further, any SEAL server or the FF application server can fetch the external group identifier from the SEAL GMS using the VAL Group ID and use it for any NEF/SCEF invocations like monitoring APIs for UE reachability, location etc.
This solution is also applicable for other verticals like UASAPP, V2XAPP etc, where SEAL or VAL has to to invoke SCEF/NEF APIs related to the group of UEs to fufill the vertical specific requirements.

7.X.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.
* * * End of Change * * * *

