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1. Introduction
The contribution proposes an interaction between the EEC and the EES of the selected EAS, informing the EES that the EAS registered with it is selected for AC communication.
2. Reason for Change
To avail edge computing services, an EEC obtains service provisioning from the ECS. Service provisioning information can include information of multiple EESs. After the service provisioning information is received, the EEC performs EAS discovery with some or all of the provisioned EESs and discovers EASs. 

Further to the EAS discovery, the EEC, with possible help of AC, selects one or more discovered EAS(s) to establish application layer communication with those EAS(s). 
However none of the EES(s) which provided EAS discovery response to the EEC know whether the EAS they provided in the EAS discovery response was actually selected for application layer communication or not.
Not being aware of the selection of the EAS results in issues such as wastage of resources allocated to the EAS in anticipation of use by the AC as a result of the EAS discovery request. Also, as the EESs are not aware of the EAS selection, they cannot imitate monitoring of the UE's location or user plane events or reserve the resources required for application context relocation in regards to the discovered EAS. This also makes the following precondition in clause 8.8.2.5: "The AC at the UE already has a connection to the S-EAS" unverifiable at the source EES.
Note that a request from EAS over EDGE-3 (e.g. UE location API) is not an indication of EAS being used by the AC as there is no precondition on use of EDGE-3 APIs that the AC must be using the EAS. Similarly, absence of EDGE-3 usage by EAS does not indicate that the EAS is not being used by the AC as not all EAS will require EDGE-3 APIs. 
Therefore an explicit indication from the EEC to the EES informing about the selection of the EAS is required.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.0.0.
* * * First Change * * * *

8.5
Edge Application Server discovery and selection
8.5.1
General 

Discovery procedures enable entities in an edge deployment to obtain information about edge servers and services available, based on specified criteria of interest. 

Edge Application Server discovery enables the Edge Enabler Client to obtain information about available Edge Application Servers of interest. The discovery of the Edge Application Servers is based on matching EAS discovery filters provided in the request. 

When multiple EASs are discovered for a specific AC, the EEC may select one or more EASs to enable AC communication with one or more of the selected EASs. The selection algorithm is outside the scope of this specification.
Once the EAS(s) are selected the EEC informs the EES(s) that provided the information of the selected EAS(s), about the selection of the EAS(s).
8.5.2
Procedures

8.5.2.1
General

8.5.2.2
EAS discovery
Figure 8.5.2.2-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for EAS discovery. 

Pre-conditions:

1.
The Edge Enabler Client has received information (e.g. URI, IP address) related to the Edge Enabler Server.
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Figure 8.5.2.2-1: Edge Application Server Discovery procedure

1.
The Edge Enabler Client sends an Edge Application Server discovery request to the Edge Enabler Server. The Edge Application Server discovery request includes the requestor identifier [EEC ID] along with the security credentials and may include EAS discovery filters to retrieve information about particular Edge Application Server(s) or a category of Edge Application Servers, e.g. gaming applications. 

2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server checks if the Edge Enabler Client is authorized to discover the requested Edge Application Server(s). The authorization check may apply to an individual Edge Application Server, a category of Edge Application Servers or to the Edge Data Network, i.e. to all the Edge Application Servers. The EES may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.9.3. If the discovery request contained EAS discovery filters, then the Edge Enabler Server uses the EAS discovery filters to select the Edge Application Server information that match the EAS discovery filters.

3.
The Edge Enabler Server sends an Edge Application Server discovery response to the Edge Enabler Client, which includes information about the discovered Edge Application Servers. For discovered Edge Application Servers, this includes endpoint information. Depending on the EAS discovery filters received in the Edge Application Server discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, Application Client locations(s) that the Edge Application Servers can support, KPIs, etc. 

Upon receiving the Edge Application Server discovery response, the Edge Enabler Client uses the endpoint information for routing of the outgoing application data traffic to Edge Application Server(s), as needed, and may provide necessary notifications to the Application Client(s). The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the response, the Edge Enabler Client may cache the Edge Application Server information only for the duration specified by the Lifetime IE.

NOTE:
Within the duration specified by the Lifetime IE, the cached EAS Profile can be updated (e.g. according to notifications from the Edge Enabler Server for changes of Edge Application Server information due to EAS status change) or the cached Edge Application Server Profile can be invalidated due to new Edge Application Server information discovery (e.g. due to UE mobility).

* * * Next Change * * * *

8.5.2.x
EAS selection indication
Figure 8.5.2.x-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for informing the EES of the selected EAS(s).
Editor's Note: Whether this indication can be embedded within another interaction between the EEC and the EES, such as EEC registration update, is FFS.

Pre-conditions:

1.
The Edge Enabler Client has discovered and selected the EAS(s) to be used by the AC.
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Figure 8.5.2.x-1: EAS selection indication procedure

1.
The Edge Enabler Client sends EAS selection indication request to the Edge Enabler Server that provided the information of the selected EAS(s). The request includes the EEC ID along with its credentials and includes EAS ID(s) and EAS Endpoint(s) of the selected EAS(s).
2.
Upon receiving the indication, the Edge Enabler Server verifies the Edge Enabler Client credentials. If the Edge Enabler Client credentials are valid, the Edge Enabler stores the provided information and use it further to provide services to the selected EAS(s). For example, the Edge Enabler Server can allocate the required resources to the selected EAS(s), subscribe to the required core network capabilities for the UE etc.

3.
The Edge Enabler Server sends EAS selection indication response to the Edge Enabler Client, acknowledging the received request.

* * * Next Change * * * *

8.5.3.x
EAS selection indication request

Table 8.5.3.x-1 describes information elements for the EAS selection indication request sent from the Edge Enabler Client to the Edge Enabler Server. 

Table 8.5.3.x-1: EAS selection indication request

	Information element
	Status
	Description

	EEC ID
	M
	Identifier of the EEC

	Security credentials
	M
	Security credentials of the EEC.

	List of selected EASs
	M
	List of EAS(s) that are selected for use by the AC(s) in the UE

	> EAS ID
	M
	Identifier of the selected EAS.

	> EAS Endpoint
	M
	Endpoint information of the EAS.


8.5.3.y
EAS selection indication response
Table 8.5.3.y-1 describes information elements for the EAS selection indication response sent from the Edge Enabler Server to the Edge Enabler Client. 

Table 8.5.3.y-1: EAS selection indication response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EAS selection indication request was successful.

	Failure response
	O
	Indicates that the EAS selection indication request failed.

	> Cause
	O
	Indicates the cause of EAS selection indication request failure
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1. EAS selection indication request


1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



