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1. Introduction
As per TS 22.125, “The 3GPP system shall support detection, identification and reporting of problematic UAV(s) and the UAV controller to a UTM”. Considering this requirement, USS/UTM should be able to monitor all the UAVs served by the USS/UTM for any abnormal behaviour from UAVs. 
2. Reason for Change
This pCR to proposes new key issue to study on detection of problematic UAVs.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.755 v0.10.0.
* * * First Change * * * *

 5.Y
Key issue#Y: Support to reporting of Network Exposure Function
As per TS 22.125 [3], “The 3GPP system shall support detection, identification and reporting of problematic UAV(s) and the UAV controller to a UTM”. 

To detect and report the problematic UAV (for e.g, loss of connectivity, abnormal behaviour, unauthorized etc), many events related to the UAV need to be taken into consideration to conclude that the UAV is problematic. USS/UTM may be able to fetch multiple events related to the UAV (UE) from the 3GPP core network, using the current services of NEF/SCEF.
Taking the above into consideration, this key issue is needed to study:
- Whether the existing event monitoring and reporting capabilities in NEF can be supported in the UAE/SEAL layers to provide additional value to UTM, for e.g. in detection of problematic UAV.
* * * End of Change * * * *
