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1
Background

3GPP SA6 working group specified a set of capabilities utilized by V2X applications with potential usage by multiple other vertical industry applications, known as service enabler architecture layer (SEAL) in Rel-16. Stage-2 aspects for SEAL are described in TS 23.434, Security aspects for SEAL are specified in TS 33.434, and Stage 3 aspects for SEAL are specified in TS 24.544, TS 24.545, TS 24.546, TS 24.547, TS 24.548 and TS 29.549. 

Scope of Rel-16 SEAL services included:

-
Group management (GM)

-
Location management (LM)

-
Configuration management (CM)

-
Network resource management (NRM)

-
Key management (KM)

-
Identity management (IM)

In Rel-17, SA6 working group has initiated work on application layer support for more verticals namely - Unmanned Aerial System (UASAPP), Factories of the Future (FFAPP), MSGin5G Service (5GMARCH) in addition to the enhancements to V2X services (eV2XAPP). All these verticals have identified the need to leverage SEAL and further identified the need for enhancements to SEAL.
The following sections provide our analysis of enhancements that are required to SEAL and propose potential approaches to specify those enhancements to SEAL. 

2
Enhancements to leverage SEAL from SA6 studies
The below table is based on the current versions of TR 23.764 for eV2XAPP, TR 23.700-24 for 5GMARCH, TR 23.755 for UASAPP and TR 23.745 for FFAPP. Solutions mentioned in the below table have identified potential enhancements to SEAL procedures. During the course of the study more such enhancements to SEAL are expected to be identified.
	
	eV2XAPP
	5GMARCH
	UASAPP
	FFAPP

	Group Management
	Solution#14 Enhancements to V2X group management and group communication
Solution#18 Support HD map dynamic information
	Solution#4 Support for adding/removing members
	Solution #5 Support for C2 QoS Provisioning
	Solution #9: 5GLAN group management

	Location Management
	Solution#18 Support tracking of UE location and providing the list of UEs
	
	Solution #3 Support for supplementary UE location
	Solution #7 Geographic location and positioning information support

	Configuration Management
	Solution#12 Configuration to select the use of unicast, groupcast or broadcast services for communications over PC5
	
	
	

	Identity Management
	
	Requirement [R-7.2-001] in TS 22.262
	
	

	Key Management
	
	Requirement [R-7.2-002] in TS 22.262
	
	

	Network Resource Management
	Solution#13 Supporting local MBMS
Solution#16 Support network monitoring information

Solution#10 Support slice re-mapping
	
	Solution #4: Support for coordinated QoS provisioning for C2 communication

Solution #6: Selection and switching between Network‑Assisted/Direct and USS/UTM navigated C2 communication
Solution #7: Selection and switching between Network-Assisted and Direct C2 communication
	Solution #10: QoS monitoring for TSC services
Solution #12: Private Slice
Solution #13: Application-triggered slice re-mapping for FF applications

Solution 15: Time Synchronization Management
Solution #16: TSN policy negotiation via FAE layer

Solution #18: Device monitoring


3
Other potential enhancements to SEAL
3.1
Resolve ENs present in Rel-16 TS 23.434

There are 38 Editor's notes that need to be addressed. Editor's notes are related to for example:

· The functions enabled over SEAL-E (GM-E/LM-E/CM-E/IM-E/KM-E/NRM-E) and SEAL-X reference points.

· The naming and definition of the identities.

· Group updates due to Users or UEs moving in or out of the location.

· Off-network support.

· To support other modes of MBMS.
· Refinement of the SEAL services in service-based interface representation.

3.2
SEAL services to support multiple service provider deployments
SEAL in Rel-16 focused on single system and support of SEAL services in multiple service provider deployments is yet to be addressed.

3.3
SEAL services over 5GS

SEAL is applicable to both EPS and 5GS. However, the recent advancements to 5GS needs to be considered for harmonization across SEAL services and also the support of SEAL services based on existing Core Network capabilities.

4
Potential approach to specify enhancements to SEAL

4.1
Approach-1: New eSEAL WID
In this approach the enhancements to SEAL would be done within the scope of a dedicated WID. We identify the vertical studies that require SEAL enhancements and also identify any generic potential enhancements (including but not limited to clause 3 above) to SEAL. Specification of SEAL enhancements could be in parallel to normative specification for a Vertical, but it is not necessary to keep the same timelines for both the WIDs. This approach ensures that the enhancements to SEAL are developed with harmonization across Verticals.   

4.2
Approach-2: Identify TS 23.434 as an impacted specification
In this approach the enhancements to SEAL would be done within the scope of a Vertical specific WID by including SEAL TS 23.434 as an impacted specification. SEAL enhancement would be specified along with the normative specification for a Vertical, however the timeline for SEAL enhancements would be binding to the timeline for Vertical specific WID.

4.3
Applicability of Approach-1 and Approach-2
Based on our analysis of current status of each vertical study in SA6, we recommend to consider Approach-1 for the topics where the target completion is planned for Rel-17 and any early conclusions from the study. Consider Approach-2 for the topics where the target completion of normative work is planned after Rel-17.

Approach-1: Dedicated eSEAL WID for eV2XAPP, 5GMARCH, UASAPP, FFAPP (early conclusions) and any generic potential enhancements.

Approach-2: Include SEAL TS 23.434 as an impacted specification within potential FFAPP normative WID for leftovers.

5
Conclusions for e-SEAL WID

Develop Stage 2 normative technical specification for the enhanced Service Enabler Architecture Layer for Verticals based on:

5.1
Enhancements to leverage SEAL from SA6 studies
Identified key issues, solutions and conclusions in TR 23.764, TR 23.700-24, TR 23.755 and TR 23.745.
5.2
Other potential enhancements to SEAL
1)
Resolve ENs present in Rel-16 TS 23.434.

2)
SEAL services to support multiple service provider deployments.

3)
Harmonization of SEAL services over 5GS and support of SEAL services based on existing Core Network capabilities, and
4)
Improvements to existing procedures services and APIs.
5.3
Potential approach to specify enhancements to SEAL
Start with Rel-17 eSEAL WID, addressing the outcomes of eV2XAPP, 5GMARCH, UASAPP, FFAPP (early conclusions) and any generic potential enhancements. Further, any SEAL enhancements necessary for verticals not covered by Rel-17 eSEAL WID could be handled by corresponding vertical normative WID by including SEAL TS 23.434 as an impacted specification.

