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1. Introduction
This contribution provides an clarifications on how the DNAI is used in the EDGEAPP.
2. Reason for Change
The DNAI is used for the EES discovery or EAS discovery. However there are several issues still not clear.

(1) The AF may receive the UPPM event notification with target DNAI when the UE moves the area coresponding to the target DNAI where there is no applicatoin deployed. It is dificult for the source AF to determine application context relocation is required or not as the source AF is only aware of the target DNAI is not associated with itself but does not know wheter there is an target AF being deployed at the target DNAI.
As described in 5.6.7 Application Function influence on traffic routing in TS 23.501, and the 5.4 TrafficInfluence API in TS 29.522,  the target DNAI in the UPPM event notification may be none of the DNAI(s) representing the potential application locations which the AF previously provided in the AF request (Table 5.6.7-1 in TS 23.501). That is to say the target DNAI notified to the AF may has nothing to do with the potential locations where the application are deployed.
From SA6 point of view, that means the ECS/source EES/source EAS may get the notification with target DNAI where there is no EAS/EES is deployed. The ECS/source EES/source EAS has to further check whether there is an EES/EAS being deployed at the target DNAI to determine whether to updates the EES to EEC or triggering the application context relocation due to the UPPM event notification. However, this is still not suffcient.

 For example, in the figure below, there is no EES is deployed at DNAI#2, and no application#3 is deployed at DNAI#3. In the scenario “S-EES executed application context relocation” in cl.8.8.2.5, the source EAS detects the DNAI change (from DNAI#2 to DNAI#3) and triggers the ACR, the source EES makes the decision and discovers the T-EAS, it is possible that the most appropriate T-EAS is the source EAS and the target EES is the source EES.
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· Observation#1: UPPM event notification with target DNAI does NOT mean there is EES or EAS deployed at that target DNAI nor application context relocation is required.

(2) One single target DNAI in the UPPM event notification is not suffcient to discover the target EES(s) and target EAS(s).
As shown above, then ECS subscribes the UP path mangement event assocaited with the EES and gets the UPPM event notification with DNAI#2, however, there is no EES is deployed at DNAI#2, so it will be difficult for the ECS to determine which EES should be discovered based on DNAI#2. 
Considering the application context relocation case. When a user of application#3 is moving to DNAI#3, and the source EES/source EAS will get the target DNAI#3, and the source EES/source EAS will provide this DNAI#3 to the ECS to discover the target EES for ACR. However, there is no application#3 is deployed at the DNAI#3. At this moment, ECS may not determine the EES based on the target DNAI#3.
When condiering the discover the target EAS(s), due to different EASs of the same appliction may have different capabilities and the 3GPP network only be aware of the potential location of the EAS without the detailed EAS features and capabilities, so one single target DNAI from the UPPM event notification is not suffient to discover the appropriate EAS which satisfies the requirements.

· Observation#2: on single target DNAI in the UPPM event notification is not suffcient for the EES disovery and EAS discovery. Enhancement to the UPPM event notification is required.
(3) The EES profile is lack of DNAI to enable the ECS to determine the EES based on the target DNAI(s).

From the 3GPP core network point of view, the EES is also an application. So the EES DNAI is required in the EES profile for ECS to influence the traffic routing and to determine the EES based on the DNAI notified from 3GPP core network.
· Observation#3: EES DNAI is required in the EES profile to enable the ECS to discovery the EES(s).
With above analysis and observations, the UPPM event notification enhancements including only sending the UPPM notificaiton when the application is deployed at the target DNAI and providing multiples DNAIs to the AF are required, and the EES profile shall be updated.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.0.0.
* * * First Change * * * *

8.2.6
Edge Enabler Server Profile

The Edge Enabler Server profile includes information about the EES and the services it provides.
Table 8.2.6-1: Edge Enabler Server Profile

	Information element
	Status
	Description

	EES ID 
	M
	The identifier of the EES

	EES Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES.

	Edge Application Server IDs
	M
	List of Edge Application Server IDs registered with the EES.

	EES Provider Identifier
	O
	The identifier of the EES Provider (such as ECSP)

	EES DNAI (s)
	M
	 A list of DNAI associated to the EES. This IE may be used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].


Editor's Note: Whether there is a need to specify a Service Area for the EES is FFS.

* * * Next Change * * * *

8.8.3.2
Discover target Edge Application Server

Figure 8.8.3.2-1 illustrates the interactions between the source Edge Application Server and the source Edge Enabler Server and optionally between the source Edge Enabler Server and the Edge Configuration Server and between the source Edge Enabler Server and target Edge Enabler Server for fetching target Edge Application Server information. This procedure may be utilized by a source Edge Application Server which undertakes the transfer of application context information to a target Edge Application Server directly.
Editor’s Note:
How Edge Enabler Server is selected from the list of Edge Enabler servers and whether the EEC needs to be notified when this selection happens is for further study.

Pre-conditions:

1.
Information related to the Edge Enabler Server is available with the source Edge Application Server.
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Figure 8.8.3.2-1: Discover target Edge Application Server

1.
The Edge Application Server invokes the Edge Application Server Discovery request on the source Edge Enabler Server. The Edge Application Server discovery request includes the requestor identifier [EAS ID] along with the security credentials and includes EAS discovery filter matching its Edge application Server profile. If target DNAI is available at the source Edge Application Server via UP path management event notification, the source Edge Application Server provides the source Edge Enabler Server with the target DNAI.

Editor's note:
Whether the UP path management event notification sent to the AF means that the UE is moving to the target DNAI where there is an target EAS deployed and multiple target DNAIs which are reached by the serving (R)AN of the UE are provided in the UP path management event notification depend on SA2’s confirmation and is FFS.
NOTE:
The trigger condition to invoke the Discover target Edge Application Server API is up to application service logic, which is out of scope of this specification.

2.
Upon receiving the request, the source Edge Enabler Server checks if the requesting Edge Application Server is authorized to perform the discovery operation. If it is authorized, the source Edge Enabler Server checks if there exists a target Edge Application Server information (registered or cached) that can satisfy the requesting Edge Application Server information and additional query filters. If the source Edge Enable Server discovers the target Edge Application Server(s), the flow continues with step 5, else the source Edge Enabler Server retrieves the target Edge Enabler Server address from the Edge Configuration Server as specified in clause 8.8.3.3.

3.
The source Edge Enabler Server invokes the Edge Application Server Discovery request on the target Edge Enabler Server. The source Edge Enabler Server discovery request includes the requestor identifier [EES ID] along with the security credentials and includes EAS discovery filter obtained in step 1.

4.
The target Edge Enabler Server discovers the target Edge Application Server(s) and responds with the discovered target Edge Application Server information to the source Edge Enabler Server. The source Edge Enabler Server may cache the target Edge Application Server information.

Editor’s Note:
How the target Edge Application Server is selected from the list of Edge Application Servers received in step 4 is for further study.

5.
The source Edge Enabler Server responds to the Edge Application Server with the target Edge Application Server Information.
8.8.3.3
Retrieve Target Edge Enabler Server procedure

Figure 8.8.3.3-1 illustrates the procedure for the source Edge Enabler Server to retrieve the target Edge Enabler Server information from the Edge Configuration Server.
Pre-condition:

1.
The source Edge Enabler Server has been pre-configured with the address of the Edge Configuration Server; and

2.
The Application Client at the UE already has on-going application traffic with the source Edge Application Server.
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Figure 8.8.3.3-1: Retrieve target Edge Enabler Server procedure

1.
The source Edge Enabler Server sends the Retrieve Edge Enabler Server request (UE location information or UE identity, EAS ID of the source Edge Application Server, target DNAI) to the Edge Configuration Server in order to identify the target Edge Enabler Server which has an Edge Application Server available to serve the given Application Client in the UE.
2.
If the request contains the UE identity (e.g. GPSI) but the UE location is not known to the Edge Configuration Server, then the Edge Configuration Server interacts with 3GPP core network to retrieve the UE location. The Edge Configuration Server determines target Edge Enabler Server(s) as per the parameters (e.g. EAS ID, target DNAI) in the request and the UE location information.

3.
The Edge Configuration Server sends the Retrieve Edge Enabler Server response (EAS ID of the source Edge Application Server, list of target Edge Enabler Server(s) information) to the source Edge Enabler Server. The list of target Edge Enabler Server(s) information includes the endpoint for each of the target Edge Enabler Server(s), e.g. IP address determined in step 2.

Editor's note:
It is FFS whether and what additional info is included in the Retrieve EES Request.

Editor's note:
How to handle the case of multiple ECS(s) configured at the UE is FFS.

Editor's Note:
Detailed description of Target DNAI information is FFS. Also, the relationship of DNAI associated with EAS and the DNAI(s) associated with EDN is FFS.

Editor's note:
Whether the UP path management event notification sent to the AF means that the UE is moving to the target DNAI where there is an target EAS deployed and multiple target DNAIs which are reached by the serving (R)AN of the UE are provided in the UP path management event notification depend on SA2’s confirmation and is FFS.
* * * Next Change * * * *
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