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1. Introduction
This contribution is proposed to introduce the procedure about application context relocation with full operations performed by source Edge Enabler Server.
2. Reason for Change
In order to reduce the time of application context relocation, reduce the signallings interaction between the EAS and EES, support the portability and minimise the modification to the EAS compared to their existing deployments, this pCR is proposed the source EES and the target EES to handle all the operations for the application context relocation including ACR detection, ACR decision, target EAS discovery, application context synchronization and transfer, notifying the CN about application context relocation, notifying the EEC about the target EAS and so on.  
With less signalling interactions, presynchronization of application context being transferred, the full operations of ACR provides a more friendly and high performance service API to the ASP to handle application context relocation.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.0.0.
* * * First Change * * * *

8.8.3.z
Full service operations of Application context relocation procedures

The procedures in this clause illustrates the high level procedure of full service operations of application context relocation being performed by the Edge Enabler Servers.

In this procedures, when receiving the application context relocation with full service request from source Edge Application Server, the source Edge Enabler Server fully handles all the service operations of application context relocation, including detecting the event which may trigger the application context relocation,  making the application context relocation decision, discovering the target EAS, transferring the application context to the target Edge Enabler Server/ Edge Application Server, notifying the 3GPP network about the application context relocation information, notifying the EEC about the target EAS information.
Pre-conditions:1.
Information related to the source Edge Enabler Server is available with the source Edge Application Server.

3.
The target Edge Application Server has subscribed the application context relocation related event from the target Edge Enabler Server.
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Figure 8.8.2.z-1: Application context relocation with full service operation procedure
1. The source Edge Application Server sends an application context relocation with full service operations request (UE identifier, EAS ID) to request the source Edge Enabler Server to handle all the service operations of the application context relocation of the user. The UE identifier indicates the user whose application context relocation to be handled. The EAS may send this request e.g., when user is connecting to the source Edge Application Server.

2.
The source Enabler Server checks if the requesting Edge Application Server is authorized to perform the operation. If it is authorized, the source Edge Enabler Server responds with an application context relocation with full service operations response. The source Edge Enabler Server provides an address to the source Edge Application Server to synchronize the application context to be relocated.

3.
The source Edge Application Server synchronizes the application context of the user to be relocated to the address returned in step 2, e.g., periodically or when the application context is updated.

NOTE:
The application context of the user to be relocated is up to application service logic, which is out of scope of this specification.
4.
The source Edge Enabler Server starts to monitor the events which may triggers the application context relocation. The source Edge Enabler Server may subscribe the UP path management event notification, UE location from the 3GPP core network as specified in clause 8.9.3. The Edge Enabler Server may also subscribe the Edge Application Server load from the source Edge Application Server or from the Edge Application Server management system.

5.
When certain events occur, the source Edge Enabler Server determines that the application context relocation is required.

6.
The source Edge Enabler Server discovers the target Edge Application Server(s) as specified in clause 8.8.3.2 and clause 8.8.3.3. The source Edge Enabler Server selects the target Edge Application Server which will serve the user to deliver the application context.

7.
The source Edge Enabler Server delivers the latest application context to be relocated to the target Edge Enabler Server associated with the target Edge Application Server which is returned in step 6. The address (e.g., IP address and port number) at target Edge Enabler Server for the application context delivery may be returned in step 6 or pre-configured at the source Edge Enabler Server.

8.
The target Edge Enabler Server sends the application context relocation event notification to the target Edge Application Server to inform the target Edge Application Server that new application context is received. The address for the target Edge Application Server to fetch the application context is included.

9.
The target Edge Application Server fetches the application context by sending the application context fetch request with the address within the notification.

10. The target Edge Enabler Server checks the target Edge Application Server is authorized to fetch the application context and responds an application context fetch response.

11.
The application context is transferred to the target Edge Application Server.

12.
When the application context is delivered, the source Edge Enabler Server may notify the 3GPP core network about the application relocation information as specified in clause 4.3.6.3 in 3GPP TS 23.502 [3], if required. 

13.
After the UP path to the target Edge Application Server is activated at the 3GPP core network, the source Edge Enabler Server sends the application context relocation event notification with the target Edge Application Server information.

14. The EEC further provides the target Edge Application Server information to the AC, and the AC further switches the application traffic from the source Edge Application Server to the target Edge Application Server.
* * * Next Change * * * *

8.8.3.z1
Application context relocation with full service operations request (EAS – EES)

Table 8.8.3.z1-1 describes information elements for the application context relocation with full service operations request from the Edge Application Server to the Edge Enabler Server.
Table 8.8.3.z1-1: Application context relocation with full service operations request
	Information element
	Status
	Description

	UE identifier
	M
	Identifies the UE for which application context relocation is requested

	EAS ID 
	M
	The identifier of the EAS

	Security credentials
	M
	Security credentials of the source Edge Application Server


8.8.3.z2
Application context relocation with full service operations response (EES – EES)

Table 8.8.3.z2-1 describes information elements for the application context relocation with full service operations response from the Edge Enabler Server to the Edge Application Server.
Table 8.8.3.z2-1: Application context relocation with full service operations response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the subscription request was successful.

	> Application context synchronization address 
	O
	Indicates the application context synchronization address provided by the EES to the EAS to synchronize the application context to be relocated to the address, e.g., periodically or when the application context is updated.

	Failure response
	O
	Indicates that the subscription request failed.

	> Cause
	O
	Indicates the cause of request failure


8.8.3.z3
Application context fetch request (EAS – EES)

Table 8.8.3.z1-1 describes information elements for the application context fetch request from the Edge Application Server to the Edge Enabler Server.
Table 8.8.3.z3-1: Application context fetch request
	Information element
	Status
	Description

	Address
	M
	Identifies the address where the application context is located

	Security credentials
	M
	Security credentials of the source Edge Application Server


8.8.3.z4
Application context fetch response (EES – EAS)

Table 8.8.3.z4-1 describes information elements for the application context fetch response from the Edge Enabler Server to the Edge Application Server.
Table 8.8.3.z4-1: Application context fetch response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the subscription request was successful.

	Failure response
	O
	Indicates that the subscription request failed.

	> Cause
	O
	Indicates the cause of request failure
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