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1. Introduction
This contribution provides several updates and details related to EEC context and its handling.

2. Reason for Change
Current version of the specification does not clearly define:

-
How does the Edge Enabler Server retrieve the EEC context from the source EES?

-
How does the Edge Enabler Server inform the EEC informed in case the retrieval fails? 

-
What is the validity of the EEC context?

-
Details of the EEC context.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.0.0.
* * * First Change * * * *

6.4.10
EDGE-9
EDGE-9 reference point enables interactions between two Edge Enabler Servers. EDGE-9 reference point may be provided between EES within different EDN (Figure 6.4.10-1) and within the same EDN (Figure 6.4.10-2).

Editor's Note: The use of EDGE-9 between EES belonging to different ECSPs is FFS.


[image: image1.emf]Edge Data Network

Edge 

Application 

Server(s)

Edge Enabler 

Server(s)

EDGE-3

Edge Data Network

Edge 

Application 

Server(s)

Edge Enabler 

Server(s)

EDGE-3

EDGE-9


Figure 6.4.10-1: Inter-EDN EDGE-9
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Figure 6.4.10-2: Intra-EDN EDGE-9

EDGE-9 supports:

a)
discovery of target Edge Application Server information to support application context transfer; and

b)
retrieval of Edge Enabler Client context.

* * * Next Change * * * *

8.4.2.2
Procedures

8.4.2.2.1
General

Following are supported for EEC registration:

-
EEC registration procedure;

-
EEC registration update procedure;
-
EEC de-registration procedure; and

-
EEC context retrieval procedure.
8.4.2.2.2
EEC registration

Figure 8.4.2.2.2-1 illustrates EEC registration procedure.

Pre-conditions:

1.
The Edge Enabler Client is authorized to access the Edge Enabler Server for the purpose of performing registration and has received relevant security credentials; and 

Editor's Note: The required authentication and authorization procedures required to receive the relevant security credentials is FFS and in scope of SA3.

2.
The Edge Enabler Client has received service provisioning information from the Edge Configuration Server, including information for accessing the Edge Enabler Server.
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Figure 8.4.2.2.2-1: Edge Enabler Client registration procedure

1.
The Edge Enabler Client sends Edge Enabler Client registration request to the Edge Enabler Server. The request from the client includes the security credentials received after successful authorization for edge computing services and may include a proposed expiration time. The request also optionally includes information indicating to the Edge Enabler Server how the Edge Enabler Client expects to use the services of the Edge Enabler Server. 


If the Edge Enabler Client is moving to this Edge Enabler Server from the purview of another Edge Enabler Server, called source Edge Enabler Server, the request from the Edge Enabler Client may include the identity of the source Edge Enabler Server and an Edge Enabler Client context ID that was provided by the source Edge Enabler Server to maintain continuity of the EEC context. The request may also include a corresponding context relocation token provided by the source Edge Enabler Server to authorize EEC context retrievals.
2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server validates the registration request and verifies the security credentials. The Edge Enabler Server further determines whether the requirements that were indicated in the Application Client Profile(s) can be fulfilled. 

3.
Upon successful validation of the request, if the received Edge Enabler Client registration request contains an Edge Enabler Client context ID and a source Edge Enabler Server ID, the Edge Enabler Server retrieves the Edge Enabler Client's context from the source Edge Enabler Server as specified in clause 8.4.x.y.z. Otherwise, this step is skipped.

4.
The Edge Enabler Server sends a successful registration response, which includes the registration ID and may include a newly assigned Edge Enabler Client context ID. The Edge Enabler Client stores the new Edge Enabler Client context ID and uses it if and when it registers with another Edge Enabler Server. If the Edge Enabler Client registration request contained Edge Enabler Client context ID, then the Edge Enabler Client registration response includes context retrieval result, indicating if the Edge Enabler Server was successful in retrieving the Edge Enabler Client context or not. The Edge Enabler Server may also provide an expiration time to indicate to the Edge Enabler Client when the registration will automatically expire. To maintain the registration, the Edge Enabler Client shall send a registration update request prior to the expiration. If a registration update request is not received prior to the expiration time, the Edge Enabler Server shall treat the Edge Enabler Client as implicitly de-registered.

NOTE 1:
The EEC context stored at the EES can be temporary, in which case the ECSP decides on the validity period of the EEC context. 
NOTE 2:
If the Edge Enabler Client registration response indicates that the Edge Enabler Client context retrieval failed, the Edge Enabler Client can re-subscribe for information, share UE ID and user consent, etc. with the new Edge Enabler Server.
* * * Next Change * * * *

8.4.x.y.z
EEC context retrieval

Figure 8.4.x.y.z-1 illustrates the procedure to retrieve EEC context from the source Edge Enabler Server.

Pre-conditions:

1.
The Edge Enabler Server has received an EEC context ID and the source EES ID from the EEC.
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Figure 8.4.x.y.z-1: EEC context retrieval procedure

1.
The Edge Enabler Server sends retrieve EEC context request to the source Edge Enabler Server. The request includes the EEC context ID.

2.
Upon receiving the request from the Edge Enabler Server, the source Edge Enabler Server validates the security credentials. The source Edge Enabler Server uses the EEC context ID provided to identify the EEC context data to be provided. If the request includes a context relocation token, it is used to determine whether the requesting Edge Enabler Server is authorized by the EEC to retrieve the context. 

3.
If the context retrieval for the given EEC is authorized, the source Edge Enabler Server sends a retrieve EEC context response including the identified EEC context. The receiving Edge Enabler Server stores the received EEC context.

* * * Next Change * * * *

8.4.2.3.1
Edge Enabler Client registration request

Table 8.4.2.3.1-1 describes information elements in the Edge Enabler Client registration request from the Edge Enabler Client to the Edge Enabler Server. 

Table 8.4.2.3.1-1: Edge Enabler Client registration request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Application Client Profile(s)
	O
	Profiles of Application Clients for which the EEC provides edge enabling services. Application Client Profiles are further described in Table 8.2.2-1. 

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	Edge Enabler Client context ID
	O
	Identifier of the EEC context obtained from a previous registration.

	EEC context relocation token
	O
	May be present only if Edge Enabler Client context ID is present. When present, the token shall be used by the EES for context retrieval from the source EES ID.

	Source EES ID
	O
	Identifier of the EES that provided Edge Enabler Client context ID.

	EAS Identifiers
	O
	Identifiers of already discovered EAS which can support the services needed by the EEC. 


* * * Next Change * * * *

8.4.2.3.2
Edge Enabler Client registration response

Table 8.4.2.3.2-1 describes information elements in the Edge Enabler Client registration response from the Edge Enabler Server to the Edge Enabler Client.
Table 8.4.2.3.2-1: Edge Enabler Client registration response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.



	> Registration ID
	M
	Identifier of the EEC registration.

	> Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	> Context retrieval result
	O
	Present if an Edge Enabler Client context ID was included in the request. It indicates if the Edge Enabler Client context was successfully retrieved from the source Edge Enabler Server or not. 

	> Edge Enabler Client context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.

	EEC context relocation token
	O
	May be present only if Edge Enabler Client context ID is present. When present, the token shall be used by the EEC to authorize other EES(s) for context retrieval from the source EES.

	> EAS Information List
	O
	Optional information for the EASs specified in the request or those to which the client information is being forwarded. Each element may include the information detailed below

	>> EAS ID 
	M
	The identifier of the EAS

	>> EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) that Application Clients use to send requests to the EAS

	>> EAS Provider Identifier 
	O
	The identifier of the EAS Provider

	>> EAS Available Compute
	O
	The maximum compute resource available for the Application Client

	>> EAS Available Graphical Compute
	O
	The maximum graphical compute resource available for the Application Client

	>> EAS Available Memory
	O
	The maximum memory resource available for the Application Client

	>> EAS Available Storage
	O
	The maximum storage resource available for the Application Client

	Failure response
	O
	Indicates that the registration request failed.



	> Cause
	M
	Provides the cause for registration request failure.


Editor's Note:
It is FFS whether EAS Profiles should replace several of the IEs in the Discovered EAS List.

* * * Next Change * * * *

8.4.2.3.a
Retrieve EEC context request

Table 8.4.2.3.a-1 describes information elements in the retrieve EEC context request from an Edge Enabler Server to the source Edge Enabler Server. 

Table 8.4.2.3.a-1: Retrieve EEC context request 

	Information element
	Status
	Description

	EES ID
	M
	Unique identifier of the requesting EES.

	EEC context ID
	M
	Identifier of the EEC context, received in the EEC registration request.  

	EEC context relocation token
	O
	When present, the token shall be used for authorizing the context retrieval for the given EEC context ID

	Security credentials
	M
	Security credentials for authorizing a request from the requesting EES. 


8.4.2.3.b
Retrieve EEC context response

Table 8.4.2.3.b-1 describes information elements in the retrieve EEC context response from the source Edge Enabler Server to an Edge Enabler Server.
Table 8.4.2.2.b-1: Retrieve EEC context response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the retrieval request was successful.

	> EEC context
	M
	EEC context details.

	>> List of EEC subscriptions 
	O
	Data related to EEC subscriptions

	>> User consent data
	O
	User consent data available at the EES

	>> Edge UE ID data
	O
	Edge UE ID data available at the source EES

	>>> EAS ID
	M
	Identifier of the EAS to which the Edge UE ID was assigned to.

	>>> Edge UE ID
	M
	Assigned Edge UE ID

	>> ECSP specific context data
	O
	Any proprietary context data collected by the EESs of an ECSP.

	Failure response
	O
	Indicates that the retrieval request failed.

	> Cause
	O
	Indicates the cause of retrieval request failure


Edge Data Network
Edge Application Server(s)
Edge Enabler Server(s)
EDGE-3
Edge Data Network
Edge Application Server(s)
Edge Enabler Server(s)
EDGE-3
EDGE-9



Edge Data Network
Edge Application Server(s)
Edge Enabler Server(s)
EDGE-3
Edge Application Server(s)
Edge Enabler Server(s)
EDGE-3
EDGE-9



_1660568734.vsd
�

Edge Enabler Server


Source Edge Enabler Server


 



_1641629602.vsd
�

Edge Enabler Client


Edge Enabler Server


 



