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1
Discussion

The purpose of SEAL is to provide generic service enablers to address requirements common to various vertical applications. SEAL defines a generic architecture, service enablers, protocols, and APIs in 3GPP TS 23.434 [4] in stage 2 and a set of stage 3 specifications. The SEAL generic on-network functional model is described in clause 6.2 of  3GPP TS 23.434 [4] and is also illustrated in the figure 1-1 below.
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Figure 1-1: SEAL generic on-network functional model

SEAL-UU is a generic reference point for interactions between a SEAL client and a correspnding SEAL server. Each SEAL service specifies its SEAL-UU reference point and the protocol(s) used in that reference point. The present SEAL services make a choice of using HTTP and/or SIP in the SEAL-UU reference point. While these protocols are well established and performant for non-constrained devices they are problematic for battery-driven, CPU and memory constrained devices.

Clause 6.2 of 3GPP TS 23.434 [4] also specifies the functional model of the SEAL signalling control plane, depicted in figure 6.2.5 of the TS, and provided here in figure 1-2 for reference, and as the base for proposed extensions.


[image: image2.emf]SEAL server 

SEAL client

3GPP 

network 

system

SIP 

database

SIP core

AAA-1

SIP-1

AAA-2

Signalling 

user agent 

HTTP-1

Registrar 

finder/

I-CSCF

Local proxy/

P-CSCF

Registrar-

AS selection

/S-CSCF

HTTP 

server

HTTP 

client

HTTP-1

SIP AS

HTTP

Proxy

HTTP-2

Diameter 

proxy

HTTP-3

SIP-3

Other 

SEAL 

system

HTTP  

proxy

SIP 

core

HTTP 

client

SIP-2


Figure 1-2: SEAL functional model for signalling control plane

The Constrained Application Protocol (CoAP) is a protocol defined by IETF in RFC 7252 [1] and designed specifically for application layer communication for constrained devices. CoAP provides a request/response interaction model between application endpoints, supports built-in discovery of services and resources, and includes key concepts of the Web such as URIs and Internet media types. CoAP is designed to easily interface with HTTP for integration with the Web while meeting specialized requirements such as multicast support, very low overhead, and simplicity for constrained environments. RFC 7252 [1] specifies bindings to UDP and DTLS. IETF RFC 8323 [2] specifies bindings to TCP, Websocket and TLS.

CoAP has the following main features:

· Web protocol fulfilling requirements in constrained environments, realizing the REST architecture

· Unreliable transport with UDP binding with optional reliability supporting unicast and multicast requests, and security binding to DTLS

· Reliable transport with TCP and WebSocket binding, and security binding to TLS

· Asynchronous message exchanges

· Low header overhead and parsing complexity

· URI and Content-type support

· Simple proxy and caching capabilities

· A stateless HTTP mapping, allowing proxies to be built providing access to CoAP resources via HTTP in a uniform way or for HTTP simple interfaces to be realized alternatively over CoAP

CoAP has been proven to outperform HTTP in terms of energy, memory and CPU consumption. For instance, measurements presented in the IEEE paper ‘Measuring Energy Consumption for RESTful Interactions in 3GPP IoT Nodes’ [3] show that CoAP is either superior or on par with HTTP for all tested cases when it comes to energy consumption. Figure 9 of that paper is presented below in figure 1-3 and shows power consumption measurements at the mobile terminal caused by data transmissions over a 4G network with DRX support when RESTful interactions use HTTP over TCP (HTTP), CoAP over UDP (CoAP), CoAP over Websocket (CoAP+WS), and CoAP over Websocket over TLS (CoAP+WSS) protocols.
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Figure 1-3: Example from IEEE paper [3] figure 9 showing power consumption in 4G DRX for 1s interval transmissions comparing HTTP with CoAP/UDP, CoAP/WS, CoAP/WSS transmitted over a 4G network with DRX support 

2
Conclusions

As discussed in section 1, it is proposed to introduce CoAP as an additional protocol for the SEAL signalling control plane to address mainly constrained devices, as described in the companion paper S6-201788.
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