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* * * * * * * FIRST CHANGE * * * * * * *
[bookmark: _Toc51281023]10.4.3	Authorized user remotely changes another MCPTT user's selected MCPTT group – mandatory mode
Procedure for an authorized user to change other MCPTT users' selected MCPTT group without requiring target user's approval is described in figure 10.4.3-1.
Pre-conditions:
-	The MCPTT client 1 has already been provisioned (statically or dynamically) with the target MCPTT user's information and its group information, that the selected MCPTT group of target MCPTT user 2 is allowed to be changed;





Figure 10.4.3-1: Remotely change MCPTT group selection – mandatory mode
1.	When an authorized user changes other MCPTT users' selected MCPTT group, the MCPTT client 1 sends MCPTT group selection change request to the MCPTT server. The information (i.e. target MCPTT ID(s), MCPTT group ID(s)) used to set the requested MCPTT group as the selected MCPTT group of the target MCPTT user shall be included.
[bookmark: OLE_LINK91]2.	The MCPTT server shall check if the MCPTT user 1 is authorized to change the target MCPTT user's selected MCPTT group. The MCPTT server shall perform the affiliation relationship check based on the stored affiliation status.
3.	If the MCPTT user 1 is authorized to change the target MCPTT user's selected MCPTT group, and if the target MCPTT user is not already affiliated to the requested MCPTT group, the remotely change of affiliation procedures in shall be performed (see subclause 10.8 in 3GPP TS 23.280 [16]).
4.	The MCPTT server then shall send the MCPTT group selection change notification including the target user ID and the selected MCPTT group ID to the MCPTT client 2.
5.	The group selection change response then returns to the MCPTT client 1.
6.	Target MCPTT client 2 are notified about the change of its selected MCPTT group.
* * * * * * * SECOND CHANGE * * * * * * *
[bookmark: _Toc51281043][bookmark: _Toc460616873][bookmark: _Toc460616012][bookmark: _Toc433209741]10.6.2.2.1	MCPTT emergency group call request
Table 10.6.2.2.1-1 describes the information flow MCPTT emergency group call request from the MCPTT client to the MCPTT server, from the MCPTT server to the MCPTT server, and from the MCPTT server to the MCPTT client.
Table 10.6.2.2.1-1 MCPTT emergency group call request information elements
	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the calling party

	Functional alias
	O
	The functional alias of the calling party

	MCPTT group ID
	M
	The MCPTT group ID on which the call is to be conducted

	Emergency indicator
	M
	Indicates that the group call request is an MCPTT emergency call

	Alert indicator
	OM
	Indicates whether an emergency alert is to be sent

	Implicit floor request (NOTE)
	O
	Indicates that the originating client requests the floor.

	Requested priority
	O
	Priority level requested for the call.

	Location
	O
	Location of the calling party

	NOTE:	This element shall be included only when this information flow is from the client to the server or from the server to the server and the originating client requests the floor.



[bookmark: _Toc446052904][bookmark: _Toc51281046][bookmark: _Toc460616876][bookmark: _Toc460616015]10.6.2.2.2a	MCPTT in-progress emergency group state cancel response
Table 10.6.2.2.2a-1 describes the information flow MCPTT in-progress emergency group state cancel response from the MCPTT server to the MCPTT client and from the MCPTT server to the MCPTT server. 
NOTE:	In Rel-14 and Rel-13 versions of this specification the name of this information flow is "MCPTT emergency group call cancel response".
Table 10.6.2.2.2a-1: MCPTT in-progress emergency group state cancel response information elements
	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the cancelling party

	MCPTT group ID
	M
	The MCPTT group ID on which the MCPTT in-progress emergency in-progress is to be cancelled.

	Result
	M
	Result of the MCPTT in-progress emergency group state cancel request (success or failure)



[bookmark: _Toc51281055][bookmark: _Toc460616884][bookmark: _Toc460616023]10.6.2.2.6a	MCPTT in-progress imminent peril group state cancel response
Table 10.6.2.2.6a-1 describes the information flow MCPTT in-progress imminent peril group state cancel response from the MCPTT client to the MCPTT server, from the MCPTT server to the MCPTT server, and from the MCPTT server to the MCPTT client. 
NOTE:	In Rel-14 and Rel-13 versions of this specification the name of this information flow is "MCPTT imminent peril group call cancel response".
Table 10.6.2.2.6a-1 MCPTT in-progress imminent peril group state cancel response information elements
	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the cancelling party

	MCPTT group ID
	M
	The MCPTT group ID on which the imminent peril group state is to be cancelled

	Result
	M
	Result of the MCPTT in-progress imminent peril group state cancel request (success or failure)


[bookmark: _Toc51281076][bookmark: _Toc460616902][bookmark: _Toc460616041][bookmark: _Toc446052925]10.6.2.2.24	Group interrogate request (MCPTT server – MCPTT server)
Table 10.6.2.2.24-1 describes the information flow group interrogate request between two MCPTT servers.
Table 10.6.2.2.24-1 Group interrogate request information elements
	Information Element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the requester

	MCPTT group ID
	M
	The MCPTT group ID of the group being interrogated



[bookmark: _Toc51281077][bookmark: _Toc460616903][bookmark: _Toc460616042]10.6.2.2.25	Group interrogate response (MCPTT server – MCPTT server)
Table 10.6.2.2.25-1 describes the information flow group interrogate response between two MCPTT servers.
Table 10.6.2.2.25-1 Group interrogate response information elements
	Information Element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the requester

	MCPTT group ID
	M
	The MCPTT group ID of the group being interrogated

	MCPTT ID list
	M
	List of the MCPTT IDs for the MCPTT group members that are members of the MCPTT group ID
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