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1. Introduction
This contribution is to add constrained devices supporting solution.
2. Reason for Change
This contribution is to add constrained devices supporting solution.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v1.0.0.
* * * First Change * * * *

7.X
Solution #x: Constrained devices supporting 
7.x.1
Solution description

7.x.1.1
General
This solution corresponds to the Key Issue 16 – Constrained devices.
SEAL signalling control plane uses SIP and HTTP to support common VAL UE. In factory, industrial wireless sensors are highly constrained in terms of battery size. 

IETF RFC7252 [x] defines the Constrained Application Protocol (CoAP), it is a specialized web transfer protocol for use with constrained nodes and constrained (e.g., low-power, lossy) networks. The protocol is designed for machine to 
Machine (M2M) applications.  CoAP provides a request/response interaction model between application endpoints, supports built-in discovery of services and resources, and includes key concepts of the Web such as URIs and Internet media types.
The FF application layer can utilize SEAL to support constrained devices signalling control. Which needs to enhance the existing SEAL architecture by adding CoAP entities and related reference points.

7.x.1.2
CoAP entities in SEAL signalling control plane
7.x.1.2.1
CoAP client

This functional entity acts as the client for all CoAP message transactions.

7.x.1.2.2
CoAP proxy

This functional entity acts as a proxy for CoAP message transactions between the CoAP client and one or more CoAP servers. The CoAP proxy terminates a UDP/DTLS session on CoAP-1 with the CoAP client of the VAL UE allowing the CoAP client to establish a single UDP/DTLS session for CoAP message transactions with multiple CoAP servers that are reachable by the CoAP proxy. 
The CoAP proxy terminates the CoAP-3 reference point that lies between different CoAP proxies. It may provide a topology hiding function from CoAP entities outside the trust domain of the VAL system.
The CoAP proxy shall be in the same trust domain as the CoAP clients and CoAP servers that are located within a VAL service provider's network. There can be multiple instances of a CoAP proxy e.g. one per trust domain.
NOTE:
The number of instances of the CoAP proxy is deployment specific.

7.x.1.2.3
CoAP server

This functional entity acts as the server for all CoAP message transactions.

7.x.1.3
CoAP reference points in SEAL signalling control plane
7.x.1.3.1
Reference point CoAP-1 (between the CoAP client and the CoAP proxy)

The CoAP-1 reference point exists between the CoAP client and the CoAP proxy. Between the VAL UE and the CoAP proxy, the CoAP-1 reference point shall use the Ut reference point as defined in 3GPP TS 23.002 [y] (with necessary enhancements to support specific VAL service requirements). The CoAP-1 reference point is based on CoAP (which may be secured using e.g. DTLS).

7.x.1.3.2
Reference point CoAP-2 (between the CoAP proxy and the CoAP server)

The CoAP-2 reference point, which exists between the CoAP proxy and the CoAP server, is based on CoAP (which may be secured using e.g. DTLS). 

7.x.1.3.3
Reference point CoAP-3 (between the CoAP proxy and CoAP proxy)

The CoAP-3 reference point, which exists between the CoAP proxy and another CoAP proxy in a different network, is based on CoAP (which may be secured using e.g. DTLS).
7.x.1.4
CoAP usage

7.x.1.4.1
CoAP usage in reference point SEAL-X1 (between the key management server and the group management server)

The SEAL-X1 reference point shall use the CoAP-1 and CoAP-2 reference points and may use the CoAP-3 reference point for transport and routing of security related information to the group management server.
7.x.1.4.2
CoAP usage in location management
The location management client functional entity is supported by CoAP client functional entities of the signalling control plane.
The location management server functional entity is supported by CoAP server functional entities of the signalling control plane.
The LM-UU reference point uses the CoAP-1/CoAP-2 reference points for transport and routing of location management related signalling.

The LM-S reference point uses CoAP-1/CoAP-2 reference points for transport and routing of location management related signalling.
7.x.1.4.3
CoAP usage in group management
The group management client functional entity is supported by CoAP client functional entities of the signalling control plane.
The group management server functional entity is supported by CoAP server functional entities of the signalling control plane.
The GM-UU reference point uses the CoAP-1/CoAP-2 reference points for transport and routing of group management related signalling.

The GM-S reference point uses CoAP-1/CoAP-2 reference points for transport and routing of group management related signalling.
7.x.1.4.4
CoAP usage in configuration management
The configuration management client functional entity is supported by CoAP client functional entities of the signalling control plane.
The configuration management server functional entity is supported by CoAP server functional entities of the signalling control plane.
The CM-UU reference point uses the CoAP-1/CoAP-2 reference points for transport and routing of configuration management related signalling.

The CM-S reference point uses CoAP-1/CoAP-2 reference points for transport and routing of configuration management related signalling.
7.x.1.4.5
CoAP usage in key management
The key management client functional entity is supported by CoAP client functional entities of the signalling control plane.
The key management server functional entity is supported by CoAP server functional entities of the signalling control plane.
The KM-UU reference point uses the CoAP-1/CoAP-2 reference points for transport and routing of key management related signalling.

The KM-S reference point uses CoAP-1/CoAP-2 reference points for transport and routing of key management related signalling.
7.x.2
Solution evaluation

This solution depends on how SEAL to support CoAP protocol. The specification of such a mechanism, therefore, will be required to be used as the baseline when the solution described in this clause is addressed during the normative work.
* * * Second Change * * * *
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