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1. Introduction

Information including non-3GPP devices connected to gateway UE and the link quality between non-3GPP devices and gateway UE are hidden by gateway UE from MC system. Such information are needed by end users in some verticals for management purpose. In this contribution it is proposed to add a key issue on  mission critical capabilities exposure of gateway UE.
2. Reason for Change

Adding a key issue on mission critical capabilities exposure of gateway UE is important for satisfying the needs of vertical users.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-79 version 0.1.0.
* * * First Change * * * *

5.x
Key issue x – Mission critical capabilities exposure of gateway UE
Some information hidden by gateway UE may be need by end users from verticals, e.g. the devices information of non-3GPP devices connected to gateway UE and the link quality between non-3GPP devices and gateway UE. It is important for gateway UE to expose such capabilities to vertical users for management purpose.
List of key issues:

Clarify candidate mission critical capabilities could be exposed by gateway UE.
Clarify how to control the policy of mission critical capabilities exposure of gateway UE.
* * * Next Change * * * *

