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1. Introduction
This pCR is to align different item names.
2. Reason for Change
It’s confused that :

· "5GMSGS service" and "MSGin5G service" are both used.
· "5GMSGS server" and "MSGin5G server" are both used.
· "5GMSGS client" and "MSGin5G client" are both used.
· "5GMSGS UE" and "MSGin5G UE" are both used.
· "MSGin5G Gateway" is used in Figure 4.2.2-1 and Figure 4.2.3-1, but "MSGin5G Gateway Client" is used in clause 7.2.4 and Figure 7.1-1. There seems no necessary to use "5G MSGin5G Gateway client".
According to the definition of "MSGin5G service" in TS 22.262, all "5GMSGS service" should be replaced with "MSGin5G service".

According to the definition of "MSGin5G server" in TR 23.700-24, all "5GMSGS server" should be replaced with "MSGin5G server". And obviously, it’s better to replace "MSGin5G service may send the delivery status" with "MSGin5G server may send the delivery status".

According to the "introduction" part of the approved CR S6-200614, the client name should be 5GMSGS client but not MSGin5G client. All "MSGin5G client" should be replaced with "5GMSGS client".

According to the UE types descriptions in clause 4.1 of TR 23.700-24, all "MSGin5G UE" should be replaced with "5GMSGS UE", accordingly, All "MSGin5G device" should be replaced with "5GMSGS UE".

According to Figure 4.2.2-1 and Figure 4.2.3-1 in TR 23.700-24, "MSGin5G Gateway Client" in clause 7.2.4 and Figure 7.1-1 needs to be replaced with "MSGin5G Gateway".
And some editoral corrections need to be done.

And replace "5GMSGS application layer" with "MSGin5G application layer", replace "5GMSGS message" with "MSGin5G message".
3. Conclusions

Update TR 23.700-24 v0.6.2 to align the above item names and do some editoral corrections.

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-24 v0.6.2.
* * * First Change * * * *

4.2.1
Scenario 1.1: Message between 5GMSGS UEs
This scenario describes the case where Controller UE1 (e.g. a mobile handset terminal 1 or an application client APP 1 in a mobile handset Terminal 1) communicates with Controlled UE2 (e.g. wearable devices Terminal 2 like smart watch) or Controlled UE C. Both UE1 and UE2 are 5GMSGS type and connected to a same 5G system, use MSGin5G service and served by same MSGin5G application layer. UE C is connected to the 5G system that supports SMS but does not support the MSGin5G Service. APP2 in the terminal 1 may also MSGin5G capable, but not used in this communication. 
NOTE 1:
MSGin5G application layer may consist of numerous functions, e.g. MSGin5G Server. The application architecture to support the scenarios will be studied.

NOTE 2: The UE1, UE2, etc in this Clause mean the party 1 and party 2 in a messaging procedure. It is not related t to a specific UE type.
The message will be routed via the 5G system from UE1 to UE2 or UE C, or vice versa. The message may also be first routed to the MSGin5G application layer and then forwarded to the other party. The scenario is illustrated in figure 4.2.1-1.
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Figure 4.2.1-1: Message between 5GMSGS clients

Editor's Note: The Figure 4.2.1-1 merges the changes from S6-200614 and S6-200585. The UE C needs to be updated according to S6-200614.
The scenario consists of the following aspects:

-
If message is originatced by authorized UE1, the MSGin5G server identifies the identity of UE2 or UE C and forwards the MSGin5G message to UE2 or UE C. UE2 or MSGin5G server may send the delivery status to UE1.

-
If message is originated by authorized UE2, the MSGin5G server identifies the identity of UE1 (e.g. a specific APP1in terminal 1) and forwards the MSGin5G message to UE1. UE1 or MSGin5G server may send the delivery status to UE2 or UE C.

* * * Next Change * * * *

4.2.2
Scenario 1.2: Message between non-3GPP Controller UE and 5GMSGS Controlled UE

This scenario describes the case where Controller UE1 (e.g. a mobile handset Terminal 1, or an application client APP 1 in a mobile handset Terminal 1) communicates with Controlled UE2 (e.g. wearable device Terminal 2 like a smart watch) by using non-3GPP message service (e.g. RCS message service specified in GSMA PRD RCC.07 [4]), and UE2 uses MSGin5G service and is 5GMSGS transport capable..
UE1 is connected to a non-3GPP message server and then connected to MSGin5G application layer via MSGin5G gateway. UE2 connected the 5G system directly and served by MSGin5G application layer. The scenario is illustrated in figure 4.2.2-1.

NOTE:
The MSGin5G gateway facilitates the translation between the MSGin5G Service and non-3GPP message service. The application functional aspect and procedure in MSGin5G gateway will be studied.
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Figure 4.2.2-1: Message between non-3GPP Controller UE and 5GMSGS Controlled UE

The scenario consists of the following aspects:

-
UE 1 is authorized by the MSGin5G service via MSGin5G Gateway. 

-
The MSGin5G gateway records the mapping between the identity in MSGin5G service and the identity in non-3GPP message service for both UE1 and UE2.

-
If message is originated by authorized UE1, non-3GPP message server forwards the message to MSGin5G gateway. MSGin5G server identifies the UE2 and forward the MSGin5G message to UE2. UE2 or MSGin5G server may send the delivery status to UE 1.

For the case where Controlled UE2 (e.g. wearable device Terminal 2 like smart watch) communicates with Controller UE1 (e.g. a mobile handset Terminal 1, or an application client APP 1 in a mobile handset Terminal 1) that uses non-3GPP message (e.g. RCS message service specified in GSMA PRD RCC.07 [4]).
-
If message is originated by authorized UE2, the MSGin5G service forwards the message to UE1 (mobile handset terminal 1 or a specific application in terminal 1) in the MSGin5G service, and the MSGin5G gateway forward the message to UE1. UE1 or MSGin5G server may send the delivery status to UE 2.

* * * Next Change * * * *

4.2.3
Scenario 1.3: Message between 5GMSGS Controller UE and non-3GPP Controlled UE

This scenario describes the case where Controller UE1 (e.g. a mobile handset Terminal 1, or an application client APP 1 in a mobile handset Terminal 1) communicates with Controlled UE B  (e.g. wearable devices Terminal 2 like smart watch) by using MSGin5G service, and UE2 uses non-3GPP message service (e.g. OMA LWM2M specified in OMA OMA-ERELD-LightweightM2M [5]). 
UE1 connected to 5G system and served by MSGin5G application layer. UE2 served by non-3GPP message server. The MSGin5G message and non-3GPP message will be transferred to each other by the MSGin5G gateway. The scenario is illustrated in figure 4.2.3-1.
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Figure 4.2.3-1: Message between 5GMSGS Controller UE and non-3GPP Controlled UE 

The scenario consists of the following aspects:

-
UE2 is authorized by the MSGin5G service via MSGin5G Gateway.
-
The MSGin5G gateway records the mapping between the identity in MSGin5G service and the identity in non-3GPP message service for both UE1 and UE2.

-
If message is originated by authorized UE1, the MSGin5G server forwards the message to UE2 in the MSGin5G service, and the MSGin5G gateway forwards the message to UE2. UE2 or MSGin5G server may send the delivery status to UE1.

For the case where Controlled UE2 (e.g. wearable device Terminal 2 like smart watch) that uses non-3GPP message communicates with Controller UE1 (e.g. a mobile handset Terminal 1, or an application client APP 1 in a mobile handset Terminal 1).
-
If message is originated by authorized UE2, the MSGin5G server forwards the MSGin5G message to the MSGin5G gateway. MSGin5G server identifies the identity of UE1 and forward the non-3GPP message to UE1. UE1 or MSGin5G server may send the delivery status to UE2.

NOTE:
The scenario is out of scope if both UE1 and UE2 use non-3GPP message.
* * * Next Change * * * *

4.3.2
Scenario 2.1: Message from controller UE to Application Server

This scenario describes the case where a Controller UE (e.g. a mobile handset terminal or an application client APP 1 in a mobile handset terminal) communicates with the Application Server. 5GMSGS UE, or Non-3GPP UE is connected to the 5G system, UE A uses the MSGin5G service and is served by the MSGin5G application layer. UE D uses non-3GPP message service and is connected to MSGin5G application layer via MSGin5G gateway.
5GMSGS UE is connected to the 5G access network and sends messages via the 5GMSGStransport to the MSGin5G application layer.

Legacy 3GPP UE is connected to the 5G access network and sends messages via legacy 3GPP transports, e.g. SMS, NIDD, to the MSGin5G application layer.

Non-3GPP UE sends its non-3GPP messages via the MSGin5G Gateway to the MSGin5G application layer.

NOTE:
MSGin5G application layer may consist of numerous functions, e.g. MSGin5G Server. The application architecture to support the scenarios will be studied.

The message will be routed via the 5G system from the UE to the Application Server. The scenario is illustrated in figure 4.3.2-1.
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Figure 4.3.2-1: Message from controller UE to Application Server

The scenario consists of the following aspects:

-
If a message is originated by authorized 5GMSGS UE or Non-3GPP UE, the MSGin5G service identifies the identity of the Application Server and forwards the MSGin5G message to this Application Server. The Application Server may send the delivery status to the originating UE via the MSGin5G service.

4.3.3
Scenario 2.2: Message from Application Server to Controlled UE

This scenario describes the case where Application Server communicates with Controlled UEs using the MSGin5G service. The controlled UEs can be 5GMSGS UE type, Legacy 3GPP UE type, Non-3GPP UE type or a combination of them.
The Application Server is connected directly to the MSGin5G application layer.

5GMSGS UE is connected to the 5G access network and receives messages via the MSGin5G service.

Legacy 3GPP UE is connected to the 5G access network and receives messages via legacy 3GPP transports, e.g. SMS, NIDD, broadcast.

Non-3GPP UE receives its non-3GPP messages via the MSGin5G Gateway.

The scenario is illustrated in figure 4.3.3-1.

NOTE:
The MSGin5G gateway facilitates the translation between the MSGin5G Service and non-3GPP message service. The application functional aspect and procedure in MSGin5G gateway will be studied.
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Figure 4.3.3-1: Message from Application Server to MSGin5G Controlled UEs

The scenario consists of the following aspects:

-
The Application Server is authorized to use the MSGin5G application layer.

-
If a message is originated by an authorized Application Server and should terminate at 5GMSGS UE or Legacy 3GPP UE, then MSGin5G application layer delivers the message to the UE. The UE may send the delivery status to the Application Server.

-
The MSGin5G Gateway records the mapping between the identity in MSGin5G service and the identity in non-3GPP message service for Non-3GPP UE.

-
If a message is originated by an authorized Application Server and should terminate at Non-3GPP UE then the MSGin5G service identifies the Non-3GPP UE and forwards the MSGin5G message to MSGin5G Gateway. The MSGin5G Gateway converts the message format and delivers the message to Non-3GPP UE. Non-3GPP UE or the MSGin5G Gateway may send the delivery status to the Application Server.

* * * Next Change * * * *

4.4.1
Scenario 3.1: Group message between 5GMSGS UEs
This scenario describes the case where 5GMSGS UE1 (e.g. a mobile handset terminal 1 or an application client APP 1 in a mobile handset Terminal 1) communicates with a group of UEs (5GMSGS UEs or legacy 3GPP UEs or non-3GPP UE). All UEs may be in different geographical area. 
NOTE:
MSGin5G server may consist of numerous functions, e.g. MSGin5G Server, group function. The application architecture to support the scenarios will be studied.
The message will be first routed to the MSGin5G server and then forwarded to all other parties. The scenario is illustrated in figure 4.4.1-1.
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Figure 4.4.1-1: Group message between 5GMSGS UEs
Editor's Note: The Figure 4.4.1-1 merges the changes from S6-200614 and S6-200521. The UEs name need to be updated according to S6-200614.
The scenario consists of the following aspects:

-
all UEs in group can communicate with each other, which means the message sent by a 5GMSGS UE will be received by all the other UEs in the group, either directly from MSGin5G server (if 5GMSGS UEs) or via MSGin5G gateway (if non-3GPP UEs).

NOTE:
Group message between UE C and UE D is also supported when the group is hosted on 5G MSG Server.

* * * Next Change * * * *

5.5.1
Description

5GMSGS UE is a Controller UE that sends messages in MSGin5G message format to the MSGin5G Server. 

Non-3GPP UE is a Controller UE that sends messages in a non-3GPP message format via the MSGin5G Gateway to the MSGin5G Server.

The 5G Network provides data delivery methods over the control plane (i.e. via N1) and over the user plane (i.e. via N3). Application Servers access control plane and user plane data delivery features via N6 or via exposed APIs (e.g. T8 and Nnef).

* * * Next Change * * * *

5.6.1
Description

The MSGin5G Server supports messages in the MSGin5G message format and needs to be able to deliver messages to Non-3GPP UE type devices that do not support the MSGin5G message format, but support a non-3GPP message format.

The MSGin5G Gateway acts as a gateway as shown in figure 5.6.1-1 and takes care of message delivery via the 5G System.

Figure 5.6.1-1 also shows message delivery (and reception) to Device E. Device E is a device that does not support the MSGin5G Service and is not connected to the 5G System but is connected to the MSGin5G Server, via the MSGin5G Inter-Working Function (IWF), but has otherwise similar capabilities and functionality as Non-3GPP UE has.
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Figure 5.6.1-1: MSGin5G Gateway as gateway

The MSGin5G Gateway needs to support the capability of message delivery to Non-3GPP UE in point-to-point, point-to-group and broadcast scenarios. The MSGin5G Server supports this same capability for delivery of messages to 5GMSGS UE in the same scenarios.

* * * Next Change * * * *

5.9.1
Description

The requirements of application-to-point message exchange are specified in requirement [R-5.3.2-001] and [R-5.3.2-002] of 3GPP TS 22.262 [2]. 
Various application servers may use the MSGin5G Services, and different types of UE, e.g. 5GMSGS UE, legacy 3GPP UE and non-3GPP UE, may exchange Application-to-point message with those application servers.
Issues include:
-
For the MOAT message, 
-
How to uniquely identify a logical application server in MSGin5G service. The logical application servers may be connected to the MSGin5G application layer in the 5G core network directly or through the NEF. 
NOTE:
The logical application server is used for a specific user service. There is only a single logical application server and many applications clients in UEs for a specific user service. Multiple logical application servers, each for a specific user service, may connect to a MSGin5G Server.

-
How to share the contact information of logical application server with different types of UE.
-
How to interact between MSGin5G server and different logical application servers in MOAT scenario.
-
For the AOMT message
-
How to share the contact information of different types of UE with different logical application servers. The UEs can be 5GMSGS UE, legacy 3GPP UE and non-3GPP UE. The logical application servers may be connected to the MSGin5G application layer in the 5G core network directly or through the NEF.

-
How to interact between MSGin5G server and different logical application servers in AOMT scenario.
* * * Next Change * * * *

6.2
Solution 2: Registering 5GMSGS Client to MSGin5G Server 

6.2.1
Description

6.2.1.1
General

This solution describes how the MSGin5G server identifies a UE and the Application Clients on the UE that interact with the MSGin5G service. This solution addresses the following open issue/gap under Key Issue #3.

-
How to uniquely identify a UE in MSGin5G service, the UE may include 5GMSGS UEs, Legacy 3GPP UEs and non-3GPP UEs.

-
If the identifier(s) of UE is assigned by MSGin5G server, the procedure of generating, assigning and managing the identifier(s) are needed to be defined.

The solution introduces a registration procedure for a 5GMSGS Client to register with a MSGin5G Server.  The procedure is used to create a new, or update an existing, registration. The procedure is also used to provide the 5GMSGS Client with a unique identifier that is assigned by the MSGin5G Server. During registration, the 5GMSGS Client provides profile/availability information for the 5GMSGS Client and the Application Clients that are serviced by the 5GMSGS Client to the MSGin5G Server. The profile/availability information includes contact information such as UE Identifier(s) and port number(s) which the 5GMSGS Client and the Application Clients listen on for incoming MSGin5G messages, supported MSGin5G capabilities (e.g. MOMT, AOMT, MOAT, Group, Broadcast) and MSGin5G service requirements (e.g. required time windows of service, message latency and data rates). The MSGin5G Server validates the profile information to determine whether the MSGin5G requirements specified in the profiles can be fulfilled. The MSGin5G Server also stores the profile information such that this information can be later used by the MSGin5G Server to deliver MSGin5G messages to/from the 5GMSGS Client and Application Clients.

The solution also introduces a 5GMSGS Client de-registration procedure. This procedure is used by a 5GMSGS Client to de-register from an MSGin5G Server.

6.2.1.2
5GMSGS Client Registration

The signalling flow for 5GMSGS Client registration is illustrated in figure 6.2.1.2-1. The solution assumes that the 5GMSGS Client is responsible for triggering the registration to the MSGin5G Server.  

NOTE 1:
The trigger for registering is based on application service logic and is out of scope of this specification.

Pre-conditions:

1.
The UE on which the 5GMSGS Client resides is connected to an access network that provides connectivity to the MSGin5G Server.

2.
The 5GMSGS Client has been configured with the MSGin5G Server Identity.

3.
The 5GMSGS Client has been configured with the address (e.g. URI) of the MSGin5G Server.

4.
Both the 5GMSGS Client and MSGin5G Server have been configured with the necessary credentials to enable authenticating one another.

NOTE 2:
The structure and definition of the credentials required by the 5GMSGS Client and MSGin5G Server to authenticate are left for SA3 to define.
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Figure 6.2.1.2-1: 5GMSGS Client registration

1.
The 5GMSGS Client sends a 5GMSGS Client registration request (5GMSGS Client Profile) to the MSGin5G Server. The request includes security credentials required for the 5GMSGS Client to register to the MSGin5G Server.  The request also includes a 5GMSGS Client Profile for the 5GMSGS Client initiating the registration request.  The 5GMSGS Client Profile includes the information listed in Table 6.2.1.2-1.

Table 6.2.1.2-1: 5GMSGS Client Profile

	Information element
	Status
	Description

	UE ID
	M
	Identity of the UE hosting the 5GMSGS Client (e.g. the External Identifier defined in TS 23.682 [x], or an MSISDN)

	5GMSGS Client Ports
	M
	List of port numbers that the 5GMSGS Client listens on for messages (e.g. device triggers) from the MSGin5G Server and that target the 5GMSGS Client. Also included with each port number is an associated protocol (e.g. SMS, NIDD, etc.).  

	5GMSGS Client ID
	O
	5GMSGS Client identifier assigned to the 5GMSGS Client by the MSGin5G Server upon initial registration.

	5GMSGS Client Capabilities
	O
	A list of the MSGin5G capabilities supported by the 5GMSGS Client (e.g. MOMT, AOMT, MOAT, Group, Broadcast)


2.
Upon receiving the request from the 5GMSGS Client, the MSGin5G Server validates the registration request and verifies the security credentials. The MSGin5G Server also checks if a 5GMSGS Client ID is present within the 5GMSGS Client Profile of the request to determine if the request is a new registration or an update to an existing registration. A registration update may be used to send a new or updated 5GMSGS Client Profile to the MSGin5G Server. The MSGin5G Server also checks if the 5GMSGS Client Capabilities are compatible with its own MSGin5G Server Capabilities.

3.
The MSGin5G Server sends a 5GMSGS Client registration response to the 5GMSGS Client. If the registration is a new registration, the MSGin5G Server assigns a unique 5GMSGS Client ID to the 5GMSGS Client and returns it in the response. The 5GMSGS Client stores the identifier and uses it in all future MSGin5G communication with the MSGin5G Server. If the MSGin5G Server is not able to fulfil, or provide, the MSGin5G services that are indicated within the 5GMSGS Client Profile, then the MSGin5G Server will indicate this in the 5GMSGS Client registration response. If the registration is successful, the MSGin5G Server stores the profile information such that this information can be later used by the MSGin5G Server to deliver MSGin5G messages to/from the 5GMSGS Client and Application Clients.

6.2.1.3
5GMSGS Client De-Registration

By de-registering, the 5GMSGS Client informs the MSGin5G Server that it is no longer available to send or receive MSGin5G messages to or from the MSGin5G Server and wishes to terminate its association with the MSGin5G Server.    

The procedure assumes that the 5GMSGS Client is responsible for triggering the de-registration from the MSGin5G Server.  

NOTE:
The trigger condition for de-registering is based on application service logic and is out of scope of this specification.

The signalling flow for 5GMSGS Client de-registration is illustrated in figure 6.2.1.3-1.
Pre-conditions:

1.
The 5GMSGS Client is registered to the MSGin5G Server.
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Figure 6.2.1.3-1: 5GMSGS Client De-registration

1.
The 5GMSGS Client determines that de-registration from the MSGin5G Server is needed (e.g. the UE powering down). 

2.
The 5GMSGS Client sends a De-registration Request to the MSGin5G Server that includes the 5GMSGS Client ID of the 5GMSGS Client.

3.
The MSGin5G Server deletes any applicable 5GMSGS Client Profile information that it has stored and replies to the 5GMSGS Client with a De-registration Response.

6.2.2
Impacts on existing nodes and functionality

There is no backwards compatibility with this solution.

6.2.3
Solution evaluation

This solution allows a 5GMSGS Client to register to a MSGin5G Server. The solution enables a MSGin5G Server to assign a unique identity to a 5GMSGS Client and to validate whether MSGin5G capabilities of the 5GMSGS Client are compatible with MSGin5G capabilities of the MSGin5G Server. The solution enables a 5GSMSG Client to share contact information (e.g. UE identifiers and port numbers) with a MSGin5G Server.
* * * Next Change * * * *

6.3
Solution 3: MSGin5G Triggering 

6.3.1
Description

6.3.1.1
General

This solution addresses the identified gap under Key Issue #4 regarding specification of a MSGin5G trigger procedure.

The solution introduces a procedure that allows a MSGin5G Server to initiate a MSGin5G trigger to a UE that targets either a 5GMSGS Client or Application Client on the UE.  Within the MSGin5G trigger request, a MSGin5G trigger payload is defined that includes informational elements such as the purpose of the trigger so that trigger actions can be performed by the targeted 5GMSGS Client or Application Client on the UE. The procedure is agnostic to access network technologies and can be used over top of 3GPP as well as non-3GPP access networks. 

6.3.1.2
MSGin5G Triggering

Figure 6.3.1.2-1 shows the MSGin5G triggering procedure.

Pre-conditions:

1.
A UE hosts a 5GMSGS Client and/or Application Specific Client which are supported by the MSGin5G service. 

2.
The 5GMSGS Client registers with the MSGin5G Server and shares UE contact information (e.g. UE access network identifier and port number(s)). Alternatively, the MSGin5G Server may be provisioned with the contact information (e.g. for UEs that do not host a 5GMSGS Client and cannot register to a MSGin5G Server).   

3.
At a later time, the UE becomes unreachable by the MSGin5G Server. 
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Figure 6.3.1.2-1: 5GMSGS Triggering Procedure

1.
An Application Server initiates a request to a MSGin5G Server to send a MSGin5G message to a targeted 5GMSGS client or Application Client on a UE.  

2.
The MSGin5G Server determines that the UE is not reachable at this time and sends a trigger request to the UE. For example, if a MSGin5G Server detects that the UE does not have an access network connection and the MSGin5G Server needs to send a MSGin5G message to the UE, then the MSGin5G Server sends a MSGin5G trigger to the UE to have it establish an access network connection.  This trigger is initiated as a result of a MSGin5G request received from an Application Server that targets an Application Client on a UE. Alternatively, a MSGin5G Server initiates a trigger to a UE independent of receiving a MSGin5G request from an Application Server.  

If the UE is reachable then the trigger request is not required and the MSGin5G Server sends the MSGin5G message to the UE as requested by the Application Server.

3.
The MSGin5G Server determines the access network (e.g. 3GPP, etc.) and the access network message delivery method (e.g. SMS, NIDD, etc.) to deliver the trigger request to the targeted UE. To make this determination, the MSGin5G Server can rely on information provided to the MSGin5G Server by the 5GMSGS Client of the targeted UE during the 5GMSGS Client registration procedure. Alternatively, the MSGin5G Server can rely on information for the targeted UE that is provisioned into the MSGin5G Server.   

4.
The MSGin5G Server sends a MSGin5G trigger request to the targeted UE which includes the information in Table 6.3.1.2-1. The MSGin5G Server embeds the MSGin5G trigger request information within an access network trigger request (e.g. an SMS trigger). For example, the MSGin5G Server configures the destination address of the access network trigger request with the UE Identifier of the targeted UE. The MSGin5G Server configures the destination port of the access network trigger request with the 5GMSGS Client Port if the UE supports a 5GMSGS Client or an Application Client Port if the UE does not support a 5GMSGS Client. The MSGin5G server embeds the Trigger Purpose within the payload of the access network trigger request. 

NOTE 1: The details of how a MSGin5G Server maps the information within a MSGin5G trigger request to an access network trigger request is dependent on the type of access network and is out of scope of this study. 

Table 6.3.1.2-1: MSGin5G Trigger Request 

	Information element
	Status
	Description

	UE Identifier
	M 
	The identifier of the UE (e.g. 3GPP External Identifier, non-3GPP device identifier, IMSI, etc.)

	Client Port
	O
	The port number that the 5GMSGS Client or Application Client is listening on to receive trigger requests.

	Trigger Purpose
	M
	Specifies the purpose of the trigger request.  

-
For a 5GMSGS Client or Application Client on the UE to establish an access network connection

-
For a 5GMSGS Client on the UE to register to the MSGin5G Server

-
For an Application Client on the UE to be available for a period of time to receive a request from an Application Server 

	Trigger Info
	M
	Access Network specific information used to deliver the trigger payload information, e.g. reference number, validity period etc.


5.
The access network delivers the trigger request to the targeted UE.

NOTE 2: The access network trigger delivery procedures are out of scope of this study.

6.
The MSGin5G Server receives a response from the access network indicating the success or failure status of the request. The type of status indication provided depends on the capabilities of the access network mechanism used.

7.
The targeted 5GMSGS Client and/or Application Client on the UE listens on its respective port number and receives the access network trigger request.  The targeted 5GMSGS Client and/or Application Client parses the payload of the access network trigger request which contains the Trigger Purpose.

Based on the Trigger Purpose, the targeted 5GMSGS Client or Application Client performs the corresponding actions (e.g. establish access network connectivity, update Application Server with Application Client's contact information, etc).

* * * Next Change * * * *

6.4
Solution 4: Group management using SEAL

6.4.1
General

The following solution corresponds to the key issue #8 describing the group management using the procedures in SEAL TS 23.434 [9].

Editor's note:
The solution alignment based on inclusion of SEAL in the architecture figure is FFS.

6.4.2
Solution description for establishing a group

The solution in SEAL TS 23.434 [9] subclause 10.3.3 is used for group creation in MSGin5G Service. The 5GMSGS Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9].
6.4.3
Solution description for adding UEs to the group or removing UEs from the group

The solution in SEAL TS 23.434[9] subclause 10.3.5.2 is used for adding UEs to the group or removing UEs from the group in MSGin5G Service. The 5GMSGS Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9].
6.4.4
Solution description for configuration of a maximum number of members in a group

The solution in SEAL TS 23.434[9] subclause 10.3.6.1 is used for configuration of a maximum number of members in a group in MSGin5G Service. The 5GMSGS Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9].
* * * Next Change * * * *

6.5.1.2
MSGin5G Group messaging
Figure 6.5.1.2-1 shows the MSGin5G Group messaging procedure which message is sent by a 5GMSGS Client.
Pre-conditions:

1.
A MSGin5G Group is created by using SEAL specified in 3GPP TS 23.434 [9]. The 5GMSGS Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9]. After the creation of the MSGin5G group, the creator of the MSGin5G group may get the Group ID from the SEAL Group creation response or from SEAL Group creation notify based on the role of it. The Group ID consists of the identifier of MSGin5G server and the identifier of the MSGin5G group. 
2.
The MSGin5G server obtains the group information during the group creation procedure. In this procedure, it acts as the Group Management client and retrieves information from Group Management Server as specified in 3GPP TS 23.434 [9].
3.
All 5GMSGS Clients in the MSGin5G Group are registered to a MSGin5G Server via the MSGin5G-1 reference point. 
4.
A group function in the MSGin5G server can handle the group related messages.
5.
All participants in the MSGin5G Group may get the Group information i.e., a list of group members from the SEAL Group information query response.
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Figure 6.5.1.2-1: Group messaging Procedure- message sent by 5GMSGS Client

1.
The 5GMSGS Client 1 sends a message request (i.e. MSGin5G Group message request) to MSGin5G Server. The request includes the information listed in Table 6.5.1.2-1.
NOTE:
The message may be initiated by some Application Client and sent to 5GMSGS client via MSGin5G-5 reference point. This procedure is out of scope of the present document. 
Table 6.5.2.1-1: Group message request from 5GMSGS Client to MSGin5G server

	Information element
	Status
	Description

	Originator ID
	M
	The application level identifier of the message originator. In this message, the originator is the 5GMSGS Client identifier assigned to the 5GMSGS Client1 by the MSGin5G server upon initial registration.

	Recipient ID
	M
	The application level identifier of the message recipient. This IE is used for routing the message. In this case, the message is sent to the MSGin5G group, so the Recipient ID is the Group ID. This message can be routed to a specific address/port in a specific MSGin5G server.

	Message ID
	M
	Unique identifier of this message.

	Group ID
	C
	The identifier of the MSGin5G group. This IE is used for indicating that this message is belonged to a specific MSGin5G group. This IE is Mandatory in the Group Message and not present in other message scenarios.

	Delivery status request
	O
	Indicates that whether the delivery status of this message from the recipient is required.

	Payload
	M
	The payload of the message.


Editor's Note: If other information of the Group messages is found in solutions addressing other KIs, this table need to be updated accordingly.
Editor's Note: The procedure addressing the other requirements, e.g. fragment and store message in MSGin5G server, will be provided in other solutions. In this solution, the related steps will be omitted 

2.
Upon receiving the message, the MSGin5G Server validates the Group message request by checking some conditions, e.g. whether the originator ID is authenticated, whether the MSGin5G group is existed, etc. Then the MSGin5G server will go to step 4 if the MSGin5G Server validates the Group message request successfully.
3.
The MSGin5G server sends a Group message rejection message to 5GMSGS Client 1. The Group message rejection message includes the information listed in Table 6.5.1.2-2. The rest steps of Group message will not be processed.
Table 6.5.2.1-2: Group message rejection message from MSGin5G server to 5GMSGS Client 1

	Information element
	Status
	Description

	Originator ID
	M
	The application level identifier of the message originator. In this message, the originator is the Group ID.

	Recipient ID
	M
	The application level identifier of the message recipient. In this message, the destination is the identifier of the 5GMSGS Client 1.

	Message ID
	M
	Unique identifier of this message. 

	Response-To ID
	M
	Indicates which message request this message is responding. It is equal to the Message ID included in the Group message request which is rejected.

	Reject Reason
	O
	If the response is a failed response, the failed reason, e.g. the group is dismissed by the service provider, may be included in this information element.


4.
The MSGin5G server retrieves group information and group membership from SEAL service specified in 3GPP TS 23.434 [9]. The MSGin5G server checks the participants list of the group, all participants except the originator of the Group message will be selected as the recipients of the group message. Then the MSGin5G server checks the sending technology needed to be used for each recipient.
-
If the recipient is a 5GMSGS Client, the message will be sent to the target 5GMSGS Client via MSGin5G-1 reference point according to step 5 to step 6. 
-
If the recipient is a Legacy-3GPP Client, the message will be sent to 3GPP Network(s) via MSGin5G Gateway Client via MSGin5G-2 reference point and MSGin5G-Y reference point according to step 7 to step 9.
-
If the recipient is a non-3GPP Client, the message will be sent to MSGin5G Gateway Function via MSGin5G-5 reference point according to step 10 to step 12.
5.
The MSGin5G server sends a Group message request to 5GMSGS Clients 2 via MSGin5G-1 reference point. The request includes the information listed in Table 6.5.1.2-3.

Table 6.5.2.1-3: Group message request from MSGin5G server to 5GMSGS Clients 2

	Information element
	Status
	Description

	Originator ID
	M
	The application level identifier of the message originator. In this message, the Originator ID is the identifier of 5GMSGS Client 1.

	Recipient ID
	M
	The application level identifier of the message recipient. This IE is used for routing the message. In this message, the Recipient ID is the 5GMSGS Client 2

	Message ID
	M
	Unique identifier of this message.

	Group ID (see NOTE)
	C
	The identifier of the MSGin5G group. This IE is used for indicating that this message is belonged to a specific MSGin5G group. All messages within the same MSGin5G group may be handled in the same way according to the service policy. The message sent in different group can be distinguished by different Group ID. This IE is Mandatory in the Group Message and not present in other message scenarios.

	Delivery status request
	O
	Indicates that whether the delivery status of this message from the recipient is required.

	Payload
	M
	The payload of the message.

	NOTE:
Originator ID and Group ID are all needed in this group message. The Group ID indicates that this message is belonged to a specific MSGin5G Group, and the Originator ID shows that this message is sent by 5GMSGS Client 1.


6.
Upon receiving the message from MSGin5G server, the 5GMSGS Clients 2 and/or Application Client determines whether to accept the message, e.g. based on whether there are enough resources on the 5GMSGS Client to handle the message, or based on local MSGin5G services policy. If delivery status is required, the 5GMSGS Clients 2 sends the Delivery status message to the 5GMSGS Client 1. 
Editor's Note: The procedure of Delivery status message is FFS.
Annex A:
5G Architecture considerations

The figures in clause 4 on scenarios show high-level diagrams that need to be mapped onto the 5G architecture as specified in 3GPP TS 23.501 [14] in order to verify if the MSGin5G service can be provided by the 5G architecture. The MSGin5G service architecture as shown in figure A-1 is taken from 3GPP TS 22.262 [2] and shows the consolidated service architecture for all scenarios.
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Figure A-1: MSGin5G Service Architecture

UE A is a Controller UE which uses the MSGin5G Service to send messages to Controlled UEs, possibly via the APP Server in case the MSGin5G Server is unable to deal with APP specific issues.

UE B is a Controlled UE that supports the MSGin5G Service.

UE C is a Controlled UE which doesn't support the MSGin5G Service, but supports SMS. The MSGin5G Server converts MSGin5G messages into SMS messages.

UE D is a Controller UE or a Controlled UE which doesn't support the MSGin5G Service, but supports a non-3GPP messaging service.

All UEs (UE A, UE B, UE C and UE D) use the NG-RAN, either via the NR access network or via a non-3GPP access network.

NOTE1: Even though figure A-1 suggest the MSGin5G Gateway is in between the 5G Core or Access Network and UE D, 3GPP TS 22.262 [2] states that UE D is connected via NG-RAN.

NOTE2: Access via E-UTRAN is not in scope of the study.

The APP Server can generate messages in MSGin5G format which are distributed to Controlled UEs by the MSGin5G Server. 

Figure A-2 shows the MSGin5G architecture, based on the non-roaming architecture from 3GPP TS 23.501 [14] where the MSGF and MGWF reside in a trusted DN.
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Figure A-2: MSGin5G System Architecture for non-roaming

All UEs are connected to the NG-RAN. 5GMSGS UE and Non-3GPP UE are Controller UEs and 5GMSGS UE, Legacy 3GPP UE and Non-3GPP UE are Controlled UEs.

The MSGin5G Server is shown as the MSGin5G Function (MSGF) in figure A-2. The MSGin5G Gateway is shown as the MSGin5G Gateway Function (MGWF) and the APP Server connects directly to the MSGF (in case it supports the MSGin5G Service) or to the MGWF (if it supports a non-3GPP messaging service) and may reside outside the 5GS in an external DN.

The MSGF manages the distribution of the messages it has received from 5GMSGS UE, Non-3GPP UE, from an APP Server, or from the MSGF. The MSGF may use application specific functionality from the APP server that doesn't reside in the MSGF itself.

A CBCF is specified in 3GPP in 3GPP TS 23.041 [6] and can be used for broadcasting messages in the MSGin5G message format to 5GMSGS UE devices and in separate messages in a non-3GPP message format to Non-3GPP UED devices. Even though the CBCF is shown in figure A-2 as a Service Producer network function, it has no service-based interface. This interface could be specified in stage 2 or ATIS-0700008.v002 [12] could be referred to.

The SMSF is specified in 3GPP TS 23.501 [14] and its services can be invoked by the MSGF to send a message as SMS to Legacy 3GPP UE. 

Messages towards Non-3GPP UE devices are sent from the MSGF in MSGin5G format to the MGWF and are converted by the MGWF into a non-3GPP message format and also distributed by the MSGF. An APP Server can be used to create messages in the MSGin5G format and the APP Server may receive messages from 5GMSGS UE or Non-3GPP UE. These messages are routed to the MSGF for further distribution to UEs of type 5GMSGS UE, Legacy 3GPP UE or Non-3GPP UE. 

An APP Server that doesn't support the MSGin5G Service can send its messages to the MGWF, which converts the message to MSGin5G format before forwarding it to the MSGF.

5GMSGS UE can send its MSGin5G messages to the MSGF via the Control Plane or the User Plane (see Key Issue 5).

Non-3GPP UE can send messages in a non-3GPP message format via the Control Plane or the User Plane (see Key Issue 5) to the MGWF and the MGWF will convert the message into a MSGin5G message format before forwarding it to the MSGF.

Editor's note: Gaps are yet to be identified.
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