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1. Introduction
According to key isse 7 - Device onboarding is the process by which new devices are connected to the network for the first time and by which they gain at least the baseline connectivity and networking services so that they and the applications they run can bootstrap themselves with further network or application layer procedures.

When done on scale, for instance in a factory environment with a huge number of different types of devices present, device onboarding needs to be as automatic as possible. On the other hand, it needs to be secure, authorized and follow the policies of both the network provider and the organization deploying the devices.

The overall process of onboarding devices can include the use of tools such as device management, credentials and subscription management, and network connectivity management. For many of these solutions and technologies exist. One of the open issues is to investigate the usage of existing device onboarding technologies, e.g. oneM2M, GSMA, etc. While GSMA provides onboarding under network layer, oneM2M provides onboarding functionalities in application layer.
2. Reason for Change
To better describe oneM2M functionality in Annex A
3. Conclusions

none
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745
* * * First Change * * * *

Annex A:
Analysis of relationship between oneM2M and FF architecture
Annex A.1
Overview

oneM2M is a Partnership Project. As 3GPP, oneM2M produces Technical Specifications, being transposed by Standardization Bodies (Organizational Partners) into appropriate deliverables (e.g., standards). The Standardization Bodies (Organizational Partners) of 3GPP and oneM2M are the same.

oneM2M defines a software middle layer to be deployed at servers, gateways or even within devices. The core component(s) of an oneM2M system are the so called Common Service Entities (CSE’s), connected via open and extensible reference points Mcc. A CSE exposes so called Common Service Functions (CSF’s) towards the Application Entities (AE’s), which are the actual applications. Any IoT or Industrial IIoT application can interact and leverage from those CSF’s via the Machine- Application reference point (Mca). Any interactions between CSE, and any underlying network connectivity entity (Network Service Entity) is handled via Machine Network reference point (Mcn). oneM2M is defined network agnostic. For 3GPP network technology an interworking is defined in oneM2M TS-0026.
In oneM2M TS-0001[9], the oneM2M functional architecture comprises the following functions: Application Entity (AE), Common Services Entity (CSE), Underlying Network Services Entity (NSE).

oneM2M CSE provides services to applications (AE) which are referred to as Common Services Functions (CSFs). The CSFs contained inside the CSE includes such as: Application and Service Layer Management, Communication Management and Delivery Handling, Data Management and Repository, Device Management, Security, Subscription and Notification etc. Those CSFs can support Device onboarding requirement in Factory.
oneM2M follows a high level, 3 layer approach, where the Common Service Layer aka CSE, appears to the applications on top like an operating system, providing an abstraction of the underlying connectivity network towards the actual application (AE).
Since applications are not exclusively hosted on a device, the CSE functionality is replicated at the infrastructure IN-CSE side as well.

This concept enables portability of applications on the field device domain but also on the Infrastructure domain. Applications in the infrastructure domain are generally understood as platforms, or cloud solutions. Hence it enables a concept of “Bring your Own Cloud”.
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Figure Annex A.1-1: oneM2M high level Layer model
There are 3 different field node (UE) types defined in oneM2M: Application Service Node (ASN), Middle Node (MN) and Application Dedicated Node (ADN). The ASN UE and MN UE consists of both AE (ASN/MN-AE) and CSE (ASN/MN-CSE) function entity. But ADN UE only consists of AE (ADN-AE) function entity.  
There are 1 infrastructure node (Server) type defined in oneM2M - Infrastructure Node (IN). The IN server consists AE (IN-AE) and CSE (IN-CSE) function entity.

The relationship between oneM2M architecture function model and FFAPP function model is described in clause Annex A.2.

Annex A.2
Relationship between oneM2M and FFAPP 
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Figure Annex A.2-1: Relationship between oneM2M and FF

Figure Annex A.2-1 shows the corresponding relationship between oneM2M and FFAPP, as follows:

-
The oneM2M ASN/MN-CSE (e.g. a Motion Controller or factory automation gateway) function and the FAE client.

-
The oneM2M ASN/MN-AE (e.g. a Motion Controller application or factory gateway application) and the FF application specific client.

-
The oneM2M ADN-AE (e.g. an Actuator/Sensor in machine) and the FF application specific client.

-
oneM2M IN-CSE (e.g. a middleware server) function and the FAE server 

-
oneM2M IN-AE (e.g. a Motion Control application server) function and the FF application specific server.

-
oneM2M NSE function and the 5GS.

-
The oneM2M Mca reference point (which defined in oneM2M TS-0001[x]) between AE and CSE in ADN/ASN/MN node and the FAE-C reference point (between FF application specific client and FAE client) in FF UE side.

-
The oneM2M Mca reference point (which defined in oneM2M TS-0001[x]) between AE and CSE in IN node and the FAE-S reference point (between FF application specific server and FAE server) in FF application server.

-
The oneM2M Mcc reference point between (which defined in oneM2M TS-0001 [x]) ASN/MN-CSE(s) and IN-CSE and the FAE-1 reference point between FAE client and FAE server.

-
The oneM2M Mcn reference point (which defined in oneM2M TS-0001[9]) between NSE and IN-CSE and the N5/N33 interface between FAE server and 5G system.
* * * Next Change * * * *

