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1. Introduction

The 5G system provides capabilities for QoS management by providing APIs that allow an AF to configure Packet Flow Descriptions (PFDs) via the NEF(PFDF). A PFD includes information enabling the detection of application traffic provided by a 3rd party service provider. Once configured, PFDs are distributed from the NEF(PFDF) to other functions in the 5GS (e.g. SMF and UPF). The PFDs are then used by the 5GS to detect application traffic from different 3rd party applications and service providers and bind this traffic to different QoS Flows in the 5GS (e.g. based on the type of application and its QoS requirements).   

When traffic is initiated in the UL the FFEC should be configured similarly to detect application traffic and apply the required QoS treatment.
2. Reason for Change

Further study is required to determine whether and how the FFES can assist in configuring PFDs via NEF(PFDF) and application detection rules at the UEs to apply QoS treatment based on the FFApp connection requirements.   

3. Conclusions
FFApp Services can be enhanced to provide additional value-add functionality in providing PFD management and providing the UE with corresponding application traffic detection rules for QoS management purposes.
4. Proposal

It is proposed to agree with the addition of the following Key Issues to 3GPP TR 23.745 v0.8.0. 
* * * First Change * * * *

5.X
Key issue X - QoS management
One of the QoS Management Mechanisms that are available in the Rel-16 5GS is Packet Flow Description (PFD) management. NEF APIs for PFD Management allow the ASP to provide traffic detection rules to the network so that that the 5GS can apply QoS Enforcement Rules when traffic that matches the rules is detected. Detection rules can be based on simple IP Filters or can be more granular (i.e. based on partial URL matching).

In a scenario where traffic is initiated in the DL and application of the QoS rules is based on URL matching, the UPF can apply QoS marking to the DL traffic and the UE can be configured for Reflective QoS so that the same QoS treatment will be applied in the UL.

In a scenario where traffic is initiated in the UL and application of the QoS rules is based on URL matching, the 5GS will not detect that new QoS marking are required until the first packets reach the UPF.  This might not be acceptable in some scenarios (e.g. in a case where the traffic from the UE is a single notification that indicates an alarm condition).
This Key Issue will study whether and how to configure the UE so that it can detect and apply changes in the required QoS treatment of UL traffic. 
The Key Issue will study whether the FFAPP enablement layer can play a role in this configuration, in the context of the Factories of the Future vertical. The Key Issue will study also whether the functionality should be implemented in SEAL as a common service for all application layers. The Key Issue will also study possible impacts on supporting or dependent SA2 defined functionality.
Editor’s Note: Possible impacts on SA2 defined functionality shall be studied in conjunction with SA2.

