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1. Introduction
This contribution provides a solution for enabling the negotation via the FFAE layer (between the 5GS and the TSN system) of the TSN application QoS requirements (e.g. survival time) and their mapping to network policies / QoS parameters.
2. Reason for Change
In KI #4 of TS 23.745, the following open points are considered for further investigation:
Open issues：
How to monitor QoS parameters for 5GS Bridge configuration supported by 5GC, from the application layer of Factories of the Future to assure E2E QoS needs further study? 

How to enable the translation of TSN application QoS requirements (e.g. survival time) to network QoS parameters, and what would be the impact on 5GS for QoS enforcement?

The proper integration of 5G networks and TSN networks can also require the acquisition and configuration of service requirements that may not be yet in the scope of the current 5G QoS framework. In particular:

· Survival time as specified in 3GPP TS 22.104 which reflects an application's resilience to consecutive transmission failures of the application data. The survival time which is seen as an application QoS attribute (i.e. service performance requirement, as specified in TS 22.104), should be taken into account when the TSN system provides/adapts the service requirements to the 5GC or the UE, since this may have impact on the network QoS configuration. The survival time indicates to the communication service the time available to recover from failure. This parameter is thus tightly related to maintainability.
· TSC service area: geographic region where a 3GPP communication service is accessible. For some services can be in Length x Width x Height format. 

· UE speed / mobility: UEs may be stationary or mobile (e.g. mobile robots). The UE speed requirements are shown in TS 22.104. The speed requirement may be adjustable (up to a maximum threshold) and it may affect the network QoS parameter setting.

In TSN for some parameters defined in SA1 (TS 22.104), e.g. survival time, the mapping of application QoS to network QoS parameters is not straightforward. Also, how the TSN AF selects the mapping of traffic to QoS at 5GS is left to implementation. Furthermore, there are use cases (e.g. AGVs / mobile robots), where due to the mobility requirement, some negotiation of the parameters may be needed between the TSN system and the 5GS so as to ensure meeting the deterministic performance requirements. 

The dynamic interaction between the 5GS and TSN system, for guaranteeing, by negotiating, the TSC service KPI (or application QoS parameters), subject to real-time QoS monitoring, is needed to be discussed as part of the application layer on top of 5GS. In this context, we propose the use of FFAE layer to provide recommended TSN policies to the TSN, considering that FFAE layer can have both control plane (acting as TSN AF) and user-plane interactions with the 5GS and the device side.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.745 v0.8.0.
* * * Change * * * *

7.x
Solution #x: TSN policy negotiation via FAE layer 
7.x.1
Solution description

This solution function addresses the Key issue #4 for enabling the negotation via the FAE layer of the TSN application QoS requirements (e.g. survival time) and their mapping to network policies / QoS parameters.
7.x.1.1
General
This solution takes as input a trigger event based on the monitored QoS parameters (by SEAL / NRx or by the network) and based on this, it generates a trigger which may be in the form of a proposedaction, which can be a policy related to the 1) adaptation of service requirements (e.g. survival time, TSC service area, mobility change) or 2) adaptation of port management policies (DS-TT, NW-TT policies). TSN system (FF application specific server which is equivalent to CNC) may then provide a request for adaptation of the service requirements or port management policies based on the recommendation, and FAE server will send these policies to the corresponding Devices (FAE clients, DS-TTs) and NW-TT.
An example for TSN policy negotiation corresponding to port management policies and service requirements is when high jitter is monitored for an ongoing session, the hold & forward buffering parameters may be adapted to de-jitter the TSC flows. However, this will have impact on the survival time, since the delayed reception of the traffic, may lead to service termination (due to reaching the survival time threshold). In this case, FAE server negotiates with the TSN system (CNC) the adaptation of the survival time, in combination with the hold & forward buffering parameters. After negotiating, FAE server provides the new survival time to the FAE client, and the new hold & forward buffering parameters to NW-TT.
7.x.1.2
Procedure
Pre-condition 1: UE is registered to 5GS and FAE client has established a connection with FAE server.
Pre-condition 2: FF application specific server has subscribed to FAE server to receive TSN related triggers. 
Pre-condition 3: FAE server has subscribed to the SEAL server / NRx (based on Solution #10 of TR 23.745) or to the PLMN (e.g. QoS monitoring for URLLC as specified in clause 5.33.3 of TS 23.501) for receiving QoS events.
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Figure 7.x.1.2-1: TSN Policy update negotiation
1. A QoS monitoring event is send from either SEAL/NRx (based on Solution #10 of TR 23.745) or PLMN/NEF to the FAE server based on the subscription (e.g. event related to high jitter for TSC flow).
2. FAE server upon receiving the QoS monitoring event for one or more TSC flows, determines a trigger, which can be a proposed TSN policy update for all or subsets of the TSC flows within the FF application, taking also into account the location of the UEs (which can be provided by LM server). 
3. Then, the FAE server sends the trigger, enclosing a transformed information based on the received QoS event to FF application specific server / CNC. 
4. FF application specific server may consider the transformed information as a trigger to update TSN policy or updated service requirements. Then, FF application specific server may send the updated TSN policy or updated service requirements to the FAE server.
The TSN policy update is stored at the FAE server, and based on the policy type, if it relates to NW-TT/DS-TT port management policy update, FAE server interacts with NW-TT and DS-TT to apply the new policy, acting as TSN AF (TSN AF to NW-TT/ DW-TT transfer of port or bridge management information, as defined in TS23.501, clause 5.28.3.2).
5. FAE server sends a service requirement update message to the involved FAE clients. This message includes the agreed policy update type and parameters. Then, further interaction with FF application specific client is needed for applying the new parameters.
[EN 1]: In this solution, the transformed information may take the form of a proposal of a TSN policy / requirements update for the respective FF application. However, it is FFS what transformed information is needed for supporting such update.
7.x.2
Solution evaluation

This solution provides a mechanism for allowing the adaptation of application behavior (e.g. mobility, survival time) to ensure meeting the TSC flow requirements. Additionally, this solution may provide after negotiation, user-plane / 5GS bridge adaptations by re-configuring the DS-TT rules e.g. to change the stop-and-buffer mechanisms to ensure meeting the deterministic communication requirements for the corresponding application. The role of FAE server is key, since it may interact via user plane with the device side, as well as via control plane (acting as TSN AF) with the network side; and could provide an end-to-end policy update recommendation to FF server, instead of providing the QoS events for individual flows.
[EN 2] An alternative solution would be to perform the TSN policy update at CNC without any prior negotiation with the FAE layer. The evaluation of the proposed solution against this alternative is FFS
* * * End of Change * * * *
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