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1. Introduction
The mission critical user identity (or MC ID) is the identity that an MC service user presents to the identity management server during a user authentication transaction (not necessarily tied to a single mission critical service). The MC ID uniquely identifies the MC service user to the identity management server. The MC ID is used by the identity management server to provide the identity management client a means for mission critical service authentication. The specific security and authentication mechanisms are is specified in 3GPP TS 33.180.

The MC service user identity (or MC service ID) is used as a globally unique identifier within the MC service that identifies an MC service user. The MC service ID may also identify one or more MC service user profiles for the user at the application layer. The MC service ID uniquely identifies an MC service user in an MC system. The MC service ID indicates the MC system where the MC service ID is defined.

The MC ID and the MC service ID may be the same and are used in the application plane.
The SIP signalling control plane uses both a private user identity and one or more public user identities. During registration the private user identity is used to authenticate the signalling user agent. All SIP signalling messages sent by a signalling user agent to an MC service server via a SIP core use a public user identity as the identifier to enable signalling messages to be routed through the SIP system.
The following relationships exist between the MC service ID(s) and the public user identity(ies):

-
An MC service ID may be mapped to one or more public user identities (e.g. multiple UEs, shared UE, multiple MC services);

-
A public user identity may be mapped to one or more MC service IDs (e.g. UE-to-network relay); and

-
An MC service ID may be mapped to one or more public GRUUs (e.g. a user logging on from multiple UEs, multiple users sharing the same UE).

The MC service server manages the mapping between MC service IDs and public user identities and the mapping between MC service IDs and public GRUUs.

The current use of the above identities assumes the use of a 3GPP UE and visibility at the 3GPP network layer (either directly or via a ProSe UE-to-network relay node).
2. Reason for Change
Adding a key issue to address the problem of identifying MC service users behind a gateway UE function.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-79 version 0.0.1.
* * * First Change * * * *

5.x
Key issue x – Identification of MC service users behind a gateway UE function residing on non-3GPP devices

The mission critical user identity (or MC ID) is the identity that an MC service user presents to the identity management server during a user authentication transaction (not necessarily tied to a single mission critical service).
The MC service user identity (or MC service ID) is used as a globally unique identifier within the MC service that identifies an MC service user.
The MC ID and the MC service ID may be the same.
The SIP signalling control plane uses a private user identity to authenticate the signalling user agent and one or more public user identities for routing of signalling messages in the SIP core.

There are several relationships between the MC service ID(s) and the public user identity(ies).
List of key issues:

1.
Clarify whether the MC ID can be used on non-3GPP devices connected to the MC system via a gateway UE function. Identify impacts to existing authentication procedures.

2.
Clarify whether the MC service ID can be used on non-3GPP devices connected to the MC system via a gateway UE function. Identify impacts or limitations on existing procedures in the application plane.

3.
Elaborate how and if SIP signalling plane identities can be used by non-3GPP devices connected to the MC system via a gateway UE function.
4.
Elaborate the impacts regarding the current relationships between SIP signalling plane identities and application plane identities.

5.
Investigate whether there is a need for additional application plane identities to support non-3GPP devices connected to network via a gateway UE functions.

* * * End of Change * * * *

