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1. Introduction
This contribution provides a proposal for clarification about Network Capability Exposure.
2. Reason for Change
There exists an EN in clause 8.7.3 as follows:

Editor's note: Whether and how Edge Enabler Server can re-expose 3GPP network capabilities to Edge Application Server without CAPIF is FFS.

In TS 23.558, the following methods for network capability exposure to EAS are captured:
a. Direct network capability exposure as specified in clause 8.7.2

·  EAS directly interacts with 3GPP CN as trusted AF

b. Network capability exposure via EES based on CAPIF as specified in clause 8.7.3

· EES acts as API exposing function and interacts with 3GPP CN on southbound side exposes network capabilities to the EAS.

c. Network capability exposure by EES as specified in clause 8.6

· Currently only UE location API and User plane path management events are re-exposed as is to the EAS by the EES.

Clause 8.9.3 specifies the use of location and user plane path management events by EES to fulfill edge service operations.
To avoid duplication of SA2 network capability exposure procedures, it proposed to restructure the network capability exposure by EES in clause 8.6.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.3.0.
* * * First Change * * * *

8.6
EES capability exposure to EAS 

8.6.1
General

This clause describes service capability APIs exposed by the Edge Enabler Server to the Edge Application Server(s). The service capability APIs exposed include EES capabilities and re-exposed 3GPP Core Network capabilities.

8.6.2
Network capabilities APIs
8.6.2.1
UE location API

8.6.2.1.1
General

The Edge Enabler Server exposes the UE location API to the Edge Application Server in order to support tracking or checking the valid location of the UE. The UE location API exposed by the Edge Enabler Server utilizes 3GPP core network services as specified in clause 8.9.3 

The Edge Application Server can request UE location API for one-time reporting to check current UE location and for continuous reporting to track UE's location.

The UE location API supports both request-response for one-time queries (in order to check UE's current location) as well as subscribe-notify models for providing UE's location to EAS on a continuous basis and enabling the EAS to track UE's location (as UE location changes). 

Editor's note: Whether the Edge Enabler Server exposes the UE location API to an Edge Enabler Client is FFS. 







































































	
	
	

	
	
	

	
	
	

	
	
	

	
	
	




	
	
	

	
	
	

	
	
	

	
	
	




	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	




	
	
	

	
	
	

	
	
	

	
	
	

	





	
	
	

	
	
	

	
	
	

	
	
	

	
	
	




	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	




	
	
	

	
	
	

	
	
	

	




	
	
	

	
	
	

	
	
	




	
	
	

	
	
	

	
	
	

	


8.6.2.1.2
APIs 

8.6.2.1.2.1
General

Editor's Note: Merging request and subscribe service operation in a single service operation is FFS.
Table 8.6.2.4.2.2.1-1 illustrates the API for UE location.

Table 8.6.2.4.1-1: UE location API

	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	EDGE3_UE_location API
	Request
	Request/Response
	Edge Application Server

	
	Subscribe
	Subscribe/Notify
	Edge Application Server

	
	Notify
	Subscribe/Notify
	Edge Application Server

	
	Subscription_Update
	Subscribe/Notify
	Edge Application Server

	
	Unsubscribe
	Subscribe/Notify
	Edge Application Server


8.6.2.1.2.2
EDGE3_ UE_location_request operation

Service operation name: EDGE3_ UE_location_request

Description: The consumer requests one time report of a UE's location.

Inputs: See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7].

Outputs: See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7].
See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7] for details of usage of this operation.

8.6.2.1.2.3
EDGE3_ UE_location_subscribe operation

Service operation name: EDGE3_ UE_location_subscribe

Description: The consumer subscribes for continuous reporting of a UE's location.

Inputs: See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7].

Outputs: See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7].
See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7] for details of usage of this operation.

8.6.2.1.2.4
EDGE3_ UE_location_notify operation

Service operation name: EDGE3_ UE_location_notify

Description: The consumer is notified with report of the UE's location.

Inputs: See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7].

Outputs: None.
See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7] for details of usage of this operation.

8.6.2.1.2.5
EDGE3_ UE_location_subscription_update operation

Service operation name: EDGE3_ UE_location_subscription_update

Description: The consumer updates an existing subscription for continuous reporting of a UE's location.

Inputs: See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7].

Outputs: See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7].
See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7] for details of usage of this operation.

8.6.2.1.2.6
EDGE3_ UE_location_unsubscribe operation

Service operation name: EDGE3_ UE_location_unsubscribe

Description: The consumer cancels an existing subscription for continuous reporting of a UE's location.

Inputs: See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7].

Outputs: See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7].
See 3GPP TS 23.502 [3], 3GPP TS 23.271 [7] for details of usage of this operation.

8.6.3.1
User plane path management events

8.6.3.1.1
General

The Edge Enabler Server exposes user plane path management event notifications of an UE to an Edge Application Server (e.g. in order to trigger the application context relocation). User plane path management event notifications API exposed by the Edge Enabler Server utilizes 3GPP core network services as specified in clause 8.9.3.  

The availability of the user plane path management event notifications may change due to UE mobility between 5GC and EPC. If an Edge Enabler Server re-exposes the northbound API for user plane path management notifications of 3GPP Core Network to Edge Application Server(s) for a UE, the Edge Enabler Server monitors the availability of the northbound API for UE(s) served by the Edge Application Server (e.g. by utilizing Nnef_APISupportCapability as in 3GPP TS 23.502 [3]) and provides the availability information to the Edge Application Server. If CAPIF is supported, the EES determines if the user plane path management event API is available and able to be exposed to the Edge Application Server for a UE via the Availability of service APIs event notifications provided by the CAPIF core function as in 3GPP TS 23.222 [6].























	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	






	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	







	
	
	

	
	
	





	
	
	

	
	
	

	
	
	





	
	
	

	
	
	

	
	
	


8.6.3.1.2
APIs

8.6.3.1.2.1
General

Table 8.6.3.4.1-1 illustrates the API for user plane path management event.

Table 8.6.3.4.1-1: User plane path management API

	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	EDGE3_User_plane_management_event API
	Subscribe
	Subscribe/Notify
	Edge Application Server

	
	Notify
	Subscribe/Notify
	Edge Application Server

	
	Unsubscribe
	Subscribe/Notify
	Edge Application Server


8.6.3.1.2.2
EDGE3_User_plane_management_event_subscribe operation

Service operation name: EDGE3_User_plane_management_event_subscribe

Description: The consumer subscribes to receive an event, or if the event is already defined in Edge Enabler Server, then the subscription is updated.

Inputs: See clause 8.6.3.3.1.

Outputs: See clause 8.6.3.3.2.
See clause 8.6.3.2 for details of usage of this operation.

8.6.3.1.2.3
EDGE3_User_plane_management_event_notify operation

Service operation name: EDGE3_User_plane_management_event_notify

Description: The consumer is notified of an event by the Edge Enabler Server.

Inputs: See 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].

Outputs: None.
See 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3] for details of usage of this operation.

8.6.3.1.2.4
EDGE3_User_plane_management_event_unsubscribe operation

Service operation name: EDGE3_User_plane_management_event_unsubscribe

Description: The consumer unsubscribes for the previously subscribed events.

Inputs: See 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].

Outputs: See 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].
See 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3] for details of usage of this operation.

8.6.4
Application Client Information exposure API

8.6.4.1
General

Application Client Information exposure enables Edge Application Servers to be provided, if needed, with information about capabilities of Application Clients by the Edge Enabler Servers. This information may facilitate communications between Edge Application Servers and Application Clients, e.g. push notifications. The information shared is subject to access control as well as privacy and security mechanisms.

8.6.4.2
Procedure 
Pre-conditions:

1.
The Edge Application Server is registered with the Edge Enabler Server.

2.
The Application Client Profiles of the Application Clients on the UE are available at the Edge Enabler Client on the UE.
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Figure 8.6.4.2-1: Client Information Subscription

1.
The Edge Application Server sends an Application Client Information Subscription Request to the Edge Enabler Server. The request may contain filters to retrieve information about particular Application Clients e.g. Application Client Profile parameters or parameter ranges to be matched, specific UE Identifiers, location ranges, etc. The API request filter may also contain the "EAS Identifier indicator" to match only information from EEC registrations where the discovered Edge Application Server includes the requesting Edge Application Server.

NOTE:
The trigger conditions of the Application Client Information API (e.g. resource load predictive analytics) are up to service logic, which is out of scope of this specification.

2.
Upon receiving the request from the Edge Application Server, the Edge Enabler Server performs an authorization check to verify whether the Edge Application Server has privileges to perform the operation. The Edge Enabler Server determines the matching Application Client information corresponding to the filter provided and composes a result. The Edge Enabler Server stores the subscription information for future processing.
3.
The Edge Enabler Server sends an Application Client Information Subscription Response to the Edge Application Server with the result composed in step 2.

Figure 8.6.4.2-2 illustrates the Client Information Notification procedure between the Edge Enabler Server and the Edge Application Server.

Pre-conditions:

1.
The Edge Application Server subscribed for Application Client Information at the Edge Enabler Server.
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Figure 8.6.4.2-2: Client Information Notification

1. The Edge Enabler Server is triggered for Application Client information updates, e.g. it receives an Edge Enabler Client registration request, it determines if it matches the filter provided by the Edge Application Server, e.g. if the Application Client Service Area is included in the Edge Application Server provided Service Area. 

2. The Edge Enabler Server sends an Application Client Information Notification Request to the Edge Application Server.

3. The Edge Application Server sends an Application Client Information Notification Response to the Edge Enabler Server providing confirmation of receiving the Application Client information. The Application Client Information Notification Response is an empty message.

8.6.4.3
Information flows 
8.6.4.3.1
Client Information Subscription Request

Table 8.6.4.3.1-1 describes the information flow for a Client Information Subscription request from the Edge Application Server to the Edge Enabler Server.
Table 8.6.4.3.1-1: Client Information Subscription Request

	Information element
	Status
	Description

	EAS ID 
	M
	The identifier of the EAS

	Subscription type


	M


	Choice of "One time", "Event based", "Unsubscribe", determining the type of processing requested

	Filter
	O
	List of characteristics for discovery purposes, as detailed in table 8.6.4.3.1-2. 

	Event conditions
	O
	Parameters indicating event conditions e.g. number of notifications instances, subscription timeout, etc.


Table 8.6.4.3.1-2: Filter

	Information element
	Status
	Description

	Application Client Type
	O
	Category or type of Application Client (e.g. V2X) to be matched

	eCSP IDs
	O
	Identifiers for the ECSP associated with the EEC.

	Operation Schedule
	O
	EAS operation schedule (e.g. time windows) to be matched

	Service Area
	O
	EAS service area for identifying UEs with matching expected location(s) (e.g. route). This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	EAS Service KPIs
	O
	EAS KPIs (Table 8.2.5-1) for identifying the EEC and Application Clients to be matched, 

	Application Client Profile Parameter Ranges
	O
	Parameter ranges to be matched to Profiles of Application Clients for which the request applies. 

	AC ID(s)
	O
	List of identities of Application Client(s) to be matched

	UE ID(s)
	O
	List of UE identifiers to be matched

	UE location(s)
	O
	List of locations (e.g. routes) of the UE(s) for which the request applies

	EAS Identifier indicator
	O
	Indicates that matching applies only to information from EEC registrations where the discovered EAS includes the requesting EAS.


8.6.4.3.2
Client Information Subscription Response

Table 8.6.4.3.2-1 describes the information flow for the Client Information Subscription Response from Edge Application Server to the Edge Enabler Server. 
Table 8.6.4.3.2-1: Client Information Subscription Response

	Information element
	Status
	Description

	Result
	M
	Indicates success or failure of the subscription.

	Subscription Identifier (NOTE)
	M
	Subscription identifier for the corresponding subscription request.

	NOTE:
The Subscription Identifier IE is included when Result IE indicates success.


8.6.4.3.3
Client Information Notification Request

Table 8.6.4.3.3-1 describes the information flow for a Client Information Notification from the Edge Enabler Server to the Edge Application Server. 
Table 8.6.4.3.3-1: Client Information Notification Request

	Information element
	Status
	Description

	Subscription Identifier
	M
	Subscription identifier for which the notification is generated.

	List of clients
	O
	List of clients matched based on the given filtering criteria, with elements listed below

	>Application Client Profile(s) 
	M
	Profiles of Application Clients as described in Table 8.2.2-1.

	>UE ID(s)
	O
	UE identifier for the UE hosting the AC

	>UE location(s)
	O 
	UE location for the UE hosting the AC


8.6.5
UE Identifier API

8.6.5.1
General

EES exposes UE Identifier API to the EAS in order to provide an identifier uniquely identifying a UE. This API is used by an EAS to obtain the identifier of the UE if the EAS does not have it. This identifier, called Edge UE ID, is used by the EAS to invoke capability APIs specific to UEs over EDGE-3. 

8.6.5.2
Procedure

Figure 8.6.5.2-1 illustrates the interactions between the Edge Enabler Server and the Edge Application Server. 

Pre-conditions:

1.
The Edge Application Server is authorized to discover and to use UE Identifier API provided by the Edge Enabler Server.
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Figure 8.6.5.2-1: UE Identifier API

1.
The Edge Application Server invokes UE Identifier API exposed by the Edge Enabler Server

2.
The Edge Enabler Server uses the received user information in the step 1 (e.g. IP address) and obtains the UE identifier.

Editor's note:
How the EES determines the Edge UE ID is FFS. This may be based on for e.g. pre-configurations, an interaction with the 3GPP core network, or the edge enabler client.
3.
The Edge Enabler server provides the obtained UE identifier as Edge UE ID to the Edge Application Server. The Edge UE ID is specific to the given Edge Application Server and may be assigned by the EES or the 3GPP Network.
Editor's note:
Whether and how user's consent is obtained to share the UE identifier with a particular EAS is SA3's responsibility.

4.
The Edge Application Server uses the Edge UE ID received in step 3 to invoke capability exposure API(s) provided by the Edge Enabler Server over EDGE-3.

The Edge Enabler Server can provide an updated Edge UE ID to the Edge Application Server if the Edge UE ID has changed due to privacy reason (e.g., change of GPSI).

The Edge Enabler Server can also invalidate an Edge UE ID, previously provided to an Edge Application Server, if there is no need to support the Edge UE ID for capability exposure API(s) anymore.

8.6.5.3
Information flows

8.6.5.3.1
UE Identifier API request

Table 8.6.5.3.1-1: UE Identifier API request

	Information element
	Status
	Description

	User information
	M
	Information about the User or UE available with the EAS for e.g. ACR (Anonymous Customer Reference as specified in OMA-TS-REST_NetAPI_ACR [16]) or the IP address etc.

	Security Credentials
	M
	Security credentials of the EAS.


8.6.5.3.2
UE Identifier API response

Table 8.6.5.3.1-2: UE Identifier API response

	Information element
	Status
	Description

	Result
	M
	Success or failure

	Edge UE ID (NOTE)
	O
	Identifier uniquely identifying the UE.

	NOTE:
Edge UE ID is included only when the Result IE indicates success.


8.6.5.4
APIs

Editor's note:
APIs to be provided.

* * * Next Change * * * *

8.7.3
Network capability exposure via Edge Enabler Server

The Edge Enabler Server may re-expose the network capabilities of the 3GPP core network to the Edge Application Server(s) as per the CAPIF architecture specified in 3GPP TS 23.222 [6].

Depending on the deployment models (centralized or distributed) employed, 

-
the Edge Enabler Server assumes the role of the API exposing function (may also acts as the API topology hiding entry) as described in 3GPP TS 23.222 [6]; and

-
the Edge Application Server assumes the role of an API invoker.

If CAPIF is supported, the Edge Application Server interacts with the CAPIF core function and the Edge Enabler Server. The Edge Enabler Server may further interact with 3GPP northbound service API provider (e.g. SCEF/NEF/SCEF+NEF) or directly with 3GPP core network entities (e.g. PCF) to satisfy the service API invocation requests from the Edge Application Servers.
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