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1. Introduction
This contribution provides a proposal for edge service continuity procedure.
2. Reason for Change
From the perspective of EDGEAPP, the key aspect of functionality to support service continuity is to provide the service APIs from the Edge Enabler Layer to the Edge Application Server.
The EAS utilizes the service APIs exposed by the EES. Also, the EAS supports the service APIs required by the EES to initiate application context relocation.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.3.0.
* * * First Change * * * *

8.8.2
Procedures

8.8.2.aa
Source EAS triggered service continuity procedure
In this procedure, source EAS triggers service continuity with the source EES. The application context relocation is performed from a source EAS to a target EAS. Further, the on-going application traffic related to an Application Client at the UE is routed or switched from a source EAS to a target EAS. 
The high level signalling flows for source EAS triggered service continuity is illustrated in the figure 8.x.2.aa-1.

Pre-conditions:

1.
The Application Client at the UE already has on-going application data traffic with the source Edge Application Server.
2.
The source Edge Enabler Server has subscribed with 3GPP Core Network on user plane management related events.
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Figure 8.8.2.aa-1: Source EAS triggered service continuity procedure
1.
The source Edge Application Server determines the need for service continuity related to a UE's application data traffic based on triggers/events (e.g. EAS overload, UE's mobility). The source Edge Application Server sends an Application context relocation trigger request to the source Edge Enabler Server with the details of the UE.
2.
The source Edge Enabler Server processes the request received in step 1 and identifies if there is any application context relocation trigger being processed for the UE.
3.
The source Edge Enabler Server provides an application context relocation trigger response to the source Edge Application Server indicating the acceptance of the request or if an application context relocation is already in progress for the UE.
4.
The source Edge Enabler Server communicates with the Edge Configuration Server, which provides application context relocation assistance, to retrieve information of the target Edge Enabler Server which has the registered Edge Application Server that can serve the Application Client at the UE. This procedure is specified in clause 8.8.2.bb.
5.
The source Edge Enabler Server sends a get target EAS request (source Edge Application Server information, UE information, CN information) to the target Edge Enabler Server retrieved in step 4. The source Edge Application Server information includes the EAS ID and the IP address of the source Edge Application Server. The CN information (such as the subscription to NEF, PCF) may be included to assist the target Edge Enabler Server to interact with the 5GC.
6.
The target Edge Enabler Server determines the target Edge Application Server as per the EAS ID received in step 5.

7.
The target Edge Enabler Server sends the service continuity params request (source Edge Application Server information, UE information) to the target Edge Application Server for application context relocation.

8.
The target Edge Application Server processes the request and prepares for the application context relocation from source Edge Application Server. The target Edge Application Server sends the service continuity params response to the target Edge Enabler Server. The IP address of target Edge Application Server is included. Also other information such as the IP address and port number and protocol used for receiving the application context are also included, if required.
NOTE 1:
If target Edge Enabler Server has enough information about the target EAS regarding application context transfer, then steps 7 and 8 can be skipped.
9.
The target Edge Enabler Server sends the get target EAS response to the source Edge Enabler Server.

10.
The source Edge Enabler Server sends the application context relocation request with the IP address of the target Edge Application Server to the source Edge Application Server

11.
Optionally, the source Edge Enabler Server may send a service continuity event notify to the Edge Enabler Client (11a). Further, the Edge Enabler Client may notify the Application Client (11b).
12.
When the source Edge Application Server determines the point that the application context can be transferred, the source Edge Application Server delivers the application context to the target Edge Application Server via the source EES and target EES.
NOTE 2:
This step can use methods to transfer the application context directly from the source Edge Application Server to the target Edge Application Server. Such methods are implementation specific and out of scope of this specification.

13.
When the application context transfer is completed, the application context relocation response is sent from the source Edge Application Server to the source Edge Enabler Server.
14.
If required, the source Edge Enabler Server sends service continuity event notify to the Edge Enabler Client (14a). Further, the Edge Enabler Client notifies the Application Client (14b).
15.
The source Edge Enabler Server provides a notification response as per the AF traffic influence procedure as described in 3GPP TS 23.502 [3]. The application traffic from the UE can now be routed or switched to the target Edge Application Server.

NOTE 3:
Step 15 is applicable for 5GC.

16.
The Application Client and the target Edge Application Server engage in communication of the Application Data Traffic without any service interruption when application data traffic migrated from source Edge Application Server to the target Edge Application Server.
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