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1. Introduction
This contribution provides updates on service provisioning procedure and information flows, and resolves the Editor's notes.
2. Reason for Change
The reason for changes in the procedure of subclause 8.3.2:
-
Add the pre-condition of the ECS address info included in UE's subscription data. In case that the ECS is deployed by the MNO, it is possible that the access information of the ECS is part of the UE subscription data contained in UDM/UDR.
-
Remove the Editor’s note regarding authorization. The authorization procedure is described in subclause 8.10.

-
Update the procedure diagram that explicitly shows the actions in step 2.

-
Address in a NOTE that the authorization check in step 2 requires considerations of different deployments of the authentication/authorization function in the architecture, which also requires security related work in SA3.

The reason for changes in the information flows of subclause 8.3.3:

-
Chage the description for IE Security credentials to scope with the pre-condition of the procedure.
-
Remove the Editor’s note regarding the status of EEC ID and UE ID. Since the service provisioning is based on successful EEC authentication/authorization, the EEC ID is considered always presented for application level service requests towards ECS. The UE ID is presented when the authorization needs a UE ID related credential.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.3.0.
* * * First Change * * * *

8.3.2
Procedure

Pre-conditions:

1.
The Edge Enabler Client has been pre-configured or discovered the address (e.g. URI) of the Edge Configuration Server.
2.
The UE's subscription data may contain the address (e.g. FQDN and/or IP address) of the Edge Configuration Server. 

3.
The Edge Enabler Client has been authorized to enable the communication with the Edge Configuration Server. 
4.
The UE Identifier is either preconfigured or resulted from a successful authorization.





Figure 8.3.2-1: Service provisioning 

1.
The Edge Enabler Client sends a provisioning request to the Edge Configuration Server. The request message may include the UE identifier such as GPSI and credentials received during EEC authorization procedure and Application Client Profile information.

2.
Upon receiving the request from the Edge Enabler Client, the Edge Data Network Configuration Server performs an authorization check to verify whether the Edge Enabler Client or the UE has privileges to perform the operation. The Edge Configuration Server determines the Edge Enabler Servers matching Application Client Profiles (or Application Client Profile IDs) if provided in step 1. The Edge Enabler Server also determines other information that needs to be provisioned, e.g. identification of the Edge Data Network, service area information, Edge Enabler Server endpoints.
NOTE:
The Edge Configuration Server may check the authorization with an authentication/authorization function deployed by ECSP or MNO. The mechanisms or methods of authorization check are within the scope of SA3.
3.
The Edge Configuration Server responds to the Edge Enabler Client by sending Edge services configuration information, e.g. identification of the Edge Data Network, service area information (for LADN), and the information for establishing a connection to the Edge Enabler Server (e.g. URI, IP address).

If the Edge Data Network configuration information includes an LADN DNN as an identifier for the Edge Data Network, the Edge Enabler Client considers the LADN as the Edge Data Network. Therefore, the service area of Edge Data Network is the LADN Service Area which can be discovered using the UE Registration Procedure. 

* * * Next Change * * * *

8.3.3
Information flows

8.3.3.1
Provisioning request

Table 8.3.3.1-1 describes the information elements for a Provisioning Request from the Edge Enabler Client to the provisioning server (i.e. Edge Configuration Server). 

Table 8.3.3.1-1: Provisioning request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for communicating with the ECS.

	Application Client Profile(s)
	M
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity Filter
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.



8.3.3.2
Provisioning response

Table 8.3.3.2-1 describes the information elements for a Provisioning Response from the Edge Configuration Server to the Edge Enabler Client.
Table 8.3.3.2.-1: Provisioning response

	Information element
	Status
	Description

	EES configuration info
	M 
	

	> EDN connection info
	M 
	

	>> DNN/APN
	M
	Data Network Name/Access Point Name

	> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	> EDN Service Area (NOTE)
	O 
	Cell list, List of TA, PLMN IDs

	> ECSP info
	O
	Information for Edge Computing Service Provider 

	NOTE:
The EDN service area IE is included only if the EDN is a LADN.
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