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1. Introduction
This contribution solves the EN on how EES re-expose 3GPP network capabilities w/o CAPIF.
2. Reason for Change
The CAPIF is optional. If CAPIF is not supported, it is assumed the EAS uses other means (i.e. local configuration) to interact with EES.
4. Proposal

It is proposed to agree the following changes in TS 23.558.
* * * First Change * * * *

8.7.3
Network capability exposure via Edge Enabler Server
The Edge Enabler Server may re-expose the network capabilities of the 3GPP core network to the Edge Application Server(s) as per the CAPIF architecture specified in 3GPP TS 23.222 [6].

Depending on the deployment models (centralized or distributed) employed, 

-
the Edge Enabler Server assumes the role of the API exposing function; and

-
the Edge Application Server assumes the role of an API invoker.

The Edge Application Server interacts with the CAPIF core function and the Edge Enabler Server. If CAPIF is not supported, the Edge Application Server is locally configured with the API termination points for each service the Edge Enabler Server provides. The Edge Enabler Server interacts (directly or via SCEF/NEF) with the underlying 3GPP core network entities to satisfy the API requests from the Edge Application Servers.

* * * End of Changes * * * *
