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1. Introduction
This contribution proposes to expand the scope of KI#6 to investigate the use of SEAL Group Management for 5GLAN group management and proposes changes to Solution #9 describing needed SEAL GM enhancements.
2. Reason for Change
This contribution proposes to enhance the solution #9 for KI#6 – 5GLAN group management.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v0.8.0.
* * * First Change * * * *

5.6
Key issue 6 - 5GLAN group management
3GPP TS 22.261 [2] describes 5G LAN-type service and 5GLAN traffic types, service exposure requirements as follow:

The 5G system shall support 5G LAN-type service in a shared RAN configuration. 

The 5G system shall support 5G LAN-type service over a wide area mobile network.

The 5G network shall support service continuity for 5G LAN-type service, i.e., the private communication between UEs shall not be interrupted when one or more UEs of the private communication move within the same network that provides the 5G LAN-type service.

The 5G system shall support use of unlicensed as well as licensed spectrum for 5G LAN-type services.

The 5G system shall enable the network operator to provide the same 5G LAN-type service to any 5G UE, regardless of whether it is connected via public base stations, indoor small base stations connected via fixed access, or via relay UEs connected to either of these two types of base stations.

The 5G system shall support traffic scenarios typically found in an industrial setting (from sensors to remote control, large amount of UEs per group) for 5G LAN-type service.

The 5G network shall provide suitable APIs to allow a trusted 3rd party to add/remove an authorized UE to/from a specific 5G LAN-VN managed by the trusted 3rd party.

3GPP TS 23.501 [7] describes features to support 5G LAN Group Management. 5G System supports management of 5G VN Group identification and membership (i.e. definition of 5G VN group identifiers and membership) and 5G VN Group data (i.e. definition of 5G VN group data). In order to support dynamic management of 5G VN Group identification and membership, the NEF exposes a set of services to manage (e.g. add/delete/modify) 5G VN group and 5G VN member. The NEF also exposes services to dynamically manage 5G VN group data.

3GPP TS 22.104 [3] describes Ethernet applications:

"This section lists the requirements applicable to the 5G system for supporting cyber-physical applications using Ethernet.

For requirements pertaining to common, fundamental Ethernet transport requirements, and any requirements necessary to support the 5G LAN-type service, see Clause 6.24 in TS 22.261 [2]."
The following Ethernet applications requirements:
For infrastructure dedicated to high performance Ethernet applications, the 3GPP system shall support enhancements for time-sensitive networking as defined by IEEE 802.1Q, e.g. time-aware scheduling with absolute cyclic time boundaries defined by IEEE 802.1Qbv, for 5G-based Ethernet links with PDU sessions type Ethernet.

The Ethernet transport service shall support routing based on information extracted from the Ethernet header information created based on 802.1Qbv.

Open issues for the application layer support of Factories of the Future：
a. How to integrate 5G LAN type service with TSN for group management?
b. Investigate whether and how SEAL Group management service should support 5GLAN group management.
* * * Next Change * * * *

7.9.1.1
General

In factory network, the FF UE is using 5G LAN-type of services, when a FF UE is in a group, which includes 5GLAN related network information.

The FAE capabilities (FAE client and FAE server) utilize the group management service procedures (e.g. creation, group membership update) of SEAL based on the 5GLAN group configuration information provided by the FF application specific layer. 


* * * Next Change * * * *

7.9.1.2
Information flows

The following information flows of group management service of SEAL as specified in 3GPP TS 23.434 [8] are applicable for the FF applications:

-
Group creation request from the SEAL group management client to the SEAL group management server, information specified in table 10.3.2.1-1;

-
Group creation response from the SEAL group management server to the SEAL group management client, information specified in table 10.3.2.2-1;
-
Group creation notification from the SEAL group management server to the FAE server, information specified in table 10.3.2.3-1;
-
Group information query request from the SEAL group management client to the SEAL group management server, specified in subclause 10.3.2.4;

-
Group information query response from the SEAL group management server to the SEAL group management client specified in subclause 10.3.2.5;

-
Group membership update request from the SEAL group management client to the SEAL group management server, information specified in table 10.3.2.6-1;

-
Group membership update response from the SEAL group management server to the SEAL group management client, information specified in table 10.3.2.7-1;

-
Group membership notification from the SEAL group management server to the FAE server, information specified in table 10.3.2.8-2;

-
Group deletion request from the SEAL group management client to the SEAL group management server, information specified in table 10.3.2.9-1;

-
Group deletion response from the SEAL group management server to the SEAL group management client, information specified in table 10.3.2.10-1;
-
Group deletion notification from the SEAL group management server to the SEAL group management client and FAE server, information specified in table 10.3.2.11-1;

-
Store group configuration request from the SEAL group management client to the SEAL group management server, information specified in table 10.3.2.18-1;

-
Store group configuration response from the SEAL group management server to the SEAL group management client, information specified in table 10.3.2.19-1;
-
Get group configuration request from the SEAL group management client to the SEAL group management server, specified in subclause 10.3.2.20;

-
Get group configuration response from the SEAL group management server to the SEAL group management client, specified in subclause 10.3.2.21;
-
Subscribe group configuration request from the SEAL group management client to the SEAL group management server, information specified in table 10.3.2.22-1;

-
Subscribe group configuration response from the SEAL group management server to the SEAL group management client, information specified in table 10.3.2.23-1;

-
Notify group configuration request from the SEAL group management server to the SEAL group management client, information specified in table 10.3.2.24-1;

-
Notify group configuration response from the SEAL group management client to the SEAL group management server, information specified in table 10.3.2.25-1;

-
Group announcement from the SEAL group management server to the SEAL group management client, information specified in table 10.3.2.28-1;

-
Group registration request from the SEAL group management client to the SEAL group management server, information specified in table 10.3.2.29-1; 

-
Group registration response from the SEAL group management server to the SEAL group management client, information specified in table 10.3.2.30-1; 

-
Group de-registration request from the SEAL group management client to the SEAL group management server, information specified in table 10.3.2.32-1;

-
Group de-registration response from the SEAL group management server to the SEAL group management client, information specified in table 10.3.2.33-1;

-
Identity list notification from the SEAL group management server to the SEAL group management client and to the FEA server, information specified in tables 10.3.2.31-1 and tables 10.3.2.31-2 respectively;
-
Configure VAL group request from the FAE server to the SEAL group management server with FF 5GLAN group configuration information, information specified in table 7.9.1.2-1 as below;

Table 7.9.1.2-1, which is based on Table 10.3.2.26-1 in 3GPP TS 23.434 [8], describes the information flow for configure VAL group request from a VAL server to the SEAL group management server.

Table 7.9.1.2-1: Configure VAL group request

	Information element
	Status
	Description

	Requester Identity 
	M
	The identity of the VAL server performing the request.

	VAL group ID
	M
	The group ID used for the VAL group.

	VAL group description
	M
	Information related to the VAL group e.g. group definition including policy, group size, group leader.

	VAL service ID list (see NOTE)
	O
	List of VAL services whose service communications are to be enabled on the group.

	
	
	

	Geo ID list (see NOTE)
	O
	List of geographical areas to be addressed by the group.

	Identity list (see NOTE)
	O
	List of VAL UE IDs who are member of the group.

	Identity list subscription
	O
	Indicates interest to receive notifications of newly registered VAL UE IDs.

	NOTE:
At least one of these IEs shall be present.


-
Configure VAL group response from the group management server to the FAE server, specified in subclause 10.3.2.27;

The usage of the above information flows is clarified as below:

-
The identity list is the list of FF UE IDs. 

--
During group creation the identity list contains the list of FF UE IDs that are part of the group to be created. If the group member list is empty, an empty group is created; and

-
The VAL group ID is the FF 5GLAN group ID, which corresponds to the External Group ID in 3GPP TS 23.502 clause 4.15.3b;
-
The identity is the FF UE ID;

-
The VAL server is the FAE server;

-
The VAL group description shall include description of the group indicating 5G LAN-Type service and communication type (IP or Ethernet) for the group communication. 5GLAN-Type service is defined in 3GPP TS 23.501 [7];
-
The VAL service ID list should include at least the FF service identity;

* * * Next Change * * * *

7.9.1.x
Required SEAL group management enhancements

SEAL group management server shall enable a VAL server (FAE server) to create, update, delete, subscribe to changes of a 5GLAN group. 5GLAN group is defined in 3GPP TS 23.501 [7]. The SEAL group management client and the VAL server shall be able to identify that a group managed by the SEAL server is used for 5G LAN-Type service.

For group management procedures pertaining to a 5GLAN group the SEAL group management server shall use dynamic 5G VN group management procedures exposed by NEF via the N33 reference point, as specified in TS 23.501 [7] clause 5.29.2 and in TS 23.502 [12] clause 4.15.6.

5GLAN (also referred to as 5G VN) group data is specified in TS 23.502 [12] clauses 4.15.6.3b and 4.15.6.3c. The SEAL group management server shall use the VAL service identity to derive the 5G VN group data such as DNN, S-NSSAI, etc.

The SEAL group management may use the procedures of the event monitoring of PDN Connectivity Status specified in 3GPP TS 23.502 [12] clause 4.15.3.2.3 to keep track of the connectivity status of the group member UEs, e.g. to detect VAL UE registration/de-registration to/from the group.
* * * Next Change * * * *

7.9.1.y
5GLAN group creation and join procedure

This procedure is based on the Group announcement and join procedure in 3GPP TS 23.434 [8] clause 10.3.8. In this procedure the VAL server is composed of the FAE server and the FF application specific server.

Pre-conditions:

1.
The SEAL group management clients, SEAL group management server, VAL server and the VAL clients belong to the same VAL system.

2.
The VAL server is aware of the users' identities and is authorized to form a VAL group for 5G LAN-Type communication.
3.
The VAL clients (at the VAL UEs) belong to the same 5GLAN (5G-VN) group.
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Figure 7.9.1.y-1: Procedure for creating a VAL group for 5G LAN-Type communication.

1. The VAL server determines group information and the identity list to which the group announcement shall be sent. The decision can be based on the list of authorized UEs and other criteria such as requirement for 5G LAN-Type communication service.

2. The VAL server requests the SEAL group management server to configure a new VAL group for 5G LAN-Type communication service providing a VAL Group ID, a list of VAL UEs and a list of VAL services.

3. The SEAL group management server creates an empty group and determines that the group is for 5G LAN-Type communication, based on the information provided in the Configure VAL group request. The SEAL group management server determines 5GLAN group data for the VAL server.

4. The SEAL group management server creates a 5GLAN group in the 5GS via N33 using the dynamic group management procedures specified in 3GPP TS 23.501 [7] clause 5.29.2 and 3GPP TS 23.502 [12] clause 4.15.6. The 5GS delivers 5G VN group configuration information (DNN, S-NSSAI, PDU session type) to the VAL UEs for each GPSI that belongs to the 5GLAN group. The 5G VN group configuration information is delivered in the UE Route Selection Policy (URSP) from the 5GS to the VAL UEs using the UE Configuration Update procedure for transparent UE Policy delivery as described in TS 23.502 [12] clause 4.2.4.3.

5. The SEAL group management server may subscribe to PDN Connectivity Status events via N33 using the procedures specified in 3GPP TS 23.502 [12] clause 4.15.3.2.3 in order to be notified of the connectivity status of the VAL UEs of the 5GLAN group.
NOTE 1:
The SEAL group management server may use PDN Connectivity Status events e.g. to determine VAL UE’s registration state in the group.

6. The SEAL group management server announces the VAL group to the SEAL group management client at the VAL UEs, including the DNN and communication type (IP or Ethernet) corresponding to the 5GLAN group,

NOTE 2:
The SEAL group management server can decide to use the Application Trigger service provided by the NEF described in 3GPP TS 23.502 [12] clause 5.2.6.5 for group announcement to the group management client or to use the group announcement already specified in 3GPP TS 23.434 [8].

7. The SEAL group management client in the VAL UEs determines the group to be a 5GLAN group and triggers establishment of a PDU session corresponding to the 5GLAN group.

8. If the SEAL group management server subscribed to PDN Connectivity Status events in step 5, it is notified once the VAL UE establishes a PDU session to the 5GLAN group. Receiving this event is sufficient for the SEAL group management server to determine that the VAL UE is a member of the group.

9. The SEAL group management client at the VAL UEs registers to VAL group communication using the VAL Group ID.

10. The SEAL group management server records the users who have registered to be the members of the group.

NOTE 3:
Step 10 may occur as a result of Step 8.

11. The SEAL group management server sends a VAL group registration response to the SEAL group management clients.

12. The SEAL group management server sends a configure VAL group response to the VAL server.

NOTE 4:
Step 12 may occur anytime after Step 6.

13. The SEAL group management server sends identity list notification about the newly registered users. The SEAL group management client in the VAL UEs may inform the VAL client about the updated identity list.
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