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1. Introduction
This paper provides a solution on Key issue 1 – Use of network slicing for FFAPP. This solution provides a mechanism to allow the FFAE server to perform slice re-mapping for an FF application and the involved UEs, as triggered by a change of the FF application requirements.
2. Reason for Change
KI #1 discusses the network slicing is one of the 5G system capabilities may impact on application layer support for Factories of the Future. The open issue is whether the slicing support functions specified by SA5 and SA2 are sufficient for FFAPP requirements, or some further enhancement is needed at the application layer to support slicing.
In FF use cases (as specified in TS 22.104), different deployment model may be considered:

· Self-managed or outsourced private networks / NPNs, where the manufacturer or the service provider keeps control of the network build and digital capabilities. 

· Semi-private network via network slicing, where a mobile network operator uses private slices to create a semi-private 5G network for the manufacturer.
In a smart factory, assuming the second deployment model, multiple private slices may be deployed to support different use cases. Some examples for the diverse application requirements which may result to different service / slice requirements are the following:
· For different areas inside a factory, e.g. control room, factory floor, outdoors,..etc, there are different communication / service requirements, which may be accommodated by different slices. For example, for the factory floor, there are scenarios where safety and reliability are very important (e.g. safety light curtain, machine layout planning), especially when 5G is used for the communication; hence the use of different slice for the factory floor operations may be recommended.
· For different traffic types, where isolation is important due to deterministic vs non-deterministic traffic requirements (e.g. TSN vs non -TSN traffic) we may require differentiated handling, which may include different traffic routing policies and application to DNN mapping). For such scenarios, TSN traffic can be accommodated by a different slice due to the deterministic requirements and different user-plane/control-plane handling. 

· For different level of assistance by the network, e.g. Autonomous C2C vs Remote C2C. C2C communication is needed when devices with separate controllers interact to perform a shared task. This can be local / autonomous when the controllers are in vicinity; or Remote in cases when servicing /maintenance is needed. For this scenario, the remote C2C communication may be deployed as new slice.
· For different communication models, different slices may be pre-customized and deployed on demand, so as to allow the fast change from one communication model to another for the same application, but with different service profile. These communication models can be Line to Controller, Controller to Controller, Controller to Device, Device to Compute.
For the above scenarios, the application to service profile mapping may need to change dynamically (based on application trigger), hence the end-to-end service requirements may need to change drastically and this will impact the network requirements. 
To alleviate this, this paper proposes to enhance the FFAE layer capabilities to perform application to slice (re)-mapping based on vertical requirements,and in particular to enable FFAE-S to do the translation of a service profile for an application to a network slice. This proposed approach has minimum impact to network architecture (since it provides the new slice mapping to the FFAE-C via application layer signaling, and gives the freedom at the service providers’ domain to influence the application to slice mapping (and in-directly the mapping of all UEs within the application to different slice). 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v0.8.0.
* * * Change * * * *

7.x
Solution #x: Application-triggered slice re-mapping for FF applications 
7.x.1
Solution description

This solution provides a mechanism for enabling the FFAE-S to translate the adaptation of the service requirements / profile, as triggered by the FF application specific server or client, to a network slice re-mapping.  

7.x.1.1
General
This solution provides a mechanism to allow the FFAE server to perform slice re-mapping for a FF application and the involved UEs, as triggered by a change of the application requirements. This mechanism assumes that the GST parameters and the per UE slice subscriptions (running the FF application) are known at the FFAE-S by OAM (according to TS 28.533 slice management information can be exposed to 3rd party via EGMF). 

The trigger for the mapping is the FF application specific server (or client) request to FFAE-S for a new service profile (e.g. URLLC, eMBB, MIoT) for the FF application. This may be for example, due to change of communication model, Remote vs Local C2C, TSN vs TSN operation for an application, one or more UEs moving to an area where current service requirements need to be change, improvement of QoE, different FF application to service mapping, etc. 

The, FFAE-S determines an application to slice mapping, based on the requested service profile, the slice capabilities, the UE subscriptions and the GST parameters (these are assumed to be available at the by OAM). The FFAE-S sends to all the FFAE-Cs running the application, about the (re-)mapping required to a different slice. 
7.x.1.2
Procedure

Pre-condition 1: The service provider has requested the network to instantiate slice#1 and slice#2. The slice instantiation is performed at the OAM and it is out of SA6 scope. In this step, it is assumed that the list of UE subscriptions per slice are sent to FFAE-S at this point. Slice information, such as GST parameters are also sent to the FFAE server by the OAM (by consuming Management APIs via EGMF, as in TS 28.533).
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Figure 7.x.1.2-1: FF application to slice mapping by FFAE layer
1. The FF application specific server sends to FFAE-S an application request for managing the FF app #A to slice mapping, including the service requirements / profile for the application.

2.  FFAE-S determines the mapping of app#A to slice #1. This mapping is based on the service profile/parameters, the per UE slice subscriptions (for all UEs running app#A), slice capabilities and availability (based on network slice monitoring), the GST parameters.

3. FFAE-S establishes a FFAE session with the FFAE-C.

4. UE registers with the network and URSP rules are configured to the UE by the PCF (based on TS 23.501, 23.503). In particular, separate URSP rules would be needed for each subscribed S-NSSAI, where the Rule Precedence will define the URSP rule priorities (URSP Rule 1 for slice #1 (S-NSSAI #X) > URSP Rule 2 for slice #2 (S-NSSAI #Y) to help associating the application with the slice. 

5. A trigger event is captured at the application layer. Two options are possible:

· 5a. FFAC/FFAE-C of the FF-UE needs to adapt the app#A to service profile mapping, e.g. due to QoE adaptation, UE mobility, communication model change. FFAE-C sends a service profile trigger event report for requesting the adaptation of the service requirements to FFAE-S

· 5b. FFAE-S receives from the FF application specific server a request to adapt the application requirements. This request can comprise the change of service profile/requirements mapped to app#A
6. FFAE-S determines the re-mapping of app#A to slice #2. This mapping is based on the updated application requirements (as of step 5a or 5b), the per UE slice subscriptions (for all UEs running app#A), slice capabilities and availability and the GST parameters.
7. FFAE-S sends the updated app to slice mapping to the FFAE-C of the UEs running app#A. 
8. Based on this, the UE triggers a new PDU session establishment (and the termination of the current PDU session) to re-map to slice #2. More specifically, the application of the UE sends an updated URSP rule precedence to the NAS layer of the UE (URSP rule 2 > URSP rule 1). This triggers the termination of the PDU session and the new PDU session establishment with the updated URSP policy (URSP rule 2), where Slice #2 is supported. 
7.x.2
Solution evaluation

This solution provides an application to slice re-mapping via the FFAE layer, to deal with scenarios when the application-to-service requirements change. With this solution the FF application specific server / clients are still un-aware of the slicing aspects and the impact on the network is kept minimum, since the re-mapping is sent via the FFAE layer. Alternative solutions would require that FFAE layer interacts with PCF / UDM to request the update of URSP rules, which is something not supported by SA2 (and will require more signaling and complexity at the network side).
* * * End of Change * * * *
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