
3GPP TSG-SA WG6 Meeting #38-e
S6-201048
E-meeting, 20st Jul – 31th Jul 2020
 
Source:
ZTE Corporation
Title:
Solution #x Private Slice
Spec:
3GPP TR 23.745 v0.8.0
Agenda item:
8.4
Document for:
Approval
Contact:


Shao Weixiang, shao.weixiang@zte.com.cn
1. Introduction
This contribution is new solution for Private Slice.
2. Reason for Change
This contribution is for solution #x Private Slice. 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v0.8.0.
* * * First Change * * * *

7.x
Solution #x: Private Slice 
7.x.1
Solution description

7.x.1.1
General
This solution corresponds to the Key issue #1 - Use of network slicing for FFAPP and Key Issue 13: Capability Exposure related to Private Slice Network Status.
3GPP TS 22.261 [2] defines private slice is a dedicated network slice deployment for the sole use by a specific third-party and describes to operate a hosted non-public network and private slice(s) of its PLMN associated with the hosted non-public network in a combined manner. It meanings that private slice is belong to PLMN.

3GPP TS 22.261 [2] specifies that the 5G network shall provide suitable APIs to allow a trusted third-party to get the network status information of a private slice dedicated for the party, e.g. the network communication status between the slice and a specific UE.

3GPP TS 23.501 [7] defines the 5G System architecture and high level features, which not includes specific solution or feature for private slice.

3GPP TS 28.541 [x] specifies the Information Model and Solution Set for the Network Resource Model (NRM) definitions of NR, NG-RAN, 5G Core Network (5GC) and network slice, which not includes specific Information Model and Solution Set for private slice.

3GPP SA2 has already start study on enhanced support of non-public networks and enhancement of network slicing in Release 17, which not includes specific solutions for private slice.

Currently, the solution for private slice is no different with other network slices. The FAE server can utilize Network Resource Management of SEAL to support to get the network status information of a private slice. Which needs to enhance the existing Network Resource Management service enabler by adding acquirement of private slice network status information through Exposure Governance Management Function (EGMF) by 3rd party (e.g. from vertical industry) which defined in 3GPP TS 28.533 [y].

NOTE 1:
How SEAL support EGMF is out of scope of the present document, the solution is in the scope of SA5 and SEAL.

7.x.1.2


Acquirement of private slice network status information procedure

The procedure for acquirement of private slice network status information is illustrated in figure 7.x.1.2-1.
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Figure 7.x.1.2-1: Acquirement of private slice network status information procedures
1.
The FF application specific server sends an Acquire private slice network status information request to the FAE server.
2.
The FAE interacts with the SEAL Network Resource Management server to acquire private slice network status information. The SEAL Network Resource Management server interacts with EGMF to fulfil the operation (not shown in the sequence). 
3.
The FAE server sends an Acquire private slice network status information response to the FF application specific server.

NOTE 2:
How FAE interacts with the SEAL Network Resource Management server is out of scope of the present document, the solution need SEAL further study.
NOTE 3:
How SEAL Network Resource Management server interacts with EGMF is out of scope of the present document, the solution is in the scope of SA5 and SEAL.

7.x.2
Solution evaluation

This solution depends on how SEAL to support EGMF and acquire private slice network status information. The specification of such a mechanism, therefore, will be required to be used as the baseline when the solution described in this clause is addressed during the normative work.
* * * Second Change * * * *
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