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1. Introduction
This contribution is modification on Solution #4 Device Onboarding support in FF.
2. Reason for Change
The old content of Solution #4 is based on oneM2M. This contribution is modification on Solution #4 Device Onboarding support in FF to clarify. 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v0.8.0.
* * * First Change * * * *

7.4
Solution #4: Device Onboarding support in FF 
7.4.1
Solution description

This solution corresponds to the key issue #7 on device onboarding.
Based on key issue #7, device onboarding is the process of new device connecting to the network first time and bootstraping with further network or application layer procedures.
The device onboarding related network layer connectivity procedures are defined by SA2/SA3. 
The FAE can integrate with oneM2M technology in application layer. After the baseline connectivity and networking services, the FF Device Onboarding application layer automatic process related functional procedures include:

-
FF Application registration
-
The FAE client registers to the FAE server via FAE-1 reference point.

-
The FF application specific client registers to the FAE client via FAE-C reference point.

-
The FF application specific server registers to the FAE server via FAE-S reference point.

-
FF Initial information element (IE) creation
-
The FF application specific client creates a group IE on the FAE client via FAE-C reference point for updating and retrieving group of the FF application specific client(s) state.
-
The FF device application management IEs (nodes and management objects) are created in the FAE client to store the registered FF application specifc client(s) states. 
-
The FF application specific client creates an access control policy IE (on FAE clients) granting all the entities playing roles including the FF application specific client and the FF application specific server access to the created FF device application management related IEs(via FAE-C or FAE-1 interface).
-
Discovery of group information element (IE)
-
The FF application specific client periodically discovers FF device application management related IEs stored in the FAE client via FAE-C interface.
-
The FAE client responds with the discovered FF device application management related IEs via FAE-C interface.

-
The FF application specific client updates the list of group members within the previously created group IE with the discovered FF device management related IEs.
-
FF Application discovery and retrieval of device appliccation information
-
The FF application specific server periodically discovers FF device application management related IEs stored in the FAE client. It also discovers the group IEs located in the FAE client. 

-
The FAE client responds to the FF application specific server with the discovered FF device application management related IEs or group IEs. 
-
Subscription and notification
-
The subscription IEs are created under the FF device application management related IEs in the FAE client so that subscribers, i.e. the FF application specific server can be notified.
-
When the state of the FF device application management related IE is changed, a notification is sent to the subscriber（ie. FF application specific server）.
-
FF Remote single device application management
-
The FF application specific server operates the management object, it creates a new device application management operation IE representing operation to the targeted specific client IE which specialization of the management object of the FF application specific client. 
-
The FAE client executes the device application management operation to the target specific client.
-
The FAE client sends device application management operation result to the FF application specific server. 

-
FF Remote multiply device application management
-
The FF application specific server operates multiply management objects, it creates a new device application management operation IE on which the target is the group of management objects of the FF application specific clients. 
-
The FAE client executes each device application management operation to the multiply targets (FF application specific client).
-
The FAE client sends each device application management operation result to the FF application specific server.

NOTE 1:
The detail FF device onboarding application layer procedures are out of scope of the present document, which are in oneM2M scope.

NOTE 2:
How FFAPP interworking with oneM2M refers to Annex A: Analysis of relationship between oneM2M and FF architecture.
NOTE 3:
The detail FF Device Onboarding related information elements are out of scope of the present document, which should follow oneM2M TS-0001 [9].


7.4.2
Solution evaluation


This solution depends on SA2/SA3 addressing requirements regarding to support UE onboarding and provisioning for non-public networks. 3GPP TR 23.700-07 [x] has already started to address solutions. oneM2M have solutions in application layer.
The normative work of technique specification for this solution is not needed in SA6.
* * * Second Change * * * *
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3GPP TR 23.700-07: "Study on enhanced support of non-public networks".

* * * End Change * * * *

