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1. Introduction
-
2. Reason for Change
The Editors Notes in clause 7.2 can be removed.
3. Conclusions

The Editor’s Note in clause 7.2 can be removed. In Rel-17 of 3GPP, there is no standardised relationship between the USS and the UTM, see also FAA Concept of operations architecture https://www.faa.gov/uas/research_development/traffic_management/media/UTM_ConOps_v2.pdf
Throughout 3GPP TS 23.755, the phrase USS/UTM is used.

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.755 v 0.8.0.
* * * First Change * * * *

7.2
UAS Reference Model
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Figure 7.2-1: UAS model in 3GPP ecosystem

In the UAS reference model:

-
a UAS is composed by one UAV and one UAV controller.

-
UAVs are connected over cellular connectivity.

-
a UAV can be controlled by a UAV controller connected via the 3GPP mobile network.

-
a UAV can be controlled by a UAV controller not connected via the 3GPP mobile network, using a C2 interface not in 3GPP scope.

-
a UAV controller connected via the 3GPP mobile network can control one or more UAV(s).

-
the UAS exchanges application data traffic with a UAS Service Supplier (USS).


* * * End Change * * * *
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1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



