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1. Introduction
<Introduction part >

2. Reason for Change
This pCR introduces additional EAS profile elements, which is necessary for the Edge Enabler Server to issue the AF request on behalf of the registered EAS. 

The EAS can inform whether the EAS is capable of issuing AF request directly to 3GPP network so that duplicated AF request creation/issue of both EAS and EES can be prevented. If the EAS wants to delegate AF request to the EES, the necessary IEs should be provided to the EES and mapped to the AF request information elements
Based on this, the Edge Enabler Server is aware of the EAS capability and/or responsibility to issue the AF request (e.g. subscribe to UP path management event notifications, provide Traffic Routing requirements such as Routing profile ID and/or N6 traffic routing information.). The proposed changes can be utilized to prevent duplicated intiation/preparation of the EES and its registered EAS for the same relocation trigger condition(s). For example, if providers of the EES and the EAS both have SLA for the use of UP path management event notification, the 3GPP network resource for monitoring/exposing/signalling the DNAI change of the same UE can be reserved in redundantly for the EES and EAS. 
The EAS DNAI information can be used to determine if the UE can still locally access the EAS when the EES receives UP path change notification including target DNAI from the 3GPP network. This can be also used to determine either intra-EES or inter-EES application context relocation.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558.
* * * First Change * * * *
8.2.4
Edge Application Server Profile

Table 8.2.4-1: Edge Application Server Profile

	Information element
	Status
	Description

	EAS ID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to Application Clients so that application clients can establish contact with the EAS.

	Application Client ID(s)
	O
	Identifies the Application Client(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the EAS Provider 

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Service Area
	O
	The geographical service area that the EAS serves

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE may indicates whether the EAS supports Application Context Transfer or whether UE IP address preservation is required.

	AF Request Support
	O
	Indicates the EAS is able to issue the AF request toward the 3GPP network (e.g. based on SLA between the EAS provider and the operator) and responsible for issuing the AF request related to its associated UEs. 

	Traffic Routing information
	O
	Information for the traffic routing requirements over N6. This IE may include Routing Profile ID in 3GPP TS 23.501 clause 5.6.7.

	EAS DNAI
	O
	DNAI used to access the EAS. This IE may be used as Potential Locations of Applications in 3GPP TS 23.501 clause 5.6.7.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heart beat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Required Service APIs
	O
	A list of the Service APIs that are required by the EAS

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 


Editor's Note: The inclusion of EAS Instance ID (including optionality) is dependent on how the ID is defined and assigned, which is FFS.

Editor's Note: It is FFS whether the Application Client ID(s) should be included and how Application Client ID can be mapped with EAS(s) at an EES.

Editor's Note: The current text in the TS has the definition of a ‘service area’ IE associated with certain entities (such as the EAS Service Area in the table above). The following are FFS: (1) Which entities should have a ‘service area’ and (2) What is the relationship between the service areas of the different entities if any.

* * * Next Change * * * *

8.9
Utilizing 3GPP core network capabilities
8.9.1
General

The functional entities of the Edge Enabler Layer can utilize the 3GPP core network capabilities (i.e. 5GC, EPC) to fulfill the needs of the edge service operations. This clause specifies the details of the 3GPP core network capabilities consumed by each functional entity.

8.9.2
Capabilities utilized by Edge Configuration Server
When required, the Edge Configuration Server may utilize:

-
user plane path management events by subscribing with the 3GPP core network for the user plane path management event notifications of the UE as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].

-
the location information from the API exposed by 3GPP core network, e.g. SCEF/NEF/SCEF+NEF or LCS (Location Service) as specified in 3GPP TS 23.502 [3], 3GPP TS 23.271 [7], 3GPP TS 36.305 [8], 3GPP TS 23.273 [9] and 3GPP TS 38.305 [10] to obtain the UE's location from the 3GPP Core Network.
8.9.3
Capabilities utilized by Edge Enabler Server
When required, the Edge Enabler Server may utilize:

-
user plane path management events by subscribing with the 3GPP core network for the user plane path management event notifications of the UE as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].
-
the location information from the API exposed by 3GPP core network, e.g. SCEF/NEF/SCEF+NEF or LCS (Location Service) as specified in 3GPP TS 23.502 [3], 3GPP TS 23.271 [7], 3GPP TS 36.305 [8], 3GPP TS 23.273 [9] and 3GPP TS 38.305 [10] to obtain the UE's location from the 3GPP Core Network.
When the Edge Enabler Server issues and sends the AF request for the Edge Application Server(s), the Edge Enabler Server may map the EAS Profile elements (EAS Service Area, EAS Schedule, Service Continuity Support, Traffic Routing Information, and EAS DNAI) to AF request information elements in 3GPP TS 23.501 clause 5.6.7 (such as Potential Locations of Applications, Spatial Validity Condition, Traffic Routing requirements, Application Relocation Possibility, UE IP address preservation indication, and Temporal Validity Condition), respectively.
* * * Next Change * * * *

