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1. Introduction
TR 23.758 concluded a solution 6 for the key issue 6. Even though many of details on security issues should be decide in SA3, SA6 should take a responsibility on the architectural decision of EEC authentication & Authorization in the application architecture for enabling edge applications. On the other hand, SA3 decides that 5GC support AKMA, while EDGEAPP architecture supports both EPC and 5GC.
MNO-ECS should have AAF (described in the solution 6) functionalities.

2. Reason for Change
There is no architectural considerations are captured in TS 23.558.
3. Conclusions
It is proposed to capture an architecture decision to support the EEC authentication/authorization.
4. Proposal

Please adopt the following changes in TS 23.558.
* * * First Change * * * *

8.x
EEC Authentication/Authorization 
The architecture for enabling edge applications supports EEC Authentication/Authorization. 
After the successful EEC authentication/authorization, the EEC acquires a valid security credential for EEC related   procedures including provisioning procedure, registration procedure, EAS discovery procedure.

Editor’s Note: The detailed mechanim for EEC authentication/authorization is upto SA3.
* * * End of Change * * * *
