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1. Introduction
This contribution introduces a subscription notification mechanism based on solution #7 of the TR 23.758

2. Reason for Change
Information including availability of Edge Application Servers can change dynamically due to multiple reasons, such as change in edge deployments, change in ASP requirements etc. Such changes should be notified to the EEC to fine-tune the services accordingly. 

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.2.0
* * * First Change * * * *

8.x
EAS information subscription
8.x.1
General

The information available at EES related to EAS(s) can dynamically change due to multiple factors. The EEC can subscribe to the EES to receive updated information related to the EAS as and when it changes. These subscriptions can be very specific to an EAS or can include multiple EASs available through the EES. 

Editor’s note: Alignment with UE ID and AC information considerations of service provisioning and EAS discovery procedures is FFS.
8.x.2
Procedure

8.x.2.1
Subscription

Figure 8.x.2.1-1 illustrates the interactions between the EEC and the EES for EAS information subscription. 

Pre-conditions:

1.
Information related to the EES is available with the EEC.
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Figure 8.x.2.1-1: EAS information subscription

1.
To subscribe for updated EAS information, the EEC sends an EAS information subscription request to the EES. The request may include a list of dynamic information EEC is interested in, a filter criteria to indicate the span of information EEC is interested in, such as information related to a specific EAS or multiple EASs. The EEC may also include trigger conditions for the notifications.

2.
The EES determines the UE identifier and checks the authorization of the EEC to subscribe to the requested EAS information.

3.
If authorized, the EES creates the subscription corresponding to the filters in the request received in step 1 and the available UE information based on UE identifier determined in step 2, and sends the EAS information subscription response to the EEC.
Editor's Note: Procedures for EEC initiated subscription update, EEC initiated subscription cancel and EES initiated subscription termination are for further study.
8.x.2.2
Notification

Figure 8.x.2.2-1 illustrates the interactions between the EES and the EEC for EAS information notification. 

Pre-conditions:

1.
The EEC has subscribed for EAS information.
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Figure 8.x.2.2-1: EAS information notification

1.
When the trigger conditions to notify the Edge Enabler Client according to information in subscription available at EES are satisfied, the notification information is generated for the subscribed EEC.

2.
EES sends the notification to the EEC containing the updated EAS information.

3.
Upon receiving the notification described in Step 1, the EEC processes the notification (e.g. further notifies related Application Clients). 

NOTE:
Upon receiving the notification from the EEC, the Application Client(s) may adjust its behaviour accordingly (for e.g. changes the QoS requirements etc.).
8.x.3
Information flows

8.x.3.1
EAS information subscription request

Table 8.x.3.1-1 describes the information elements for an EAS information subscription request from the EEC to the EES. 

Table 8.x.3.1-1: EAS information subscription request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the Edge Enabler Client.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Event filters
	M
	Event filters for the subscription

	> List of dynamic information (NOTE)
	O
	List of dynamic information of an EAS requested by an EEC, as detailed in 8.x.3.1-2.

	> List of subscription filters (NOTE)
	O
	List of subscription filters as requested by an EEC, as detailed in Table 8.x.3.1-3. 

	> List of notification triggers (NOTE)
	O
	List of notification triggers requested by an EEC, as detailed in Table 8.x.3.1-4.

	NOTE:
Atleast one of the IEs is present.


Table 8.x.3.1-2: Dynamic information

	Information element
	Status
	Description

	AC IDs
	O
	Flag to notify change in list of AC IDs served by the EAS

	EAS Description
	O
	Flag to notify change in description of the EAS.

	EAS Endpoint
	O
	Flag to notify change in EAS endpoint

	EAS Features
	O
	Flag to notify any change in features provided by the EAS

	EAS Schedule
	O
	Flag to notify change in availability schedule of the EAS (e.g. time windows)

	EAS Service Area
	O
	Flag to notify change in change in geographical service area that the EAS serves

	EAS Service KPIs
	O
	Flag to notify change in characteristics of the EAS.

	EAS Status
	O
	Flag to notify change in the status of the EAS (e.g. enabled, disabled, etc.) 

	Service continuity support
	O
	Flag to notify change in EAS support for service continuity.


Table 8.x.3.1-3: Subscription Filters

	Information element
	Status
	Description

	EAS ID
	O
	EAS IDs EEC is interested in.

	EAS type
	O
	The category or type of EAS (e.g. V2X)

	EAS Provider Identifier
	O
	Provider of the EAS


Table 8.x.3.1-4: Notification triggers
	Information element
	Status
	Description

	EAS information update
	O
	EAS information is updated at the EES.

	EAS availability change
	O
	Change in availability of an EAS for e.g. registration of a new EAS, de-registration of an existing EAS


8.x.3.2
EAS information subscription response

Table 8.x.3.2-1 describes the information elements for an EAS information subscription response from the EES to the EEC. 

Table 8.x.3.1-2: EAS information subscription response

	Information element
	Status
	Description

	Result
	M
	Success or failure to create the subscription

	Cause (see NOTE 1)
	O
	Indicates the cause for subscription failure

	Subscription ID (see NOTE 2)
	O
	Subscription identifier corresponding to the subscription stored in the EES

	Expiry time (see NOTE 2)
	O
	The expiry time of the subscription

	NOTE 1:
The Cause IE is included when the Result indicates failure.

NOTE 2:
The Subscription ID IE and Expiry time IE are included when the Result indicates success.


8.x.3.3
EAS information notification

Table 8.x.3.3-1 describes the information elements for an EAS information notification from the EES to the EEC. 

Table 8.x.3.3-1: EAS information notification

	Information element
	Status
	Description

	Notification trigger details
	M
	Details of the event that triggered the notification

	Notification details
	M
	Details of the notification

	> EAS Profile
	M
	Edge Application Server profile as described in clause 8.2.4.

	> Validity
	O
	Temporal validity of the dynamic information in the notification.

	Notification description
	O
	Human readable description of the notification
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