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1. Introduction
This pCR is proposed to update architecural requirements about returning authorized information to EEC.
2. Reason for Change
Currently the ECS is designed to return service configuration information to EEC, and EES is designed to return EAS related information to EEC. However, the information return to EEC should be under the authority and business agreement among ASP, ECSP and MNO.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.2.0.
* * * 1st Change * * * *

5.2.2
Edge configuration data
5.2.2.1
General

5.2.2.2
Requirements

[AR-5.2.2.2-a]
The application layer architecture shall provide mechanisms to provide authorized configuration parameters to an authorized Edge Enabler Client to access the Edge Enabler Server(s).

* * * Next Change * * * *

5.2.4
Edge Application Server discovery

5.2.4.1
General

5.2.4.2
Requirements

[AR-5.2.4.2-a]
The application layer architecture shall provide mechanisms for an Edge Enabler Client to discover authorized and available Edge Application Servers.

[AR-5.2.4.2-b]
The application layer architecture shall provide authorized configuration information of the Edge Application Servers to the Edge Enabler Client, in order to enable communication between Application Clients and the Edge Application Servers.

* * * Next Change * * * *

5.2.5
Capability exposure to Edge Application Servers
5.2.5.1
General

5.2.5.2
Requirements

[AR-5.2.5.2-a]
The application layer architecture shall support exposure of 3GPP network's capabilities to the authorized Edge Application Servers.

* * * End of Change * * * *

