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1. Introduction
This contribution is Device configuration.
2. Reason for Change
This contribution is for Key Issue 7 - Device Onboarding 
After the FAE client registers to the FAE server via FAE-1 reference point, the FAE client should get device configuration (i.e. configuration data , user profile) from the FAE server.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v0.7.0.
* * * First Change * * * *

7.4
Solution #4: Device Onboarding support in FF
7.4.1.x
Device configuration
After the FAE client registers to the FAE server via FAE-1 reference point, the FAE client should get device configuration (i.e. configuration data , user profile) from the FAE server.

Pre-conditions: 

1.
The FAE client has registered to the FAE Server.

2.
The FAE client has supported interaction with the SEAL client.
The procedure for device configuration is illustrated in figure 7.4.1.x-1.
[image: image1.png]FAE client

SEAL configuration
management client

FAE server

SEAL configuration
management server

1. Get FF UE configuration data through configuration management client

2. Device user profile request

4. Device user profile response

>

3. Get FF user profile data





Figure 7.4.1.x-1: Device configuration

1.  The FAE client performs to get FF UE configuration data (i.e. the 5G logical network which FF UE belongs to) by interacting with the SEAL configuration management clinet & SEAL configuration management server as specified in the 3GPP TS 23.434 [8]. 
2.
The FAE client sends a device user profile request to the FAE server.
Table 7.4.1.x-1 describes the information flow for device user profile request.
Table 7.4.1.x-1: Device user profile request

	Information element
	Status
	Description

	FF UE ID
	M
	Identifier of the FF UE (i.e. GPSI or identity token)

	FAE Client ID
	O
	Identifier of the FAE client 

	Logical Network ID
	O
	The Identification of 5G logical network 


3.  The FAE server performs to get FF user profile data by interacting with the SEAL configuration management server as specified in the 3GPP TS 23.434 [8]. 
4.
The FAE server sends a device user profile response to the FAE client with FF user profile data (i.e. access credential, application server information).
Table 7.4.1.x-2 describes the information flow for device user profile response.
Table 7.4.1.x-2: Device user profile response

	Information element
	Status
	Description

	Result
	M
	Result from the FAE server in response to device configuration request indicating success or failure

	Access Credential
	O
	Access credentials for the device (FAE client) connected to FAE server

	AppServerInfo
	O
	The FF application servers information which can access this device (i.e.the physical address of management server)


* * * End Change * * * *

